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[bookmark: _Toc170466095][bookmark: _Toc106360924]Annex X (normative):
Security for Store and Forward Satellite operation
[bookmark: _Toc106360925]X.1	General
This Annex describes the security aspects of Store and Forward Satellite operation. The general features of Store and Forward Satellite operation are described in 23.401 [2].
There are two example deployment options for Store and Forward Satellite operation given in Annex O of TS 23.401 [2], i.e. Split MME architecture and Full EPC in each satellite. In both cases, regular LTE procedures are used to provide the security between the UE and network, e.g. authentication and protection of traffic between the UE and network. 
The security of communications between the proxies on satellite and the ground station(s) is out of 3GPP scope.
X.2	Security aspects of Split MME architecture
Editor’s Note: This clause describes the security aspects of Split MME architecture to support Store and Forward Satellite operation.

X.3	Security aspects of Full EPC in each satellite
Editor’s Note: This clause describes the security aspects of Full EPC in each satellite architecture to support Store and Forward Satellite operation.
[bookmark: _GoBack]
Annex Y (informative):
Security aspects of deployment options for Store and Forward Satellite operation
Editor’s Note: This clause describes informative security aspects of Store and Forward Satellite operation.
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