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\*\*\* Start Change \*\*\*

###

### 5.1.X Security for the network domain interfaces in EPS

Editor's Note: This clause will be updated based on the proposed objective.

\*\*\* 2nd Change \*\*\*

## 5.Y Security for inter-system switching between 5G and LTE

Editor's Note: This clause will be updated based on the proposed objective.

## 5.Z Security for VAL services over 5GS supporting EPS interworking

Editor's Note: This clause will be updated based on the proposed objective.

\*\*\* End Change \*\*\*