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**Comments**

This contribution provides detailed description for PDCP security protection used in 5G systems for TR 33.938.

### \* \* \* First Change \* \* \* \*4.4.X PDCP

The PDCP protocol between the UE and the NG-RAN is responsible for the security protection of the following scenarios in 5G system:

RRC integrity and confidentiality protection between UE and gNB (see clause 6.5.1 and 6.5.2 of TS 33.501 [4]).user plane data integrity and confidentiality protection between UE and gNB (see clause 6.6.3 and 6.6.4 of TS 33.501 [4]).NOTE: The NAS protocol provides integrity and confidentiality protection for NAS signalling messages between the UE and the AMF. However, from a perspective of the UE, the NAS protocol is above the 5G-AN protocol layer. Therefore, it may be considered that the NAS message is also protected by the PDCP protocol layer.

\* \* \* End of Changes \* \* \* \*