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### 1 Introduction

This is the email report of [Post115-e][063] SCG failure information:

* [Post115-e][063][NR16] SCG failure information (Huawei)

Scope: CRs for failure type in SCG failure information NR

Intended outcome: Agreed CRs

Deadline: Sept 3 1000 UTC

Please add company contact details into the following table.

|  |  |  |
| --- | --- | --- |
| **Company** | **Name** | **Email Address** |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

### 2 Discussion

Based on the email discussion [AT115-e][027][NR16] CP Other & LTE (Ericsson), 36.331 CR [3] and 38.331 CR [4] were updated. (NG)EN-DC is the main scenario for the issue, and some companies also mentioned NR-DC, so both (NG)EN-DC and NR-DC are listed and companies could provide the comments in relevant tables.

#### 2.1 EN-DC and NGEN-DC

For 36.331 CR [3], it seems stable after the email discussion [AT115-e][027][NR16].

**Question 1: Is 36.331 CR [3] agreeable?**

|  |  |  |
| --- | --- | --- |
| **Company name** | **Is 36.331 CR [3] agreeable?** | **Comments** |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

For 38.331 CR [4], one controversial part is how the UE sets the value for failureType-r15, when the UE includes failureType-v1610.

According to 36.331 CR [3], the value other-r16 is dummified, and the UE should set a value in failureType-r15 because the field is mandatory present. Both failureType-r15 and failureType-v1610 are listed below.

failureType-r15 ENUMERATED {

t310-Expiry, randomAccessProblem,

rlc-MaxNumRetx,

synchReconfigFailureSCG, scg-reconfigFailure,

srb3-IntegrityFailure, ~~other-r16~~dummy},

failureType-v1610 ENUMERATED {t312-Expiry, scg-lbtFailure,

beamFailureRecoveryFailure, bh-RLF-r16, spare4,

spare3, spare2, spare1} OPTIONAL

**So far, the following two scenarios were mentioned:**

* **Scenario#1: (NG)EN-DC, R15 eNB+R15 gNB**
* **Scenario#2: (NG)EN-DC, R15 eNB+R16 gNB**

In the email discussion [AT115-e][027][NR16], NTT DoCoMo’s views are as below, and it is understood that scenario#1 (i.e. R15 eNB+R15 gNB) is a possible scenario.

BFR failure is more possible for this issue happen since rel-15 gNB can configure BFR. Other failure event (scg-lbtFailure-r16, t312-Expiry-r16) are the function introduced in rel-16 that rel-15 gNB cannot configure which can be considered rare case.

For scenario#2, it may be also possible, but so far few operators have expressed their views on the scenario. In other words, one view from operators is that the deployments for (NG)EN-DC should be R15 eNB+R15 gNB, or R16 eNB+R16 gNB, i.e. both LTE and NR should be upgraded to the same release.

**Issue description**

In scenario#1, as mentioned by NTT DoCoMo, a R16 UE can only report the value beamFailureRecoveryFailure in failureType-v1610, and other values are impossible to be set. In this scenario, R15 gNB can configure BFR.

In scenario#2, as mentioned in [5], a R16 UE may report some values in failureType-v1610. In this scenario, R16 gNB can configure R16 features (relevant to failureType-v1610).

For R15 eNB, the network behaviours may be different depending on the value set in failureType-r15, and the analysis can be found in the table below.

|  |  |
| --- | --- |
| **R15/R16 UE behaviours** | **R15 eNB (e.g. R15 eNB+R15/R16 gNB)** |
| R15 UE: include failureType-r15 | No problem |
| R16 UE: include both failureType-r15 + failureType-v1610 | R15 eNB only decodes failureType-r15, but the UE actually suffers R16 failures in SCG |

In general, for the case “a R16 UE accesses to R15 eNB+R15 gNB or R15 eNB+R16 gNB”, if the UE suffers a R16 SCG failure and sets the field failureType-r16, there may be a gap between the actual failure in the UE and network handling, and it also depends on scenario#1 and scenario#2 as mentioned above.

**Proposed solutions**

In the email discussion [AT115-e][027][NR16], companies proposed some candidate solutions, and there are three directions:

* Direction 1: the UE sets “any value” in failureType-r16 (by UE implementation) if including failureType-v1610
* Direction 2: for some some values in failureType-v1610, the UE selects an appropriate value in failureType-r15. As mentioned by NTT DoCoMo, it works in scenario#1
* Direction 3: the UE always sets a fixed value (a rare value) in failureType-r15 if including failureType-v1610

The following table summarizes all options as well as some details (based on the email discussion [AT115-e][027][NR16]).

|  |  |  |
| --- | --- | --- |
| **Options** | **Description of the option** | **Concerns from companies** |
| **Option 1:**  The UE sets “any value” (by UE implementation) | As mentioned by some other companies, the failure case should not be common in real networks, and this kind of network handling only happens in “R15 eNB+R16 gNB”. Due to the continuous evolution on LTE and NR (in case of R16 eNB for EN-DC), this situation will not happen anymore as R16 eNB will anyway use failureType-v1610. In addition, some companies mentioned that the network can and should always do what it is able to do with encodings, and thus RAN2 does not need to have any opinions on eNB implementations. | It allows a UE to set different values at different times. From network side, it would be better if the value was always the same for all UEs.  It may impact KPI statistic collected from R15 eNBs, because there may be some inappropriate inputs. In other words, some companies preferred to let UE set a fixed value so that it is easier for the network to recognize the failures. |
| **Option 2:**  The UE sets “randomAccessProblem” if failureType-v1610 is set as “beamFailureRecoveryFailure”, and the UE sets “any value” for other cases | BFR failure is more possible for this issue happen since rel-15 gNB can configure BFR. Other failure event (scg-lbtFailure-r16, t312-Expiry-r16) are the function introduced in rel-16 that rel-15 gNB cannot configure which can be considered rare case. | Network will configure specific RA parameters for BFR purpose using beamfailurerecoveryconfig IE. The failuretype of beamfailurerecoveryconfig can be used to assist eNB/gNB to identify the failure RA is for BFR purpose, then eNB can optimize the configuration in beamfailurerecoveryconfig in the specification. If we fill randomAccessProblem when including Rel-16 BFR failure, rel-15 eNB cannot identify whether it is regular RA failure or BFR RA failure. Then, eNB will incorrectly optimize the RA parameter for regular RA. |
| **Option 3:**  The UE always sets failureType-r15 as “synchReconfigFailureSCG” | For this option, it is suggested to set failureType-r15 as **synchReconfigFailureSCG** when including any Rel-16 failure type (scg-lbtFailure-r16, beamFailureRecoveryFailure-r16, t312-Expiry-r16, bh-RLF-r16).  synchReconfigFailureSCG is sent in the mobility failure case. For SN initiated PSCell change without MN involved, the MN may transfer the received failure type to SN since the follow-up optimization should be done in SN.  For this option, R15 eNB needs to forward the received failure type to SN after R15 eNB receives failure type with "synchReconfigFailureSCG" (rel-15 eNB is aware that itself did not send reconfigurationwithsync). SN will ignore the received failure type because SN did not send Reconfigurationwithsync. | Some companies think that the issue of the “inappropriate” failure cause can be solved by network implementation. |
| **Option4:**  UE always sets failureType-r15 as “srb3-IntegrityFailure” | For this option, it is suggested to set R15 failureType as **srb3-IntegrityFailure** when including any Rel-16 failure type (scg-lbtFailure-r16, beamFailureRecoveryFailure-r16, t312-Expiry-r16, bh-RLF-r16). The reasons are:  1) No UE supports SRB3 so far, even if SRB3 is supported, MN knows whether SRB3 is established or not. So (in most cases) MN can recoginze whether reported failure type is "inappropriate" or not.  2) SRB3 integrity failure happens very rarely (compared to other reasons). So it is safer to use it, also to avoid impacting the KPI statistic of other failure types.  3) About using "synchReconfigFailureSCG", if RRC reconfiguration with sync message is sent by SN via SRB3, it is transparent to MN. So eNB does not always know if there was a RRC message sent to UE.  4) For BFR failure, we would like to differentiate it from normal RACH failure (in order to do proper RACH enhancement), so we would prefer to also use srb3-IntegrityFailure failure type. | Some companies think that the issue of the “inappropriate” failure cause can be solved by network implementation. |

**Question 2: Which of the above options is acceptable or not acceptable?**

|  |  |  |  |
| --- | --- | --- | --- |
| **Company name** | **Which of options are acceptable?** | **Which of options are NOT acceptable?** | **Comments** |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

#### 2.2 NR-DC

During email discussion [AT115-e][027][NR16], NR-DC where the MN is R15 and the SN is R16 was mentioned by some companies. For this scenario, it may happen that the UE will report the failureType with codepoint “other-r16” (that the Rel-15 MN will not be able to read) and the failureType-v1610 that also will not be read by the Rel-15 MN. If this is the case, the MN will report only the measurements to the SN without any failure case. But this happens also for the case of (NG)EN-DC where the MN is Rel-15 and SN is Rel-16.

Some companies think that MN is not able to forward the right failure type to SN. Instead, and MN will report measurements and a "inappropriate" failure type to SN (because R15 failureType in CG-ConfigInfo is not optional field. And MN has to decide which inappropriate value is included. Some companies think it would be better to align the (NG)EN-DC behavior with the one we have for the NR-DC.

Since NR-DC discussion was late during the email discussion [AT115-e][027][NR16], it is suggested to collect opinions regarding the issue, and solutions if possible.

**Question 3: For NR-DC where the MN is R15 and the SN is R16, do you agree that there is an issue for failure type functionality defined in TS 38.331?**

|  |  |  |
| --- | --- | --- |
| **Company name** | **Yes/No** | **Comments** |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

**Question 4: If Yes for Q3, how to solve it?**

|  |  |
| --- | --- |
| **Company name** | **Comments on possible solutions and specification impacts** |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

### 3 Conclusion

[the consensuses will be incorporated in the CRs]
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