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Abstract of the contribution:
This paper discusses the PNAT solution’s impact to the UE’s CPU utilization and its OS, and then proposes to change TR23.975 accordingly.

1. Introduction
In current TR 23.975, the impact of PNAT module to the UE’s CPU utilization and its OS is FFS. This paper analyzes the impact of PNAT module to the UE’s CPU utilization and it’s OS in detail.  
2. PNAT Impact of the UE’s CPU utilization

2.1 PNAT IPv4/IPv6 packet translation implementation evaluation
There are two ways to implement PNAT IPv4/IPv6 translation function: packet translation and API translation. Packet translation is the way that PNAT module intercepts the IPv4/IPv6 packets, and then translates them into IPv6/IPv4 packets. API translation is the way that PNAT module intercepts the IPv4/IPv6 socket API invoking, and then translates them into IPv6/IPv4 socket API invoking. For a given OS, it needs to use the proper approach (Packet translation or API translation) to minimize the implementation complexity and the impact to the OS.

For Linux based OS, packet translation could be used since there are hook points in the TCP/IP stack. PNAT module could use the hook points to intercept the packets that need to be translated in the TCP/IP stack. This approach avoids scanning every packet; only the packets need to be translated will trigger the translation function of PNAT module.

For other OS (for example, Windows), there are mechanisms provided by the OS used for the application to intercept API invoking. In this condition, PNAT module could use those mechanisms to intercept IPv4 socket calls and translates them to the corresponding IPv6 socket calls. This approach also avoids scanning every packet and only the IPv4/IPv6 socket calls that need to be translated will be intercepted and translated.

Based on above discussion, PNAT IPv4/IPv6 packet translation function could be implemented in the way that avoids scanning every packet to identify which packet needs to be translated. Instead, only the packet that needs to be translated will trigger PNAT translation function. This is not a computing extensive approach. 

2.2  PNAT implementation experiment result

China mobile has implemented PNAT in a set-top box. The set-top box is used to provide ultrahigh definition video streaming service in CNGI (China Next Generation Internet) network. The bit rate of the video streaming is up to 50Mbps. The set-top box’s OS is Ubuntu Linux. The CPU is Intel Atom; the CPU frequency is 1.6 GHz. There is no significant CPU utilization increasing and the performance of the video streaming service is not affected when PNAT module is activated. 

We also did performance test using both TCP and UDP test software on other platforms. The following figure illustrates the CPU utilization before and after PNAT module is activated using UDP test software. From the test result we can see that there is no significant CPU utilization ratio increasing after PNAT module is activated.
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According the above analysis and PNAT experiment result, we could conclude that PNAT module will not cause significant CPU utilization increasing.

3. PNAT Impact of the UE’s OS
3.1 PNAT DNS implementation evaluation 

PNAT DNS module could be implemented in user space. PNAT DNS module intercepts the IPv4 application’s DNS query message and send both A/AAAA DNS queries. Since PNAT DNS module is implemented in user space, it will not cause any kernel modification to the UE’s OS.

3.2 PNAT IPv4/IPv6 packet translation implementation evaluation 

PNAT module could be implemented as a downloadable piece of software. For different OS, there will be different ways to implement PNAT which will minimize the implementation complexity and the impact of UE’s OS.

1. Conclusions
Based on the above discussion, we could conclude that by implementing PNAT in a proper way, the impact to the UE’s CPU utilization and OS is not significant. The following changes are proposed to the TR 23.975.

* * * Start of Change * * * *

B.7.2
Evaluation 
Impact on the existing architecture:

· UE is required to install the PNAT module.
· It is required to deploy PNAT64 gateway which is used to connect the IPv6 and IPv4 network. The impact of PNAT to PCC is for FFS.

Known issues of the solution:

· It is required the UE to install the PNAT module which may increase the complexity of the UE.
· The impact of PNAT module to the UE’s CPU utilization and its OS is not significant by using proper implementation method..

· Whether the UE is also required to support an Application Level Gateway (ALG) function is FFS.

Known benefits of the solution:
· This solution allows IPv4-only applications running on an IPv6 network to communicate with IPv4, dual stack and IPv6 servers.
· The packet overhead is less compared with DS-Lite plain IPv6 encapsulation solutions.
* * * End of Change * * * *
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