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1
Scope

The present document defines the interface between the Subscriber Identity Module (SIM) and the Mobile Equipment (ME) for use during the network operation phase of GSM as well as those aspects of the internal organization of the SIM which are related to the network operation phase. This is to ensure interoperability between a SIM and an ME independently of the respective manufacturers and operators. The concept of a split of the Mobile Station (MS) into these elements as well as the distinction between the GSM network operation phase, which is also called GSM operations, and the administrative management phase are described in the TS 02.17 [6].The requirements for the physical characteristics of the SIM, the electrical signals and the transmission protocols are all defined in accordance with the TS 31.101 [55] except when stated otherwise in the present document. 
The present document defines:


‑
the model which shall be used as a basis for the design of the logical structure of the SIM;

‑
the security features;

‑
the interface functions;

‑
the commands;

‑
the contents of the files required for the GSM application;

‑
the application protocol.


The present document does not specify any aspects related to the administrative management phase. Any internal technical reallocation of either the SIM or the ME are only specified where these reflect over the interface. It does not specify any of the security algorithms which may be used.

The present document defines the SIM/ME interface for GSM Phase 2. While all attempts have been made to maintain phase compatibility, any issues that specifically relate to Phase 1 should be referenced from within the relevant Phase 1 specification.
2
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4
Physical characteristics

Two physical types of SIM are specified. These are the "ID‑1 SIM" and the "Plug‑in SIM".

The physical characteristics of both types of SIM shall be in accordance with those specified for the UICC in TS 31.101 [55] 

5
Electronic signals and transmission protocols

The present document contains references to the 3GPP UICC/Terminal interface specification, TS 31.101 [55]. For the requirements of TS 31.101 [55] which are referenced by the present specification, the usage of the term "UICC" in TS 31.101 [55] shall be equivalent to the term "SIM".
5.1
Electrical specifications

Electrical specifications of the SIM – ME interface shall be in accordance with TS 31.101 [55] with the following limitations.:

4MHz shall be the maximum clock speed specified for SIMs for 3V and below.

Power consumption during a SIM session and initial communication establishment i.e during the ATR shall not exceed the values defined for the ATR in TS 31.101 [55].

5.2
Initial communication establishment procedures

Initial communication establishment procedures shall be in accordance with TS 31.101 [55] with the following limitations.

Since 4MHz is the maximum clock speed specified for SIMs for 3V and below, the respective limitations on power consumption given in TS 31.101 [55] apply.

ATR content: The ME shall invoke the error handling as defined in TS 31.101 [55] if a SIM indicates other values than 0 or 255 in TC1. T=15 global interface parameters are optional. The coding of the historical bytes may not follow TS 31.101 [55] and need not to be interpreted by the ME. 

PPS proceedures: Speed enhancement is optional for the SIM. However if speed enhancement is implemented at least F=512 and D=8 shall be supported. 

Reset procedures: The SIM shall behave as a "Type 1 UICC".

Clock stop mode: The clock shall only be switched off subject to the conditions specified in the file characteristics (see clause 9.2.1). It is mandatory for a SIM operating at Class B or C operating conditions as defined in TS 31.101 [55] to support clock stop mode.

5.2.1
Error handling for speed enhancement

If the SIM does not answer the PPS request within the initial waiting time the ME shall reset the SIM. After two failed PPS attempts using F=512 and D=8 or values indicated in TA1, (no PPS response from the SIM) the ME shall initiate PPS procedure using default values. If this also fails (no PPS response from the SIM) the ME may proceed using default values without requesting PPS.

If the SIM does not support the values requested by the ME, the SIM shall respond to the PPS request indicating the use of default values.

5.3
Transmission protocols

Physical and Data link layer of the Transmission Protocols shall be in accordance with TS 31.101 [55] with the following limitations.

The support of the Transmission Protocol T=0 is mandatory for ME and the SIM. All other protocols are optional. Use of other protocols than T=0 is not defined in the present document.

Procedure bytes '61' and '6C' shall not be used with GSM commands. Status byte '9F' is returned instead by the SIM to control exchanges between the Transport Layer of the terminal and the SIM.

5.4
Clock 

If a frequency of 13/4 MHz is needed by the SIM to run the authentication procedure in the allotted time (see TS 03.20 [11]), or to process an ENVELOPE command used for SIM Data Download, bit 2 of byte 1 in the file characteristics shall be set to 1. Otherwise a minimum frequency of 13/8 MHz may be used.

6
Application and File structure

This clause describes the logical structure for a SIM if different from that specified in TS 31.101 [55],, the code associated with it, and the structure of files used.

6.1
SIM Application structure

Figure 3 shows the general structural relationships which may exist between files. The files are organized in a hierarchical structure and are of one of the types as defined in TS 31.101 [55]. These files may be either administrative or application specific. The operating system handles the access to the data stored in different files.
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Figure 3: Organization of memory

Files are composed of a header, which is internally managed by the SIM, and optionally a body part. The information of the header is related to the structure and attributes of the file and may be obtained by using the commands GET RESPONSE or STATUS. This information is fixed during the administrative phase. The body part contains the data of the file.

6.2
Void

6.3
Void

6.4
File types

The SIM shall support the file types as defined in TS 31.101 [55] with the following limitations. 

6.4.1
Dedicated files

The SIM does not support the operations that can be performed on an ADF as defined in TS 31.101 [55], although the SIM application DF is considered to be an ADF according to the definitions in TS 31.101 [55].

6.4.2
Elementary files

The SIM supports the elementary files as defined in TS 31.101 [55] with the following limitations

6.4.2.1
Cyclic EF

After selection of a cyclic file (for either operation), the record pointer shall address the record updated or increased last. If an action following selection of a record is aborted, then the record pointer shall remain set at the record at which it was set prior to the action.

6.5
Methods for selecting a file

After the Answer To Reset (ATR), the Master File (MF) is implicitly selected and becomes the Current Directory. Each file may then be selected by using the SELECT function as specified in TS 31.101 [55] with the following exception:

-
Only support selection by file ID referencing and the command parameters as specified in the present document.

9
Description of the commands
The command description and structure is defined in TS 31.101 [55]. The coding of the CLA, INS and parameter bytes are according to TS 31.101 [55] with the limitations stated in the command description in the present document.This clause states the general principles for mapping the commands and responses onto Application Protocol Data Units which are used by the transmission protocol.

9.1
Mapping principles

The mapping of protocol T=0 with respect to the TPDU level is according to TS 31.101 [55] with the following exceptions:

-
The use of procedure byte '6C' for Case 2 commands as defined in TS 31.101 [55] shall be replaced by the usage of '9F' as described in case 2b below. According to the present document the status byte '9F' triggers a GET RESPONSE command whereas the procedure byte '6C' in TS 31.101 [55] triggers re-issuing of the same command. 

-
The use of procedure byte '61' for Case 4 commands as defined in TS 31.101 [55] shall be replaced by the usage of '9F' as described in case 4 below. According to the present document the status byte '9F' triggers one GET RESPONSE command, which is optional for the ME, whereas the procedure byte '61' in TS 31.101 [55] triggers one or more GET RESPONSE commands depending upon the procedure bytes following the GET RESPONSE command.

For some commands described in the present document it is necessary for T=0 to use a supplementary transport service command (GET RESPONSE) to obtain the output data. For example, the SELECT function needs the following two commands:

‑
the first command (SELECT) has both parameters and data serving as input for the function;

‑
the second command (GET RESPONSE) has a parameter indicating the length of the data to be returned.

If the length of the response data is not known beforehand, then its correct length may be obtained by applying the first command and interpreting the status words. SW1 shall be '9F' and SW2 shall give the total length of the data. Other status words may be present in case of an error. The various cases are:
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Case 2a: No input / Output of known length
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NOTE:
lgth='00' causes a data transfer of 256 bytes.

Case 2b: No Input / Output of unknown length
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Case 3: Input / No output
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Case 4: Input / Output of known or unknown length
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For case 4, in case of an ENVELOPE for SIM data download, SW1/SW2 may also indicate that there is response data with the value '9EXX', and the ME shall then send a GET RESPONSE command to get this response data.

The following diagrams show how the five cases of transmission protocol identified in the above diagrams can all be used to send pro‑active SIM commands. For further information on the diagrams below see TS 11.14 [27].

Case 1: No input / "OK" response with no output, plus additional command from SIM
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[Possible "normal GSM operation" command/response pairs]
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NOTE:
lgth1='00' causes a data transfer of 256 bytes.

Case 2a: No input / "OK" response with data of known length, plus additional command from SIM
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[Possible "normal GSM operation" command/response pairs]
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NOTE:
lgth='00' causes a data transfer of 256 bytes. The same applies to lgth1.

Case 2b: No Input / "OK" response with data of unknown length, plus additional command from SIM
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[Possible "normal GSM operation" command/response pairs]
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Case 3: Input / "OK" response with no output data, plus additional command from SIM
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[Possible "normal GSM operation" command/response pairs]
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Case 4: Input / "OK" response with data of known or unknown length, plus additional command from SIM
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9.2
Coding of the commands

The commands are coded as specified in TS 31.101 [55] with the class byte set to 'A0'. In addition to the instruction codes specified TS 31.101 [55] the following codes are reserved:

GSM operational phase:

'1X' with X even, from X=6 to X=E.

Administrative management phase:

'2A', 'D0', 'D2', 'DE', 'C4', 'C6', 'C8', 'CA', 'CC', 'B4', 'B6', 'B8', 'BA' and 'BC'.

NOTE:
This reservation may not be respected by other applications residing on a UICC or further evoluation of TS 31.101 [55]. 

9.2.1
SELECT

The SELECT command is coded as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1, P2 = '00' 

· P3 = '02'

The response to the SELECT command with the parameters as specified is as follows:

Response parameters/data in case of an MF or DF:

	Byte(s)
	Description
	Length

	1 ‑ 2
	RFU
	2

	3 ‑ 4
	Total amount of memory of the selected directory which is not allocated to any of the DFs or EFs under the selected directory
	2

	5 ‑ 6
	File ID
	2

	7
	Type of file (see clause 9.3)
	1

	8 ‑ 12
	RFU
	5

	13
	Length of the following data (byte 14 to the end)
	1

	14 ‑ 34
	GSM specific data
	21


GSM specific data:

	Byte(s)
	Description
	Length

	14
	File characteristics (see detail 1)
	1

	15
	Number of DFs which are a direct child of the current directory
	1

	16
	Number of EFs which are a direct child of the current directory
	1

	17
	Number of CHVs, UNBLOCK CHVs and administrative codes
	1

	18
	RFU
	1

	19
	CHV1 status (see detail 2)
	1

	20
	UNBLOCK CHV1 status (see detail 2)
	1

	21
	CHV2 status (see detail 2)
	1

	22
	UNBLOCK CHV2 status (see detail 2)
	1

	23
	RFU
	1

	24 ‑ 34
	Reserved for the administrative management
	0 ( lgth ( 11


Bytes 1 - 22 are mandatory and shall be returned by the SIM. Bytes 23 and following are optional and may not be returned by the SIM.

NOTE 1:
Byte 35 and following are RFU.

NOTE 2:
The STATUS information of the MF, DFGSM and DFTELECOM provide some identical application specific data, e.g. CHV status. On a multi‑application card the MF should not contain any application specific data. Such data is obtained by terminals from the specific application directories. ME manufacturers should take this into account and therefore not use application specific data which may exist in the MF of a mono‑application SIM.


Similarly, the VERIFY CHV command should not be executed in the MF but in the relevant application directory (e.g. DFGSM).

Detail 1: File characteristics
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	For running the authentication algorithm, or the ENVELOPE command for SIM Data Download, a frequency is required of at least 13/8 MHz if b2=0 and 13/4 MHz if b2=1
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	b8=0: CHV1 enabled; b8=1: CHV1 disabled


The coding of the conditions for stopping the clock is as follows:
	Bit b1
	Bit b3
	Bit b4
	

	1
	0
	0
	clock stop allowed, no preferred level

	1
	1
	0
	clock stop allowed, high level preferred

	1
	0
	1
	clock stop allowed, low level preferred

	0
	0
	0
	clock stop not allowed

	0
	1
	0
	clock stop not allowed, unless at high level

	0
	0
	1
	clock stop not allowed, unless at low level



If bit b1 (column 1) is coded 1, stopping the clock is allowed at high or low level. In this case columns 2 (bit b3) and 3 (bit b4) give information about the preferred level (high or low, respectively) at which the clock may be stopped.


If bit b1 is coded 0, the clock may be stopped only if the mandatory condition in column 2 (b3=1, i.e. stop at high level) or column 3 (b4=1, i.e. stop at low level) is fulfilled. If all 3 bits are coded 0, then the clock shall not be stopped.

The coding of the conditions for the supply voltage indication is as follows:

	SIM Supply Voltage
	Bit 7
	Bit 6
	Bit 5

	5V only SIM
	0 (RFU) 1
	0 (RFU) 1
	0 (RFU) 1

	3V Technology SIM
	0 (RFU) 1
	0 (RFU) 1
	1

	1.8V Technology SIM
	0 (RFU) 1
	1
	1

	Future Class
	1
	1
	1

	NOTE 1
The bits marked (RFU) are set to '0' and reserved for future use in the SIMs. The coding schemes relies on the fact that RFU bits are set to '0'.


Detail 2: Status byte of a secret code

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Number of false presentations remaining 
('0' means blocked)

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	b8=0: secret code not initialised,

b8=1: secret code initialised


Response parameters/data in case of an EF:

	Byte(s)
	Description
	Length

	1 ‑ 2
	RFU
	2

	3 ‑ 4
	File size

(for transparent EF: the length of the body part of the EF) 

(for linear fixed or cyclic EF: record length multiplied by the number of records of the EF)
	2

	5 ‑ 6
	File ID
	2

	7
	Type of file (see 9.3)
	1

	8
	see detail 3
	1

	9 ‑ 11
	Access conditions (see 9.3)
	3

	12
	File status (see 9.3)
	1

	13
	Length of the following data (byte 14 to the end)
	1

	14
	Structure of EF (see 9.3)
	1

	15
	Length of a record (see detail 4)
	1

	16 and following
	RFU
	-


Bytes 1-14 are mandatory and shall be returned by the SIM.

Byte 15 is mandatory in case of linear fixed or cyclic EFs and shall be returned by the SIM.

Byte 15 is optional in case of transparent EFs and may not be returned by the SIM.

Byte 16 and following (when defined) are optional and may not be returned by the SIM.

Detail 3: Byte 8


For transparent and linear fixed EFs this byte is RFU. For a cyclic EF all bits except bit 7 are RFU; b7=1 indicates that the INCREASE command is allowed on the selected cyclic file.

Detail 4: Byte 15


For cyclic and linear fixed EFs this byte denotes the length of a record. For a transparent EF, this byte shall be coded '00', if this byte is sent by the SIM.

9.2.2
STATUS

The STATUS command is coded as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

-
 P1, P2 = '00'

The response parameters/data are identical to the response parameters/data of the SELECT command in case of an MF or DF.

9.2.3
READ BINARY

The READ BINARY command is coded as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· B8 in P1 shall be set to '0'

The response is according to the command parameters as defined in TS 31.101 [55].

9.2.4
UPDATE BINARY

The UPDATE BINARY command is coded as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· B8 in P1 shall be set to '0'

The response is according to the command parameters as defined in TS 31.101 [55].

9.2.5
READ RECORD

The READ RECORD command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

P2 = '02', '03', '04'

9.2.6
UPDATE RECORD

The UPDATE RECORD command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

P2 = '02', '03', '04'

The response is according to the command parameters, as defined in TS 31.101 [55]

9.2.7
SEEK

The instruction code 'A2' identifies the SEARCH RECORD command as defined in TS 31.101 [55]. In the present document the instruction code 'A2' is defined for the SEEK command for class 'A0'.

This function searches through the current linear fixed EF to find a record starting with the given pattern. This function shall only be performed if the READ access condition for this EF is satisfied. Two types of SEEK are defined:

Type 1
The record pointer is set to the record containing the pattern, no output is available.

Type 2
The record pointer is set to the record containing the pattern, the output is the record number.

NOTE:
A Phase 1 SIM only executes type 1 of the SEEK function.

The SIM shall be able to accept any pattern length from 1 to 16 bytes inclusive. The length of the pattern shall not exceed the record length.

Four modes are defined:

‑
from the beginning forwards;

‑
from the end backwards;

‑
from the next location forwards;

‑
from the previous location backwards.

If the record pointer has not been previously set (its status is undefined) within the selected linear fixed EF, then the search begins:

‑
with the first record in the case of SEEK from the next location forwards; or

‑
with the last record in the case of SEEK from the previous location backwards.

After a successful SEEK, the record pointer is set to the record in which the pattern was found. The record pointer shall not be changed by an unsuccessful SEEK function.

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	SEEK
	'A0'
	'A2'
	'00'
	Type/Mode
	lgth


Parameter P2 specifies type and mode:

‑
'x0' = from the beginning forward;

‑
'x1' = from the end backward;

‑
'x2' = from the next location forward;

‑
'x3' = from the previous location backward;


with x='0' specifies type 1 and x='1' specifies type 2 of the SEEK command.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 ‑ lgth
	Pattern
	Lgth


There are no response parameters/data for a type 1 SEEK. A type 2 SEEK returns the following response parameters/data:

	Byte(s)
	Description
	Length

	1
	Record number
	1


9.2.8
INCREASE

The INCREASE  command is coded as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1,P2 = '00'

-
 P3 = '03'

The response is according to the command parameters, as defined in TS 31.101 [55]

9.2.9
VERIFY CHV

The VERIFY CHV is identical to the VERIFY PIN command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1 = '00'

· P3 = '08'

NOTE:
The functionality of the VERIFY CHV command is limited to CHV verification and can not be used to retrieve the retry counter value as specified in TS 31.101 [55].

Parameter P2 specifies the CHV:

‑
'01' = CHV1;

‑
'02' = CHV2.

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.10
CHANGE CHV

The CHANGE CHV is identical to the CHANGE PIN command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

-
  P1 = '00'

Parameter P2 specifies the CHV:

‑
'01' = CHV1;

‑
'02' = CHV2.

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.11
DISABLE CHV

The DISABLE CHV is identical to the DISABLE PIN command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1 = '00'

· P2 = '01'

NOTE:
The functionality of the DISABLE CHV command is limited to CHV disabling and can not be used to indicate the use of an alternative CHV (global key reference) as specified in TS 31.101 [55].

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.12
ENABLE CHV

The ENABLE CHV is identical to the ENABLE PIN command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1 = '00'

-
 P2 = '01'

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.13
UNBLOCK CHV

The UNBLOCK CHV is identical to the UNBLOCK PIN command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

-
 P1 = '00'

Parameter P2 specifies the CHV:

‑
00 = CHV1;

‑
02 = CHV2.

NOTE:
The coding '00' for CHV1 differs from the coding of CHV1 used for other commands.

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.14
INVALIDATE

The INVALIDATE command is identical to the DEACTIVATE command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1,P2 = '00'

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.15
REHABILITATE

The REHABILITATE command is identical to the ACTIVATE command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1,P2 = '00'

The response is according to the command parameters, as defined in TS 31.101 [55].

9.2.16
RUN GSM ALGORITHM

The RUN GSM ALGORITHM is identical to the AUTHENTICATE  command as specified in TS 31.101 [55] with the following limitations:

· Class = 'A0'

· P1,P2 = '00'

-
 P3 = '10'

The structure of the Command parameters/data is as follows only for the specified parameters:
	Byte(s)
	Description
	Length

	1 ‑ 16
	RAND
	16


The structure of the Response parameters/data is as follows only for the specified parameters:

	Byte(s)
	Description
	Length

	1 ‑ 4
	SRES
	4

	5 ‑ 12
	Cipher Key Kc
	8


The most significant bit of SRES is coded on bit 8 of byte 1. The most significant bit of Kc is coded on bit 8 of byte 5.

9.2.17
SLEEP

This is an obsolete function used by Phase 1 MEs.

In order to achieve phase compatibility, a SIM of Phase 2 or later shall always send the status information "normal ending of the command" after the successful interpretation of the command SLEEP received from a Phase 1 ME. An ME of Phase 2 or later shall not send a SLEEP command;

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	SLEEP
	'A0'
	'FA'
	'00'
	'00'
	'00'


9.2.18
GET RESPONSE

The GET RESPONSE  command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

Since the MF is implicitly selected after activation of the SIM, GET RESPONSE is also allowed as the first command after activation.

9.2.19
TERMINAL PROFILE

The TERMINAL PROFILE  command is coded as specified in TS 31.101 [55] with the following limitations:

-
Class = 'A0'

9.2.20
ENVELOPE

The ENVELOPE  command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

9.2.21
FETCH

The FETCH  command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

9.2.22
TERMINAL RESPONSE

The TERMINAL RESPONSE  command is coded as specified in TS 31.101 [55] with the following limitations:

Class = 'A0'

9.3
Definitions and coding

The coding conventions defined in TS 31.101 [55] applies with the following exceptions

File status

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: invalidated; b1=1: not invalidated

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	b3=0: not readable or updatable when invalidated

b3=1: readable and updatable when invalidated

	
	
	
	
	
	
	
	
	
	
	RFU


Bit b3 may be set  to 1 in special circumstances when it is required that the EF can be read and updated even if the EF is invalidated, e.g. reading and updating the EFADN when the FDN feature is enabled, or reading and updating the EFBDN when the BDN feature is disabled.

Structure of file

‑
'00'  transparent;

‑
'01'  linear fixed;

‑
'03'  cyclic.

Type of File

‑
'00'  RFU;

‑
'01'  MF;

‑
'02'  DF;

‑
'04'  EF.

Coding of CHVs and UNBLOCK CHVs

A CHV is coded on 8 bytes. Only (decimal) digits (0‑9) shall be used, coded in ITU-T T.50 [20] with bit 8 set to zero. The minimum number of digits is 4. If the number of digits presented by the user is less than 8 then the ME shall pad the presented CHV with 'FF' before sending it to the SIM.

The coding of the UNBLOCK CHVs is identical to the coding of the CHVs. However, the number of (decimal) digits is always 8.

Coding of Access Conditions

The access conditions for the commands are coded on bytes 9, 10 and 11 of the response data of the SELECT command if class byte 'A0' is usedEach condition is coded on 4 bits as shown in table 10.

Table 10: Access conditions

	ALW
	
'0' *

	CHV1
	
'1' *

	CHV2
	
'2' *

	RFU
	
'3'

	ADM
	
'4'

	.....
	
..

	ADM
	
'E'

	NEW
	
'F' *


Entries marked "*" in the table above, are also available for use as administrative codes in addition to the ADM access levels '4' to 'E' (refer to clause 7.3) if required by the appropriate administrative authority. If any of these access conditions are used, the code returned in the Access Condition bytes in the response data shall be the code applicable to that particular level.

Byte 9:

	
	
	b8
	B7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	UPDATE

	
	
	
	
	
	
	
	
	
	
	READ; SEEK


Byte 10:

	
	
	b8
	B7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	INCREASE


Byte 11:

	
	
	b8
	B7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	INVALIDATE

	
	
	
	
	
	
	
	
	
	
	REHABILITATE


10
Contents of the Elementary Files (EF)
This clause specifies the EFs for the GSM session defining access conditions, data items and coding. A data item is a part of an EF which represents a complete logical entity, e.g. the alpha tag in a EFADN record.

EFs or data items having an unassigned value, or, which during the GSM session, are cleared by the ME, shall have their bytes set to 'FF'. After the administrative phase all data items shall have a defined value or have their bytes set to 'FF'. If a data item is 'deleted' during a GSM session by the allocation of a value specified in another GSM TS, then this value shall be used, and the data item is not unassigned; e.g. for a deleted LAI in EFLOCI the last byte takes the value 'FE' (TS 04.08 [15] refers).

EFs are mandatory (M) or optional (O). The file size of an optional EF may be zero. All implemented EFs with a file size greater than zero shall contain all mandatory data items. Optional data items may either be filled with 'F', or, if located at the end of an EF, need not exist.

When the coding is according to ITU-T T.50 [20], bit 8 of every byte shall be set to 0.

For an overview containing all files see figure 8.

10.1
Contents of the EFs at the MF level

The present document specifies only two Efs at the MF level. The presence of EFDIR on a SIM is optional. The present document does not specify the mechanism to select a SIM application using EFDIR.

10.1.1
EFICCID (ICC Identification)

This EF provides a unique identification number for the SIM. The structure of this EF is as defined in TS 31.101 [55]. Network operators issuing a SIM according to this document may use an identification number length of 20 bytes. SIM issued with identification number coded on 20 bytes may also have the digits in a byte not swapped. 
10.1.2
EFPL (Preferred language)

The structure of this data field is as defined in TS 31.101 [55]. The presence of this file is optional for a SIM.

. This information may be used by the ME for MMI purposes.This information may also be used for the screening of Cell Broadcast messages in a preferred language, as follows.

When the CB Message Identifier capability is both allocated and activated, the ME selects only those CB messages the language of which corresponds to an entry in this EF or in EFLP, whichever of these EFs is used (see clause 11.2.1). The CB message language is defined by the Data Coding Scheme (DCS: see TS 23.038 [12]) received with the CB message. The ME shall be responsible for translating the language coding indicated in the Data Coding Scheme for the Cell Broadcast Service (as defined in TS 23.038 [12]) to the language coding as defined in ISO 639 [30] if it is necessary to check the language coding in EFPL.

NOTE: This file is called EFELP (Extended Langueage preference) in previous releases of the present document, i.e.TS 11.11.
11.1
General procedures

Procedures on different types of files shall be in accordance with TS 31.101 [55] with the limitation that the use of short file IDs is not supported by the SIM.
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