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T3 would like to inform S1 about a new feature regarding the proposed new USAT "event" KEY IDENTIFICATION.
The goal and background of this feature and some questions raised at the recent T3 #17meeting  in Berlin, Germany are described in more detail in document T3-010093 (attached).
This feature introduces a new "event" that indicates that a key on the MMI has been pressed and includes the key identification, in accordance with the “Get Inkey” command.
This proposal puts the onus of detecting a key being pressed on the mobile, whilst "freeing up" the USAT to perform other activities.  Currently, for example, if the USAT wishes to detect a key being pressed, it has to issue the Get Inkey command to the ME and wait for the key to be pressed, and thus cannot carry on with other activities, such as updating or scrolling the display.

As set forth in the T3 documents this enhancement "KEY IDENTIFICATION" opens new user interaction and application possibilities. It adds a useful feature for future advanced services. such as new user-friendly, interactive and fast mobile applications requiring a minimal number of keystrokes. Some of these applications require continuous actions, even if the user does not respond to them.

If S1 agree that this is a useful new feature which should be standardised, T3 believe that the USAT Stage 1 document may need to be updated to reflect this.

T3 would like to point out that concerns were raised regarding user awareness of the activation of this feature, giving the USAT the possibility to intercept key strokes in a standardised manner. T3 seek the opinion of S1 on this issue, as it raises a potential security threat.

One way of reducing the potential security threat is to offer the user the possibility of preventing this feature

