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1. Overall Description

T2 SWG2 would like to thank SA1 for their LS  S1-022388 (T2– 030017) Title: "Having a Single (U)SIM to Authenticate Multiple Devices Simultaneously Using Local Wireless Link".

T2 has previously considered many possible scenarios for the division of user equipment (UE) functionalities between different physical entities within the UE. A number of scenarios were considered in T2 and also within a number of joint meetings between S1, S3, T2, T3. This work led to a technical report TR 22.944 version 5.1.0 (June 2002) on “Report on Service Requirements for UE Functionality Split (Release 5)”. 

Scenarios where the UICC is integrated within the MT were accepted, but all other scenarios were not acceptable due to security concerns. Note that the UICC is the physical entity which includes at least one (U)SIM functionality to provide authentication of the user with the network operator for that (U)SIM.  

The statement in TR 22.944 is  “Due to security concerns this case (UICC in the TE) is not possible, since USIM/SIM applications must be collocated with the Mobility Management on the MT. It is assumed that the Mobility Management functions are located on the MT”. 

 The WLAN is a very different system architecture to the 3GPP system architecture and in fact the WLAN is not considered to be a 3GPP system. Hence the security aspects and algorithms for WLAN are very different to those for 3GPP access.

The capability for a single (U)SIM to authenticate multiple devices to access multiple networks simultaneously from a point of view of Services and Capabilities to be delivered on TE was not considered to be viable., due to major security concerns as discussed above.
2. Conclusion

T2  feels that there is no need to perform a feasibility study, since it is in the jurisdiction of SA3, to elaborate on security architecture. T2 would like to wait for guidance from SA3 before T2 take any action.
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