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1. Introduction
This contribution proposes text for the Introduction section of the living document on LI solutions for IMS media plane security based on MIKEY-IBAKE. 
2. [bookmark: _Toc227640903][bookmark: _Toc227641308]Proposal
* * * First Change * * *

Introduction
Some user groups with enhanced security requirements (e.g., National Security and Public Safety, Government communications, first responders) may have limited trust in the inherent IMS security. Moreover, these user groups may find it more cost-effective to work with third-party managed service providers for all their communications needs, while still retaining the secrecy of enterprise data. 
TR 33.829 [x] is currently studying MIKEY-IBAKE [y] as a potential solution for these user groups. MIKEY-IBAKE is a key management protocol that relies on trusted key management services. In particular, MIKEY-IBAKE utilizes Identity Based Authenticated Key Exchange framework which allows the participating clients to perform mutual authentication and derive a session key in an asymmetric identity based encryption framework.
This document focuses on lawful intercept aspects of MIKEY-IBAKE. In particular, this document describes different approaches to realize lawful intercept for MIKEY-IBAKE and evaluates each of these approaches against LI requirements for encrypted services as specified in TS 33.106 [z].
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
· For a specific reference, subsequent revisions do not apply.
· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
 [1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
 [x2]	….3GPP TR 33.829: “Extended IMS media plane security features”.
 [y]	IETF RFC 6267: "MIKEY-IBAKE: Identity-Based Authenticated Key Exchange (IBAKE) Mode of Key Distribution in Multimedia Internet KEYing (MIKEY) ".
 [z]	3GPP TS 33.106: “3G security; Lawful interception requirements”. 
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