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***************************** First change ************************* 
8.3.2.1
Service API publish request

Table 8.3.2.1-1 describes the information flow service API publish request from the API publishing function to the CAPIF core function.

Table 8.3.2.1-1: Service API publish request

	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API information
	M
	The service API information includes the service API name, service API type, communication type, description, interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format.

	Topology hiding indicator
	O
	Indicate the service API requires topology hiding


8.3.2.2
Service API publish response

Table 8.3.2.2-1 describes the information flow service API publish response from the CAPIF core function to the API publishing function.

Table 8.3.2.2-1: Service API publish response

	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of publishing the service API information

	Service API published information reference
	O (NOTE)
	The information which can be used for referencing the information (set) about the published service API by the API publishing function.

	API exposing function identity
	O
	Indicate the AEF which is the entry point of the service API invocation.

	NOTE:
This information element is included when the Result indicates success.


***************************** End of first change *************************  
***************************** Next change *************************  
8.24
API topology hiding management
8.24.1
General

The following procedure in this subclause corresponds to the architectural requirements on API topology hiding. The API topology hiding is specified by the API publish function when publishing the service API. 
8.24.2
Information flows

8.24.2.1
API topology hiding notify
Table 8.24.2.1-1 describes the information flow API topology hiding notify from the CAPIF core function to the API exposing function.
Table 8.24.2.1-1: API topology hiding notify
	Information element
	Status
	Description

	Service API identification
	M
	The identification information of the service API with the API topology hiding

	API exposing function identity
	M
	Indicate the AEF which provides the service API to apply the topology hiding


8.24.3
Procedure 

Figure 8.23.3-1 illustrates the procedure for API topology hiding management by API publish function.
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Figure 8.24.3-1: API topology hiding via API publish
1.
The API publishing function sends a service API publish request with the details of the service API and the API topology hiding indication to the CAPIF core function.
2.
The CCF stores the service API information as described in subclause 8.3.3, and applies the topology hiding by selecting an AEF as the entry point for service API invocation.

3.
The CCF sends the API topology notify to the AEF selected as the entry point for service API invocation. The service API identification and the AEF which provides the service API are included.
4.
Upon receiving the notification, the AEF stores the received information for further service API invocation request forwarding.

6.
The CCF sends an API publish response to the API publish function. The AEF being selected as the entry point may be included.
*****************************End of next change *************************  
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