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1. Introduction
This contribution is proposed to introduce the solution to the key issue on dynamic group management.
2. Reason for Change
As per the gap identified in key issue X – dynamic group management described in TR 23.795, it is required to specify:

 “-
Whether the group management mechanism for mission critical (e.g., group creation, deletion) can be reused for V2X services.

  - Develop new procedure to support dynamic group management.”

2.1 Dynamic group management operations required for V2X 

When the vehicles are travelling on the road, they can dynamically form a platoon. The platoon creator is responsible for platoon management. Normally the platoon manager communicates with the V2X application server. All the platoon members can obtain information through two ways. One is within platoon through V2V. Another is come from v2X application server which based on the platoon manager relay. So two possible group management alternatives are listed below:
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Figure 1 – Platoon manager acting as the group management controller
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Figure 2 – V2X application server acting as the group management controller

In figure 1, the platoon manager will act the group management controller to make the decision for group join and leave. Only the platoon manager communicates with the V2X application server for group management.

In figure 2, the V2X application server will act the group management controller to make the decision for group join and leave. All the members within the platoon communicate with the V2X application for group management.
Observation 1: It can be concluded that the dynamic group management operation required for V2X includes group creation, group joining, group leaving, and group dissolution.

2.2 Evaluation of the group management operations for mission critical 

In 3GPP TS 23.280, several group management operations are specified to meet the requirements of mission critical service including:

- group creation : create a group with a list of users in MC system
- group regroup : regroup multiple groups into one temporary group

- group deletion : remove group from MC system

- membership and affiliation list query: inquire the group membership 

- group membership : add users to the group or remove members from the group by MC service server or authorized user

It can be seen that most of the group management operations for mission critical are similar to that in V2X service. However, the group management operations for mission critical and V2X are based on different architecture and functional model. So the the ‘concept’ maybe similar, but the detail solutions are different.

Observation 2: The ‘concept’ from group management operation for mission critical can be used, but the detailed solutions are different.
2.3 other apsect about group management for V2X

3GPP TS 22.186 also has requirements on the maximum group members :

“[R.5.2-001] The 3GPP system shall be able to support up to 5 UEs for a group of UEs supporting V2X application.

[R.5.2-002] For Vehicle Platooning, the 3GPP system shall be able to support reliable V2V communications between a specific UE supporting V2X applications and up to 19 other UEs supporting V2X applications.

NOTE 1: 
For group of heavy goods vehicle platooning, the number of UEs in a platoon can be smaller, due to communication range, the length of truck, inter-truck distance, etc. ”
This contribution provides the solutions to group management based on the above analysis.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.795 v0.1.0
* * * First Change * * * *

7.X
Solution #X – Dynamic group management 
7.X.1
Solution description
This solution addresses dynamic group management in key issue x in subclause 5.x.
7.X.1.1
Group creation
Group creation provides a dedicated group to individual V2X UEs to communicate with each other in some use cases, e.g., platooning and cooperative short distance grouping. The group creation procedure is also used to reserve a group without any group members for future group member joining.
The procedure for group creation is illustrated in figure 7.X.1.1-1.
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Figure 7.X.1.1-1 Group creation
1.
V2X application enabler client 1 sends group creation request to V2X application enabler server. 
2.
V2X application enabler server checks the maximum limit of the total number allowed for the group creation if a V2X application enabler client list is included in step 1. If allowed, V2X application enabler server allocates a unique group identity, creates and stores the information of the group including the group member if included, the associated prose layer-2 group identity used for prose direct communication within the group.
3.
The V2X application enabler server sends the group creation response to the V2X application enabler client 1 with the group information and the associated prose layer-2 group identity. 
Other V2X application enabler clients are notified by either the V2X application enabler server or the V2X application enabler client 1 if included in step 1. 
4.
V2X application enabler server sends the group creation notify to other V2X application enabler clients.

5.
V2X application enabler client 1 sends the group creation notify to other V2X application enabler clients.

7.X.1.2
Group join – V2X application enabler server control
The procedure for group joining with network involved is illustrated in figure 7.X.1.2-1.
Pre-conditions:


1.
The group is created and VAE client 1 also has the identity of the group it wants to join.

2.
VAE client 2 is the group controller.
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Figure 7.X.1.2-1 Group join – V2X application enabler server control
1.
V2X application enabler client 1 sends group join request to V2X application enabler server. 

2.
V2X application enabler server checks group join policy including the maximum limit of the total number allowed for the group.
3.
The V2X application enabler server gets the group joining confirmation from the group manager or group owner. 
4.
V2X application enabler server adds the requesting V2X application enabler client 1 to the group and updates the group information.
5.
Other V2X application enabler clients of the group are notified about the joining of V2X application enabler client 1.

6.
V2X application enabler server sends the group join response to V2X application enabler clients 1 with the group information with the group information and the associated prose layer-2 group identity.

7.X.1.3
Group join – authorized V2X user control
The procedure for group joining with authorized V2X user is illustrated in figure 7.X.1.3-1.
Pre-conditions:
1.
The group is created and VAE client 1 also has the identity of the group it wants to join.

2.
VAE client 2 is the group controller.
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Figure 7.X.1.3-1 Group join – authorized V2X user control
1.
V2X application enabler client 1 sends group join request to V2X application enabler client 2 of the authorized V2X user of the group. 

2.
V2X application enabler client 2 checks group join policy including the maximum limit of the total number allowed for the group.
3.
If allowed, V2X application client 2 adds the requesting V2X application enabler client 1 to the group and updates the group information.

4.
Other V2X application enabler clients of the group are notified about the joining of V2X application enabler client 1.
5.
V2X application enabler client 2 sends the group join response to V2X application enabler clients 1 with the group information and the associated prose layer-2 group identity.

6.
The V2X application enabler client 2 sends the group update notify to the V2X application enabler server.
7.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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