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	Reason for change:
	SA1 has the following requirement in 3GPP TS 22.280

6.17.2
Interworking between MCX Service systems

[R-6.17.2-001] An MCX Service shall provide mechanisms to allow an MCX User to operate in a Partner MCX Service System, subject to authorization from both the Partner and the Primary MCX Service Systems of the MCX User.

A partial solution was agreed in CR 23.280-0066 at SA6 #20 to implement this requirement, however, editor's notes were included for later resolution.

	
	

	Summary of change:
	This CR continues to incorporate the solution from 3GPP TR 23.781 (the only solution (solution2) to address R-6.17.2-001), which allows a UE to use the already defined mechanisms in subclause 9.2.2.1 (of 3GPP TS 23.280) to access a Partner MC System using SIP identities from the Partner MC System.
Specifically, this CR adds a subset of the procedure from TR 23.781 that enables an MC service UE to access, authenticate and authorise to the SIP core / IMS of the partner MC System, and consequently be able to receive MC service(s) from the partner MC system.


	
	

	Consequences if not approved:
	The MC service UE will be unable to register in a SIP core / IMS of a partner MC system, and therefore be unable to migrate. Therefore, the stated SA1 requirement will not be met.
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	Other comments:
	Moved the second solution in Rev 0 to section 10.1.6
Removed SIP database from diagram as it is part of the SIP core

Removed all references to SIP identity binding being created as part of a dynamic procedure.

Rev 2
Added UE to the title of 10.1.6

Modified the title of 10.1.6.2

Changed the title of figure 10.1.6.2-1 to align with the new title of 10.1.6.2

Added letters to pre-conditions to aid referencing in modified text in steps 3 and 8

Deleted steps 1 and 14 and renumbered existing ones appropriately


* * * First Change * * * *

10
Procedures and information flows

10.1
MC service configuration

...

10.1.6
MC service UE migration

10.1.6.1
MC service UE obtains migration connectivity information of partner MC system

Editor's note:
It is for FFS how the MC service UE obtains migration connectivity information.

10.1.6.2
Signalling plane registration for the MC service UE between the primary and the partner MC systems
The MC service UE performs the following procedure when connecting to a partner MC system for one or more MC services.

Preconditions:

a)-
The MC service UE has successfully obtained migration connectivity information for the partner MC system (see subclause 10.1.6.1).
b)
The MC service UE has successfully set-up bearers to the partner MC system's PDN(s).
c)
The configuration management client has secure access to the configuration management server in the primary MC system.
d)
The migration management server in the partner MC system has been configured with the mapping between the SIP identities of the partner MC system and the SIP identities of the primary MC system.
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Figure 10.1.6.2-1: MC service UE signalling plane registration in a partner MC system
1.
The signalling user agent sends a SIP registration request to the SIP core of the partner MC system, which includes the partner MC system SIP identities.
NOTE 1:
The signalling user agent uses the partner MC system SIP identities instead of the default SIP private user identity and default SIP public user identity obtained from the MC service UE's ISIM (as typically occurs when registering to the primary MC system).
2.
The SIP core in the partner MC system sends get SIP authentication information request to the migration management server also in the partner MC system, which includes the partner MC system SIP identities received in step 2.

3.
The migration management server in the partner MC system, due to the binding created in the migration management server (see pre-condition d), recognises the partner MC system SIP identities and determines the identifier of the MC service user's migration management server in the primary MC system and the primary MC system SIP identities.

4.
The migration management server in the partner MC system sends get SIP authentication information request to the migration management server in the primary MC system, which includes the primary MC system SIP identities as determined in step 3.
NOTE 2:
The messaging in the above step traverses the SIP core / IMS of the partner MC system and the SIP core / IMS of the primary MC system. However, for brevity this is not shown in figure 10.1.6.2-1.
5.
The migration management server in the primary MC system sends get SIP authentication information request to the SIP database, via the SIP core / IMS, in the primary MC system, which includes the primary MC system SIP identities received in step 4.
6.
The SIP database in the primary MC system recognises the primary MC system SIP identities and sends get SIP authentication information response to the migration management server, via the SIP core / IMS, in the primary MC system, which includes the primary MC system SIP identities and authentication information (e.g. authentication vectors).
7.
The migration management server in the primary MC system sends get SIP authentication information request to the migration management server in the partner MC system, which includes the primary MC system SIP identities and authentication information received in step 6.

NOTE 3:
The messaging in the above step traverses the SIP core / IMS of the primary MC system and the SIP core / IMS of the partner MC system. However, for brevity this is not shown in figure 10.1.6.2-1.
8.
The migration management server in the partner MC system, due to the binding created in the migration management server (see pre-condition d), recognises the primary MC system SIP identities, and determines the partner MC system SIP identities.

9. The migration management server in the partner MC system sends get SIP authentication information response to the SIP core also in the partner MC system, which includes the partner MC system SIP identities and the authentication information as received in step 7.

10.
The SIP core in the partner MC system sends SIP authentication challenge request to the signalling user agent in the MC service UE, which includes the partner MC system SIP identities and the authentication challenge information (derived from the authentication information received in step 7).

11.
The signalling user agent in the MC service UE determines the challenge response information (i.e. by utilising the IMS-AKA data in the ISIM) to the SIP core in the partner MC system, and sends SIP authentication challenge response, which includes the challenge response information.

12.
The SIP core in the partner MC system sends SIP registration response to the signalling user agent in the MC service UE, which includes an indication that the authentication is successful.
NOTE 4:
From the signalling user agent's point of view, the messaging in steps 2, 11, 12 and 13 are the usual SIP registration messaging required for IMS-AKA, as defined in 3GPP TS 23.228 [9] and as mandated for MC services by 3GPP TS 33.180 [25].
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