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1. Background

One of the objectives of FS_MBMSAPI_MC is to review TS 26.347 and its possible application for usage with the MB2 interface for MC services.
2. Discussion

2.1
Assumptions

It is assumed that the evaluation is applied to a reference model where the MBMS API for MC is between an MBMS client with functionalities defined in 26.346 clause 8A (Group Communication Delivery Method), and an MC application that access to MBMS client to perform MBMS functions defined in GCSE and MC service specifications.
2.2
Evaluation of 26.347 functions for MC services

Identification of service over MBMS API
In 26.347 the TMGI is not directly exposed through the MBMS API to MBMS aware applications. The MBMS functions exposed by MBMS API are based on serviceID, which uniquely identifies an MBMS user service and is acquired through the service discovery over MBMS bearer. The API functions include get/update service list, service class, set service class filter and etc are dependent on serviceID. Besides management functions on reception of contents for file delivery and DASH streaming, and the access to RTP streaming service as well as transparent service are all operated over serviceID.

For MC group communication services, MBMS bearer announcement is done by either unicast or MBMS subchannel, either of which is a different path than 26.347. The TMGI, SDP and possibly other MBMS service related information required for MBMS bearer usage can be acquired by the MC applications from the MC service server directly. Current MC service specifications make use of TMGI for MBMS bearer services but not serviceID. In this case attributes derived from or functions performed dependent on serviceID are not be necessarily reused by MBMS API for MC.
Registration and service initialization over MBMS API
In 26.347 the registration is used to signal the MBMS Client the interests of MBMS aware applications to consume MBMS services. Once registration is done, the MBMS client is enabled to retrieve SDP information through the MBMS service discovery performed over the MBMS bearer by donwload delivery. The registration further enables the user applications to get the complete list of available services associated with MBMS capabilities based on MBMS service discovery/announcement.
For MC services, a similar registration function is required. But the differences are:

· There is no definite sequence between registration and the MBMS announcement that can be done at the MC application level; the post-conditions for MBMS client state and the possbile trigger for other service are different.
· With the similar reason in the above section, the attribute serviceClass is not required.
RTP streaming functions

The MCPTT and MCVideo services shall support the use of RTP streaming services.

In 26.347 the RTP streaming service API is defined with the focus for Content service and TV broadcast services. 
Parameters like serviceID and serviceClass and associated function calls are not necessarily reused by MC services. For MCPTT and MCVideo group calls the RTP packet service is called in an unscheduled manner, so all parameters associated with scheduled transmission and the correlating MBMS client states can not be reused.
Storage related functions
In 26.347 a set of file storage functions are defined with the usage of MBMS client storage space, especially for file delivery services.

As part of the security requirements for MC services in TS 22.280:
[R-6.13.6-001] The MCX Service shall provide all relevant security for media storage (e.g., video or data) on the MCX UE (e.g., data encryption, access only to authorized MCX Group Members). 
For TV broadcast services the media content can be well protected by SRTP and DRM (involved with data encryption, data access and copyrights), but for MC servcies the authorized access to media storage requires certain design and may need to be associated with MC’s end to end security solutions, in case that storage related functions are within the scope of MBMSAPI_MC.
It is assumed that the Push to Talk (or Push to Communication) service under group based operation does not require storage management on the MBMS client. But discussions may be required on whether MBMS client storage functions can benefit some non-realtime MC services (e.g. file distribution of MCData).
2.3
Overall evaluation
The TS 26.347 defines four set of MBMS APIs based on non group communication delivery methods. Due to the different exposed MBMS functions and parameters, each of the MBMS API can not be directly reused by MC services.
It is suggested to define a new MBMS API for MC services, by referring to similar functions (e.g. registration, functions in RTP streaming service) and MBMS client state models (e.g. RTP streaming service API) in 26.347, with new functions compliant with MC group communication methods.
3. Proposal

It is proposed to endorse the above evaluation result as the way forward for the study.
