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1. Introduction
The TR lists the following gaps in key issue #7-2. This contribution addresses the following highlighted gaps.

1.
In MCPTT an emergency alert is accompanied by transmission of the best-known user location. In P25, the location service is a separate function and coupling with transmission of the emergency alert is possible, but not standardised.

2.
Geo-fencing and ad hoc emergency alert groups. In MCPTT, a user may become alerted due to proximity to other users who may or may not be affiliated to the same group. These alerts cannot be conveyed to an LMR system, because LMR systems do not have the same concept of geo-fenced ad hoc groups.

3.
Configuration of the default emergency group, which also applies to emergency alerts, may be different on one system versus the other.

4.
Similar gaps for unit identities as described in subclause 5.1.1 of the present document.

5.
Emergency alert cancellation: What should the trust relationship be between the legacy LMR system and the LTE/PTT system? Particularly, should each believe that the other has done an acceptable job of verifying that the user tearing down the emergency alert is in fact authorised to do so, or does there need to be some kind of end-to-end authentication/authorization?
For gap 1: If the IWF has the current user’s location, it adds it to the alert that it sends on behalf of the LMR user.
For gap 2: The IWF receives alerts for any groups on which the IWF has affiliated users. How the IWF communicates the alert information to the LMR users may take various forms, but is out of scope of the present document. 
For gap 3: See similar gap solution in solution #7-1.
For gap 4: See similar gap solution in solution #7-1.
For gap 5: See similar gap solution in solution #7-1.  
2. Reason for Change
To fill the gaps in the TR.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *

6.8
Prioritization and pre-emption


6.8.2
Solution #7-2: Emergency alerts
6.8.2.1
Description
In this procedure, an LMR user is initiating an emergency alert via the IWF. Figure 6.8.2.1-1 shows the procedure for an emergency alert initiated by a user in the LMR system. The figure is based upon the figure for MCPTT emergency alerts in 3GPP TS 23.379 [x], subclause 10.6.2.6.3.1.
NOTE 1:
For simplicity, a single MC service server is shown in place of a user home MC service server and a group hosting MC service server.

Pre-conditions:

1.
The MC service group is previously defined on the group management server with MC service client 2 and MC service client 3 affiliated to that MC service group. 

2.
The IWF may or may not have carried out an explicit affiliation procedure with the MC service group.
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Figure 6.8.2.1-1 MC service emergency alert

1.
The IWF initiates an MC service emergency alert on behalf of an LMR user. 

2.
IWF requests the MC service server to send an MC service emergency alert request to the designated MC service group. 

3.
MC service server checks whether the MC service user ID that represents the LMR user is authorized for initiation of MC service emergency alerts for the indicated MC service group.

4.
MC service server resolves the MC service group ID to determine the members of that MC service group and their affiliation status, based on the information from group management server.

5.
The MC service server sends the MC service emergency alert response to the IWF to confirm the MC service emergency alert request. MC service group calls made to this MC service group by the IWF will be sent as emergency calls until the IWF determines that the LMR user no longer has an emergency condition. How the IWF determines the emergency condition is out of scope of the present document.

6.
The MC service server sends an MC service emergency alert request towards the MC service clients of each of those affiliated MC service group members. The MC service emergency alert request message shall contain the following information: Location, MC service ID and MC service group ID (i.e., MC service user's selected MC service group or dedicated MC service emergency group, as per MC service group configuration) and the MC service user's mission critical organization name.
NOTE 2:
If the location of the LMR user is not available to the IWF, the alert in step two shall contain an indication that location is not available. This note addresses key issue #7-2, gap 1.
7.
MC service users are notified of the MC service emergency.

8.
The receiving MC service clients send the MC service emergency alert response to the MC service server to acknowledge the MC service emergency alert.

9.
The MC service server implicitly affiliates the client to the emergency group if the client is not already affiliated.
NOTE 3:
Sending the emergency alert without making a request to also start an emergency call does not put the group into the ongoing emergency condition. 
NOTE 4:
Sending the emergency alert does not put the other UEs in the group into an emergency state.

6.8.2.2
Impacts on existing nodes and functionality

The MC service emergency alert request and response messaging may need modification so that each message is sent only once to the IWF and not one for every affiliated LMR group member behind the IWF.

6.8.2.3
Solution evaluation

This solution provides a means of originating and receiving emergency alerts to and from LMR users via the IWF. Key #7-2, gaps 3, 4 and 5 are solved by solution #7-1. Key issue #7-2, gap 2 refers to a stage 1 requirement that is not addressed by stage 2. The gap is not addressed in the present document.
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