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1. Introduction
This contribution provides the enhancements to common API framework architecture
2. Reason for Change
There is an editor’s note in subclause 7.1.1
	Editor's Note:
How to depict the functions related to common API framework in the figure 7.1.1.2-1 is FFS.


There is another editor’s note in subclause 7.2.1
	Editor's Note:
How to depict framework control functions and common API framework functions within common API framework in the figure 7.1.1.2-1 and figure 7.2.1-1 are FFS.


Current key issues for common API framework are as listed below
 -
service API discovery information

-
 topology hiding of the service

-
 authentication to access to service APIs

-
 authorization to access to service APIs

-
 charging on invocation of service APIs

-
 lifecycle management of service APIs

-
 logging and auditing service API invocations

-
 monitoring service API invocations

In the current architecture, the functions are assumed to be distributed to common API framework functions and framework control functions within the API provider. Currently there is not clarity on the relationship of functions resulting from key issues with the common API framework functions and framework control functions.

To resolve the responsibility of functions within common API framework functions and API provider, we need to categorize the functions resulting from the key issues and requirements and identify who should be responsible for the function and why?
The functions for the above listed key issues can be categorized as following
-
Application and service API supporting functions: authentication, authorization, service API publish and service API discovery

-
Communication related functions: service API entry point, topology hiding.
-
Operator policy related functions: charging, lifecycle mgmt., logging, auditing, monitoring, topology hiding
	Sl.
	Functions related to key issues
	Role of Application
	Role of API provider
	Role of CAPIF functions

	1
	Application and service API supporting functions
	Consumer (Client side functions)
	Publisher (Client side functions)
	Provider or Host (Server side functions)

	2
	Communication related functions
	Client
	Server
	Broker

	3
	Operator policy related functions
	No processing
Application information is required by CAPIF functions
	No processing
Service APIs information is required by CAPIF functions
	Configuration and Enforcement. Information of both application and service APIs are used to configure policies


Based on the above analysis, it can be concluded that:

-
Common API framework functions is the provider of all the functions related to key issues.
-
Applications and API provider play the role of clients for Application and service API supporting functions.

-
Applications and API provider play no active role in the operator policy related functions.

Several industry API architectures supports this functional view:

-
CAPIF functions like support can be seen in ETIS MEC platform over Mp1, Mp3 interfaces. (Refer Annex B)

-
CAPIF functions like support can be seen in OMA NGSI provided APIs. (Refer Annex A)

When functional architecture is specified, the entities in the architecture should correspond to functions. In CAPIF architecture,

Application is a logical function which consumes service APIs

API provider should be a logical function which provides service APIs. Currently the name – API provider - sounds like a ROLE rather than function. So, it is suggested to rename API provider to API server.

CAPIF functions are group of functions which provides support for applications, service APIs and operator policies to be applied on communications between Application and service APIs.

The architecture for CAPIF can be further enhanced considering this analysis. The details of the enhanced CAPIF architecture are shown in the proposal.

3. Proposal

It is proposed to agree the following text to 3GPP TR 23.722 v0.1.1
* * * First Change * * * *

7.1
Solution 1 – High Level Architecture for common API framework

7.1.1
Solution description

7.1.1.1
General

The application makes use of the services and capabilities in the form of service APIs. The common API framework provides the access to the service APIs. 

7.1.1.2
Architectural Model

Figure 7.1.1.2-1 shows the architectural model for the common API framework which allows 3rd party applications to access the service APIs.
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Figure 7.1.1.2-1: High level architecture for common API framework

The common API framework consists of an API server and CAPIF functions. The CAPIF functions  support the applications to gain access to the service APIs and can be categorized into the following functions:
-
Application and service API supporting functions (e.g application registration, service API publish, service API discovery, authentication, authorization)

-
Communication related functions (e.g. service API entry point, topology hiding)

-
Operator policy related functions (e.g. monitoring, logging)
The API server is the provider of the service APIs towards the applications. 

The application connects to the CAPIF functions via A1 and A2. The CAPIF functions and API server are hosted within the PLMN operator network. The application is typically provided by a 3rd party application provider who has some PLMN service agreement with PLMN operator. The application may reside within the same trust domain as the PLMN operator network and may be allowed to directly access the service APIs in the API server.

The reference point A1 supports the functions for the application to register, discover service APIs, authentication and authorization. The reference point A2 supports the functions for the applications to communicate with the service APIs. The reference point A3 provides the interaction between CAPIF functions and the API server (e.g. service API publish).

NOTE:
The aspects related to the specific service API in reference point A2 is out of scope of the present document.

Editor's Note:
The relationship of 3GPP functionalities like SCEF with the common API framework is FFS.

* * * Next Change * * * *

7.2
Solution 2 – Service API discovery

7.2.1
Solution description

The following solution corresponds to the key issue on service API discovery specified in subclause 5.1.

Figure 7.2.1-1 illustrates the solution for service API discovery.
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Figure 7.2.1-1: Solution 2 – Service API discovery

The service API discovery mechansim is supported by the API registry. API registry provides the capabilities to publish and discover service APIs.

1)
The API server publishes the service API information to the API registry.

2)
Application discovers the service APIs of interest from the API registry.

3)
Upon receiving the service API information, the application communicates with the service APIs of the API server.

7.2.2
Solution evaluation

Editor's Note:
This clause will evaluate the solution.

* * * Next Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

API: The means by which application can access the service.

API server: The entity which exposes the capabilities of the service provider in the form of service APIs.

Service API: The capabilities exposed by the service or application for consumption by other applications.


Northbound API: It is a service API.

* * * End Change * * * *
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