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1. Introduction
This pCR provides a proposal for a solution to aspects of key issues:

-
1.10: MC system network topology hiding 

-
2.1: MC authorization for migration, 
-
2.4: Tracking current MC system of MC service users during migration

-
2.5: Identification of migrated MC system during migration
When the migrating MC service user successfully becomes service authorized for use on a partner MC system, the partner MC system will inform the primary MC system of the MC user of the successful service authorization, and inform the primary MC system of any temporary identity which has been provided by the partner MC system. This will enable routing of incoming private calls or data transactions to the MC user in the partner system.
The solution should operate in conjunction with gateway servers (as described in solutions 3, 5 and 9 of the TR) in order to provide network topology hiding, and thus any addresses provided by one system to the other system may refer to these servers rather than to any specific MC service servers within the MC system.

2. Reason for Change
To provide a solution for key issue 2.4.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.781 v1.1.0.
* * * First Change * * * *
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* * * Second Change * * * *

6.x
Solution x: Migration service authorization
6.x.1
Description

This solution applies to aspects of the following key issues 
-
1.10: MC system network topology hiding
-
2.1: MC authorization for migration
-
2.4: Tracking current MC system of MC service users during migration
-
2.5: Identification of migrated MC system during migration

When a migrating MC user initiates service authorization with a partner MC service server in a partner MC system, the MC service server performs authorization checks and then sends a migration request on behalf of the migrating MC service user to the primary MC system of that MC service user. The primary MC system also performs authorization checks, and if successful the procedure results in the migrating MC service user becoming service authorized on the partner MC system, and the partner MC system being known to the primary MC system as the current serving MC system of that MC service user.
If gateway servers are used to hide the topology of the MC system as described in Solution 3, subclause 6.3, the procedure for migration service authorization is according to figure 6.x.1-1 below. 

Preconditions:

-
The MC service user wishes to migrate to the partner MC system.
-
A user authentication process has taken place which has supplied the necessary credentials to the MC service client to permit service authorization to take place in the partner system. This process may also allocate a temporary identity to the MC service user for use whilst migrated.

NOTE:
Security mechanisms by which authentication is achieved are outside the scope of the present document. A suitable mechanism is described in 3GPP TS 33.180 [x].
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Figure 6.x.1-1: Migration service authorization

1.
The MC service client requests migration service authorization with the partner MC service server, providing authorization credentials resulting from the user authentication process.

2.
The partner MC service server performs an authorization check to verify that migration is permitted to the partner MC system from the primary MC system of the MC service user. The authorization check may be a general check that any user is permitted to migrate from that primary MC system, or a specific check that this MC service user is permitted to migrate, or both.
3.
The partner MC service server identifies the primary MC system of the MC service user using the MC service client from the MC service ID of the MC service user, and sends a migration request to the gateway server in the partner MC system which interfaces to the relevant primary MC system. If the partner MC system has allocated a temporary identity to the MC service client for use whilst migrated, this temporary identity is also included in the migration request.
4.
The partner MC system gateway server identifies the primary MC system of the MC service user from the MC service user's MC service ID, and forwards the migration request to the gateway server of that MC system.

5.
The gateway server in the primary MC system of the MC service user identifies the primary MC service server of the MC service user from the MC service user's MC service ID, and forwards the migration request to that MC service server.

6.
The primary MC service server of the MC service user performs an authorization check, to verify that migration is permitted to that partner MC system, and that this MC service user is permitted to migrate to that partner MC system.

7.
The primary MC service server marks the MC service user as having migrated, and records the address of the partner MC system as the migrated MC system. It also records the temporary address allocated to the MC service user if one has been allocated by the partner MC system.

8.
The primary MC service server sends a migration response to the gateway server in the primary MC system.

9.
The gateway server in the primary MC system sends the migration response to the gateway server in the partner MC system.

10.
The gateway server in the partner MC system sends the migration response to the partner MC service server.

11.
The partner MC service server sends the migration response to the MC service client, confirming that successful migration has taken place.

NOTE:
If a solution is envisaged in which one or both MC service systems do not make use of the gateway servers described in solution 3, then the migration request and migration response messages are sent from the MC service server in an MC system that does not employ a gateway server directly to the other MC system.

6.x.2
Impacts on existing nodes and functionality

Signalling for request and response for service authorization for a migrated MC service user needs to be supported by MC service servers.

The new gateway server (or existing MC service servers if a solution without gateway servers is envisaged) must be able to route signalling to another MC system by reference to the MC service ID of a migrated user.
6.x.3
Solution Evaluation

This solution provides the advantage that both the partner MC system and the primary MC system of the migrated MC service user authorize (or can reject) the MC service user for migration. The primary MC system is able to track the partner MC system to which the MC service user has migrated, which then enables incoming calls to be sent to that MC service user.
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