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1. Introduction
This pCR updates the overall evaluation table.
2. Reason for Change
Several recent contributions have added new material for the evaluation portion of the overall evaluation table.

3. Conclusions

The table should be updated in the TR. Further updates will need to be added at the end of the meeting.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *
7
Overall evaluation

7.1
General


This clause provides the evaluations of all solutions identified in this technical report.
7.2
Architecture evaluation

The architecture evaluated in solution #0-1 in subclause 6.1.1 specifies a general interworking architecture between an MCPTT system and an LMR system. Solution #0-1 introduces an IWF entity, which acts as an MCPTT server connecting with MCPTT server utilizing the IWF-1 reference point, to support protocol translation, identity mapping, transcode, routing and so on.
7.3
Solution evaluation

The solutions specified in this technical report address a number of key issues identified in the interworking between the MCPTT system and an LMR system. Table 7.3-1 presents a summary of all solution evaluations.
Editor's note:
The table 7.3-1 may not be in synch with TR contents and is not complete, and needs further updates.

Table 7.3-1: Solution evaluations

	Key issue
	Solution 
	Evaluation
	Impact on other entities and working groups

	#1-1 user identities mapping
	Solution #1-1: Identity mapping
	This solution specifies the functionality of the IWF to resolve the user identity and group identity mapping between an MCPTT system and an LMR system.
	Need a reference point to an IWF.

	#1-2 group identities mapping
	
	
	

	#2-1 group affiliation management
	Solution #2-1: Group affiliation
	This solution provides a new procedure for an LMR user to affiliate to and de-affiliate from an interworking group defined in MCPTT system.


Using a single affiliation by the participating system when any group members have affiliated within that system and a de-affiliation only when the last group member de-affiliates will enable interworking with LMR systems that do not support sending individual group members' affiliations through the IWF.
If the identities corresponding to the calling party from the LMR system are required to be conveyed to receiving MCPTT users, the behaviour of the MCPTT server will need to be changed to allow call setup and floor control signalling from users from the LMR system who have not affiliated to the group.


	New procedures are needed between the MCPTT server and IWF.
If a single affiliation at the system level is sent from a participating LMR system on behalf of all affiliated group members without sending individual group member affiliations, then either the MCPTT server will need to process call set up and floor control requests from group members from the LMR system that have not individually affiliated as far as that MCPTT server is aware, or the IWF will have to provide a single identity on behalf of any calling group member, and calling and talking party identities corresponding to the actual LMR users will not be available to MCPTT group members.
To allow the MCPTT server to process call requests on behalf of users from the LMR system who have not explicitly affiliated, in the case that the identity of the calling party on the LMR system is required, the MCPTT server behaviour will need to be changed such that call setup and floor requests are permitted from users from the LMR system who have not explicitly affiliated to the group.


	#2-2 Group controlling system
	Solution #2-2: Group controlling system
	This solution allows a single point of control for affiliation, group call and floor control.
	There is no functional impact on existing nodes, as both MCPTT and LMR systems have the concept of controlling and participating servers and systems.

The MC service group identity identifies which system is the controlling system for an MC service group, as the identity of the group contains the identity of the system where the group is defined. This may be the LMR system if the MC service group address identifies the IWF as the system where the group is defined.

	#2-3 Late entry to group call
	Solution #3-5: Late entry in interworking group call
	This solution allows late entry into ongoing interworking group calls.
	The MCPTT server must respond to affiliation to the group from the LMR system with late entry call setup signalling, which may be the same as call setup signalling in a non-late entry case.

	#3-1 private call
	Solution #3-1: Private call with parameter negotiation solution
	This solution provides a simple enhancement so that MCPTT clients can support various LMR modes of operation (commencement modes, duplex mode and who talks first) and describes how LMR systems can cope with multiple MCPTT client instances.
	Introduction of parameters for negotiation modifies the existing procedures and call flows between the MCPTT server and a partner MCPTT system and between the MCPTT server and MCPTT clients.



	
	Solution #3-2: Private call initiated by LMR user to MCPTT user
	This solution provides a solution to address private call initiated by a LMR user to an MCPTT user. The parameters used for private call for interworking is negotiated during the call setup including commencement mode, E2EE, etc.
	New procedures are needed between the MCPTT server and IWF.



	#3-2 call back
	
	See NOTE 1
	

	#3-3 group call
	Solution #3-3: Group call on a temporary group
	The solution proposes a solution that makes it possible for an LMR user or an MCPTT user to initiate a group call over a temporary interworking group defined in MCPTT system. This solution reuses the temporary group call procedure described in TS 23.379 to the utmost.
	New procedures are needed between the MCPTT server and IWF over IWF-1.


	
	Solution #3-4: Group call on an interworking group
	This solution provides new procedures that make it possible for an LMR user or an MCPTT user to initiate a group call over interworking group defined in the LMR system or in the MCPTT system. 

The solution cannot be fulfilled if the clients of one system (e.g. the LMR system) cannot make calls to a group defined on the other system (e.g. the MCPTT system).

If the LMR system only supports group calls over group regrouping or linked groups, the group call procedures over an interworking group may not be applicable.

This solution requires that each group member be called from the other side of IWF-1, a large signalling load may result across IWF-1. 
	New procedures are needed between the MCPTT server and IWF.


	#4-1 vocoder reconciliation
	Solution #4-1: Codec reconciliation
	This solution provides dynamic codec reconciliation to select an optimal codec according to the current LMR participants in the group call. 

This solution result in large amount of signallings at MCPTT server when switching to the new codec. The voice continuity and quality may be impacted based on when to apply the new codec.
	This solution requires the MCPTT server to initiate codec reconciliation according to the LMR participants in the group call, e.g., late entry to the call, rejoin and leave the call.
MCPTT codecs used when there are only MCPTT group members are needed to be configured in the group configuration data.

	
	
	
	

	#5-1 end to end payload encryption
	 Solution #5-1: Means for supporting TETRA end-to-end encrypted speech
	This solution provides a method for transporting TETRA end‑to end encrypted speech between MCPTT clients and the TETRA IWF.

	MCPTT UEs configured to support end‑to‑end encrypted speech communications with TETRA equipment shall support:

-
SDP negotiation for the use of the TETRA speech format;

-
use of the TETRA speech transport format for MCPTT;

-
use of the TETRA ACELP vocoder;

-
use of the TETRA end-to-end encryption mechanism;

-
use of a key management protocol that allows delivery of TETRA end‑to‑end encryption keys

-
use of appropriate encryption algorithms.

The IWF will need to be able to perform any necessary transformations of the speech format timing and encryption synchronization actions to be specified by ETSI TCCE.

	#5-2 key agreement
	
	
	

	#5-3 unencrypted transmission within an encrypted call
	
	See NOTE 2
	

	#5-4 key management
	
	
	

	#6-1 regrouping
	Solution #6-1: Group regroup
	This solution addresses four of the five regroup key issue gaps: general regroup interworking, ownership of regroups spanning IWF-1, simultaneous regroups and issues with mixed system regroups. A new reference point and some new MC service messages are required.

This solution does not apply if the LMR system does not support group regroup procedure over the interworking reference point.
	The solution requires:

-
a new reference point between the LMR system and the group management server; 

-
changes to some MC service group regroup procedures and information flows; 

-
new message flows and procedures to request, cancel and track emergencies on a partner system's group regrouped group; and,

-
new messages to check on the operational status of an MC service group.


	
	Solution #6-2: Group regroup between MCPTT and LMR in MCPTT system
	The solution proposes a new procedure to support the user regroup for interworking. This solution reuses the existing group creation procedure defined in TS 23.379 at the utmost.This solution does not apply if the LMR system does not support user regroup procedure over the interworking reference point.
	New procedures are needed between the group management server and IWF. 



	
	Solution #6-3: Group creation between MCPTT and LMR system
	The solution proposes a new procedure to support the user regroup for interworking. This solution reuses the existing group creation procedure defined in TS 23.379 at the utmost. 

This solution does not apply if the LMR system does not support user regroup procedure over the interworking reference point.
	New procedures are needed between the group management server and IWF.



	#6-2 Group linking
	
	
	

	#6-3 Separate regrouping within each system
	#6-4: Local group regrouping within each system
	This solution provides a means of allowing group regrouping within a system and still providing communication between systems, subject to limitations.
	If group regrouping is permitted on the MCPTT system, there is no impact on the MCPTT server with respect to group regrouping signalling sent between systems, as the IWF will isolate the LMR system from the regroup signalling.

Group configuration within the group management server should identify interworking groups, and provide restrictions on the ability to perform group regrouping for interworking groups.

The MCPTT server will need to allow the configuration of groups that are interworking groups and for which regrouping is not permitted, and to prevent regrouping in those groups.

	#7-1 emergency calls
	
	
	

	#7-2 emergency alerts
	
	
	

	#8-1 simultaneous floor request
	
	
	

	#8-2 floor revoked
	
	
	

	#8-3 floor request timing
	Solution 8-1: Time-stamping of floor requests during transmission
	This solution provides a mechanism to resolve any latency bias between interworked systems and apply floor control fairly. The overall performance in a combined system supporting the solution will depend on the accuracy level with which the time-stamps are applied across the interworked systems.

In the case when the LMR system provides the controlling server, the solution is only applicable if the LMR system supports use of time-stamping information.


	An MC service client making use of this option shall be required to include an accurate time-stamp into its floor request messages. 

A floor control server supporting the feature shall be able to make priority, floor grant arbitration and queue position allocation making use of time-stamp information received in the floor request message.

An IWF supporting the feature shall be suitably configurable to be able to include time-stamp information in floor request messages that it sends to a controlling floor control server.



	NOTE 1: As of the writing of this version of the present document, the call back function interworking is not required by stage 1.

	NOTE 2: The unencrypted transmissions within an encrypted call are not currently required by stage 1 and will not be addressed in this version of the present document.


