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1. Introduction
In order to support MCData SDS interworking between MCData systems and TETRA/P25 there is a need to map the MCData ID and MCData Group ID to user and group identities in the corresponding LMR system. This is the same issue as already described for MCPTT, and the solution can be done in an analogous way to that identified for MCPTT. 
2. Reason for Change
The change allows the same solution as used for MCPTT interworking to be extended to support MCData SDS interworking.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *

5.1
Identity

5.1.1
Key issue #1-1: Mapping of MCPTT, MCData and TETRA/P25 user identities
5.1.1.1
Description

In the TETRA Standard, an Individual TETRA Subscriber Identity (ITSI) consists of a 48 bits length structure comprising the TETRA Mobile Country Code, TETRA Mobile Network Code, and Individual Short Subscriber Identity (ISSI) of the Terminal. The ISSI is unique within one TETRA system. The numbering scheme is specified in ETSI EN 300 392‑1 [3], and the TETRA Mobile Country Codes are specified in ITU‑T Recommendation E.218 [4].

In the P25 Standard, the Subscriber Unit ID (SUID) is 56 bits comprising the P25 Wide Area Communications Network (WACN) ID (20 bits), System ID (12 bits), and Unit Identifier (UID) (24 bits). The SUID is considered globally unique. The 24 bit UID is unique within the UID's home system where a system is the unique combination of WACN ID (20) and System ID (12). The numbering scheme is specified in TIA TSB‑102‑B [6], TIA TIA‑102.AABC‑D [6], TIA TIA‑102.BACA‑B [7] and TIA TIA‑102.AABD-B [8].
MCPTT user identity (MCPTT ID) is also a globally unique identifier within the MCPTT service that represents the MCPTT user, and is a Uniform Resource Identifier (URI).
Similarly, MCData user identity (MCData ID) is also a globally unique identifier within the MCData service that represents the MCData user, and is a Uniform Resource Identifier (URI).
Although the TETRA ITSI and P25 SUID provide functions that are analogous to MCPTT ID and MCData ID, they are comprised of different elements and have different fixed length structures e.g. TETRA ITSI is 48 bits, P25 SUID is 56 bits. In order to realise interworking between MCPTT, MCData and LMR systems, further study on mapping of different user identities is necessary.

5.1.2
Key issue #1-2: Mapping of MCPTT, MCData and TETRA/P25 group identities
5.1.2.1
Description
TETRA defines a Group TETRA Subscriber Identity (GTSI) for each group, which comprises the TETRA Mobile Country Code, TETRA Mobile Network Code and Group Short Subscriber Identity (GSSI). The GSSI is unique within one TETRA system. One ITSI may have access to one or more GTSIs.

In the P25 standard, the Subscriber Group ID (SGID) is 48 bits (20 WACN ID+12 System ID+16 Group ID). The SGID is considered globally unique. The 16 bit GID is unique within the GID's home system where system is the unique combination of WACN ID (20) and System ID.
MCPTT has a globally unique identifier (MCPTT Group ID) for each of its groups, which is a URI. Similarly, MCData has a globally unique identifier (MCData Group ID) for each of its groups, which is a URI.
Although the TETRA GTSI and P25 SGID provide functions that are analogous to the MCPTT Group ID and MCData Group ID, they are comprised of different elements and have different fixed length structures. In order to realise interworking between MCPTT, MCData and LMR systems, further study on mapping of different group identities is necessary.
* * * Next Change * * * *

6.2
Identity

6.2.1
Solution #1-1: Identity mapping

6.2.1.1
Description

This solution addresses key issue #1-1 and key issue #1-2 about user identity and group identity mapping between an MCPTT or MCData system and an LMR system.

The IWF provides centralised support for interworking between an MCPTT or MCData system and an LMR system.

In MCPTT systems, the identity of an LMR user should be provided as an MCPTT ID, and the identity of an LMR group should be provided as an MCPTT group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system. Similarly, in MCData systems, the identity of an LMR user should be provided as an MCData ID, and the identity of an LMR group should be provided as an MCData group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system.
The IWF shall perform the identity mapping between an MCPTT or MCData system and an LMR system during exchange of signalling and media messages.

6.2.1.2
Impacts on existing nodes and functionality

Need a reference point to an IWF.

6.2.1.3
Solution evaluation

This solution specifies the functionality of the IWF to resolve the user identity and group identity mapping between an MCPTT or MCData system and an LMR system.

* * * Next Change * * * *
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