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1. Overall Description:

SA6 thanks SA3 for LS S6-161451/S3-162003 concerning MCData functions, to assist SA3 work on MCData security.  In response to the questions from SA3, SA6 can provide the following responses.
Q1: Which, if any, of the MCData services are expected to operate in a real-time manner?

Data streaming and IP connectivity services are expected to operate in a real-time manner
Q2: Which, if any, of the MCData services are expected to operate in a multicast manner? and:
Q3: Which, if any, of the MCData services are expected to operate in a broadcast manner?

SA6 understands these questions to apply to behaviour of the mission critical service rather than the use of MBMS multicast/broadcast services from the EPS but would like to offer the following response for both service layers.
Concerning the mission critical service, the group MCData services can be considered to be broadcast services. There is no differentiation in MCData equivalent to that in MCPTT where of group call (where reply is permitted within the same call) is differentiated from group broadcast call (where no reply is permitted within the same call). Each transmission to an MCData group can be considered to stand alone independently of any other transmission to the same MCData group. SDS, file distribution and data streaming services will all be capable of transmissions sent to MCData groups.
With respect to multicast/broadcast services provided by the EPS,  Short Data Service, File Distribution and Data Streaming are expected to use these services when sent to groups.  The IP connectivity service is not expected to use these services.
Q4: Other than SDS, does SA6 see any other MCData services that might operate strictly on the signalling plane?

SDS is the only service that SA6 foresees to send user data on the signalling plane. Please note that SDS also will allow data to be sent on the media plane.

Q5: MCData is required to be end to end encrypted. Is data expected to be routed through the MCData server for all on network MCData services?  For instance, IP Connectivity supports (referencing clause 5.5.1 of 22.282) “a police officer accessing a server on the police Intranet from his mobile phone”, and “The UE can also contain a server that is accessed by other UEs.”

SA6 have not reached a conclusion on the routing for the IP connectivity service.  The MCData server will need to initiate the relevant bearers to carry the service when the service is required, but the routing of the user data is to be determined.
2. Actions:

To [RANx, GERANx, CNx, Tx and Sx] group.

ACTION: 
[Your Group] asks [RANx, GERANx, CNx, Tx and Sx] group to . . . .
Guidance – Provide clear information on what the other groups must do, and by when
3. Date of Next SA6 Meetings:

SA6 Meeting MCImp-adhoc 17th – 19th January 2017
TBD
SA6 Meeting #15 13th – 17th February 2017
Jeju Island, KR

SA6 Meeting #16 3rd– 7th April 2017
CN

