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	Reason for change:
	During SA6#10 meeting, CR S6-160360 was agreed, to allow multiple MCPTT user profiles per MCPTT user. In addition, down-stream groups (e.g. CT4, CT1) have already specified necessary protocol aspects for this behaviour. However (as identified during the meeting) the procedures related to MCPTT user selection of an active MCPTT user profile for a MCPTT UE is not specified, and these procedures are necessary in TS 23.179. The following is an excerpt from S6-160360.
An MCPTT user is identified by an MCPTT ID. An MCPTT ID is associated with at least one MCPTT user profile and can be associated with multiple MCPTT user profiles (identified by an index and optionally a profile name). This is depicted in figure 10.1.4.1-1.
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Figure 10.1.4.1-1: The relationship of MCPTT user, MCPTT ID, and MCPTT User Profile

For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or different MCPTT user profiles active on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.
All MCPTT user profiles associated with an MCPTT user are stored in the MCPTT user database. Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively. 
MCPTT user profile information is downloaded to the MCPTT UE. The MCPTT user profile provisioning in the UE is initiated by the configuration management client (e.g. upon MCPTT user's initial log on or on reconnect to MCPTT service), or initiated by the configuration management server (e.g. due to role change or organization change). MCPTT user profile configuration may include more than one information exchange e.g. the configuration management server may provide the MCPTT UE with a list of some or all enabled MCPTT user profiles to allow the MCPTT user to select one (where the list may contain a subset of the MCPTT user profile information sufficient for the MCPTT user to distinguish which MCPTT user profile to select).
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2) reuses exisitng procedures in subclause 10.1.4.4 for selection of active user profile by MCPTT user.
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*************FIRST CHANGE************
10.1.4.4
MCPTT user uploads the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.4.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
-
The MCPTT UE has already obtained one or more MCPTT user profiles.
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Figure 10.1.4.4-1: MCPTT user uploads the user data

1.
The configuration management client is triggered (e.g. by user interaction operation or by receiving information from the configuration management server per step 2 in subclause 10.1.4.3) to upload the MCPTT user data.

2.
The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded. For selection of active MCPTT user profile, the upload MCPTT user data request will include the corresponding MCPTT user profile index and the device identity information to which the MCPTT user profile shall be active.
3.
The configuration management server stores the MCPTT user data to the database.

4.
The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
*************SECOND CHANGE************
B.3
MCPTT user profile data

The CSC-4 reference point is used for configuration between configuration management server and MCPTT UE when the UE is on-network. The MCPTT-2 reference point is used for configuration between the MCPTT server and MCPTT user database. The CSC-13 reference point is used for configuration between the configuration management server and MCPTT user database.
Data in table B.3-1 and B.3-3 can be configured offline using the CSC-11 reference point. Tables B.3-1 and B.3-3 contain the UE configuration required to support the use of off-network MCPTT service.

Table B.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	Configured to the MCPTT UE
	Configured to the MCPTT Server
	Configured to the configuration management server

	Subclause 8.1.2
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y

	[R-5.19-007]

[R-6.13.4-002]
	User profile status (enabled/disabled)
	
	Y
	Y

	Subclause 10.1.4.1
	One or more device identifiers on which this user profile is active
	Y
	Y
	Y

	[R-5.8-001]

[R-6.9-003]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	

	[R-5.8-002]

[R-6.9-003]
	Alphanumeric aliases of user
	Y
	Y
	Y

	[R-5.1.1-005]

[R-5.10-001]
	Participant type of the user
	Y
	Y
	Y

	[R-5.1.8-006]

[R-5.3-002]

[R-5.10-001]

[R-5.18.2-001]

[R-5.18.2-002]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y

	[R-5.5.2-008]
	Maximum number of simultaneously received group calls (N6)
	
	Y
	Y

	[R-5.6.5-004]
	Authorised to make a private call
	Y
	Y
	Y

	[R-5.6.5-001]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y

	[R-5.6.5-003]
	List of user(s) who can be called in private call, where each user is identified using the following information:

- MCPTT ID

- User info ID

- ProSe layer 2 group ID (see NOTE)
	Y
	Y
	Y

	[R-5.6.5-003]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y

	[R-5.6.5-002]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y

	[R-5.6.3-011]

[R-6.7.4-010]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y

	[R-5.6.5-006]

[R-6.7.5-002]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y

	[R-5.7.2.1.2-005]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y

	[R-5.7.2.2.1-001]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y

	[R-5.7.2.2.2-002]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Authorised to make an emergency private call
	Y
	Y
	Y

	[R-5.7.2.3.2-001]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y

	[R-5.7.2.4.1-002]
	Authorised to activate emergency alert
	Y
	Y
	Y

	[R-5.7.2.4.1-004]

[R-5.7.2.4.1-008]

[R-5.7.2.4.1-012]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y

	[R-5.7.2.4.2-002]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y

	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls
	
	Y
	

	[R-5.2.2-003]
	Authorisation to create a group-broadcast group
	
	
	

	[R-5.2.2-003]
	Authorisation to create a user-broadcast group
	
	
	

	NOTE:
The value of Prose layer-2 group ID is used as the Discovery group ID in ProSe discovery procedures.
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