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Abstract: this contribution proposes to introduce information flow for an authorized user remotely mandatory change another MCPTT user’s selected MCPTT group.

1.
Introduction
This contribution proposes the information flow for an authorized user remoterly mandatorily changes another MCPTT user’s selected MCPTT group(s).

2.
Discussion
In TS22.280, the requirements on an authorized user remotely mandatorily changes another MCPTT user’s selected  MCPTT group(s) are as follows:
6.4.6.1
Mandatory change
[R-6.4.6.1-001] The MCX Service shall provide a mechanism that allows an authorized MCX User (e.g., dispatcher) to change an on-network MCX User's Selected MCX Service Group(s) and then the MCX Service shall send a notification to the on-network MCX User.
[R-6.4.6.1-002] The MCX Service shall provide a mechanism that allows an authorized MCX User (e.g., dispatcher) to make changes to the group(s) that an on-network MCX User is affiliated to and then the MCX Service shall send a notification to the on-network MCX User.

[R-6.4.6.1-003] The MCX Service shall provide a mechanism that allows an authorized MCX User (e.g., dispatcher) to change multiple other on-network MCX Users' Affiliated MCX Service Group(s) to a specific MCX Service Group, and the MCX Service shall notify this to the on-network MCX Users.

[R-6.4.6.1-004] The MCX Service shall provide a mechanism that allows an authorized MCX User (e.g., dispatcher) to change multiple other on-network MCX Users' Selected MCX Service Group(s) to a specific MCX Service Group, and the MCX Service shall notify this to the on-network MCX Users.
From the yellow highlighted text above, we can concluded that an autorized MCPTT user can change another MCPTT user’s (in the following text, it is called target MCPTT user) selected MCPTT group. And the change shall be notified to the target MCPTT users.

It is assumed that an authorized user is only allowed to change the selected MCPTT group of another MCPTT user which belongs to the same MCPTT system. So the primary MCPTT system of the authorized user and the affected MCPTT users are the same one.

· Whether the MCPTT server should be involved?

According to the definition in TS22.280, it said that:
Selected MCPTT Group: The MCPTT Group that a particular Affiliated MCPTT Group Member uses for transmission. 

Upon the definition, we can know that a selected MCPTT group must be among the MCPTT user’s affiliated MCPTT group(s). Therefore, if an MCPTT AS wants to force a MCPTT user to select a MCPTT group, it shall first make sure the selected MCPTT group is one of the MCPTT user’s affiliated MCPTT group. 

Both group management server and MCPTT server are able to know this information.

However, if the MCPTT user has not affiliated to the selected group before the remote selection, it should possible to allow forcing an implicitly affiliation operation firstly.  So MCPTT server needs to be involved in at least implicitly affiliation. So it is the best way that MCPTT server processes the request from the authorized user.

Proposal 1: the MCPTT server should be involved in the remotely change procedure.

· How to notify the MCPTT user about the change of its selected MCPTT group

There are two possible options can be used: 1) The MCPTT server sends the notification; 2) The configuration management server sends the notification. 

For the notification sent by the MCPTT server case, due to that the MCPTT server should be involved according to the previous analysis, it is convenient to let the MCPTT server to notify the change.

Another consideration is user’s selected MCPTT group should be one configuration parameter of MCPTT user profile, it can be locally set by MCPTT user, and can also be set remotely.

Proposal 2: the notification to the MCPTT user should be sent by the MCPTT server.
3.
Proposal
It is kindly proposed to include the following flows for authorized user remotely mandatory changes another MCPTT user’s selected group into section 10 of MCPTT TS23.179.

*************************************First change**********************************
10.X
MCPTT group selection

10.x.1
General

When an MCPTT user wants to transmit on a MCPTT group, the affiliated MCPTT group shall be set as the selected MCPTT group to the MCPTT user. Only one MCPTT group can be set as the selected MCPTT group to an MCPTT user at any given time. This sub-clause describes the detailed procedures for the MCPTT group selection.
10.x.2
Information flows for group selection

10.x.2.1
Group selection change request

Table 10.x.2.1-1 describes the information flow group selection change request from the MCPTT client to the MCPTT server.

Table 10.x.2.1-1: Group selection change request

	Information element
	Status
	Description

	MCPTT ID
	M
	MCPTT user identity whose group selection information is to be changed

	MCPTT group ID
	M
	MCPTT group identity for which the selection is made for the MCPTT ID


10.x.2.2
Group selection change response
Table 10.x.2.2-1 describes the information flow group selection change response from the MCPTT server to the MCPTT client.

Table 10.x.2.2-1: Group selection change response
	Information element
	Status
	Description

	Result
	M
	Result indicates success or failure of group selection change


10.x.2.3
Group selection change notification
Table 10.x.2.3-1 describes the information flow group selection change notification from the MCPTT server to the MCPTT client.

Table 10.x.2.3-1: Group selection change notification
	Information element
	Status
	Description

	MCPTT ID
	M
	MCPTT user identity whose group selection information is to be changed

	MCPTT group ID
	M
	MCPTT group identity for which the selection is made for the MCPTT ID


10.x.2
Authorized user remotely changes another MCPTT user’s selected MCPTT group – mandatory mode
Procedure for an authorized user to change other MCPTT users’ selected MCPTT group without requiring target user’s approval is described in figure 10.x.2-1.

Pre-conditions:
-
The MCPTT client 1 has already been provisioned (statically or dynamically) with the target MCPTT user’s information and its group information, that the selected MCPTT group of target MCPTT user 2 is allowed to be changed;
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Figure 10.x.2-1: Remotely change MCPTT group selection – mandatory mode
1.
When an authorized user changes other MCPTT users’ selected MCPTT group, the MCPTT client 1 sends MCPTT group selection change request to the MCPTT server.  The information (i.e. target MCPTT ID(s), MCPTT group ID(s)) used to set the requested MCPTT group as the selected MCPTT group of the target MCPTT user shall be included.
2.
The MCPTT server shall check if the MCPTT user 1 is authorized to change the target MCPTT user’s selected MCPTT group. The MCPTT server shall perform the affiliation relationship check based on the stored affiliation status.
3.
If the MCPTT user 1 is authorized to change the target MCPTT user’s selected MCPTT group, and the target MCPTT user has affiliated to the requested MCPTT group, the MCPTT server set the requested MCPTT group as target MCPTT user’s selected group. The remotely change of affiliation procedures in subclause 10.3.5 shall be initiated if the target MCPTT user is not already affiliated to the requested MCPTT group.
4.
The MCPTT server then shall send the MCPTT group selection change notification including the target user ID and the selected MCPTT group ID to the MCPTT client 2.
5.
The group selection change response then returns to the MCPTT client 1.
6. Target MCPTT client 2 are notified about the change of its selected MCPTT group.
*************************************Next change**********************************
B.3
MCPTT user profile data

The MCPTT user profile data is stored in the MCPTT user database. The configuration management server is used to configure the MCPTT user profile data to the MCPTT user database (CSC-13) and MCPTT UE (CSC-4). The MCPTT server obtains the MCPTT user profile data from the MCPTT user database (MCPTT-2).

Data in table B.3-1 and B.3-3 can be configured offline using the CSC-11 reference point. Tables B.3-1 and B.3-3 contain the UE configuration required to support the use of off-network MCPTT service.

Table B.3-1: MCPTT user profile data (on and off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	Subclause 8.1.2
	MCPTT user identity (MCPTT ID)
	Y
	Y
	Y
	Y

	Subclause 10.1.4.1
	MCPTT user profile index
	Y
	Y
	Y
	

	Subclause 10.1.4.1
	MCPTT user profile name
	Y
	Y
	Y
	

	[R-5.19-007]

[R-6.13.4-002]
	User profile status (enabled/disabled)
	
	Y
	Y
	Y

	[R-5.8-001]

[R-6.9-003]
	Authorised to create and delete aliases of an MCPTT User and its associated user profiles. 
	
	
	Y
	Y

	[R-5.8-002]

[R-6.9-003]
	Alphanumeric aliases of user
	Y
	Y
	Y
	Y

	[R-5.1.1-005]

[R-5.10-001]
	Participant type of the user
	Y
	Y
	Y
	Y

	[R-5.1.8-006]

[R-5.3-002]

[R-5.10-001]

[R-5.18.2-001]

[R-5.18.2-002]
	User's Mission Critical Organization (i.e. which organization a user belongs to)
	Y
	Y
	Y
	Y

	[R-5.5.2-008]
	Maximum number of simultaneously received group calls (N6)
	
	Y
	Y
	Y

	[R-5.6.5-004]
	Authorised to make a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-001]
	Authorised to make a private call with manual commencement
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	List of user(s) who can be called in private call, where each user is identified using the following information:

- MCPTT ID

- User info ID

- ProSe layer 2 group ID (see NOTE 1)
	Y
	Y
	Y
	Y

	[R-5.6.5-003]
	Authorised to make a private call to users not included in "list of user(s) who can be called in private call"
	Y
	Y
	Y
	Y

	[R-5.6.5-002]
	Authorised to make a private call with automatic commencement
	Y
	Y
	Y
	Y

	[R-5.6.3-011]

[R-6.7.4-010]
	Authorisation of user to force automatic answer for a private call
	Y
	Y
	Y
	Y

	[R-5.6.5-006]

[R-6.7.5-002]
	Authorised to restrict the provision of a notification of call failure reason for private call
	Y
	Y
	Y
	Y

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of media in a private call (see NOTE 2)
	Y
	Y
	Y
	

	[R-5.13-001]
	Authorisation to protect confidentiality and integrity of floor control signalling in a private call (see NOTE 2)
	Y
	Y
	Y
	

	[R-5.7.2.1.1-001]
	Authorisation to make an MCPTT emergency group call functionality enabled for user
	Y
	Y
	Y
	Y

	[R-5.7.2.1.1-001]
	Group used on initiation of an MCPTT emergency group call (currently selected/ dedicated)
	Y
	Y
	Y
	Y

	[R-5.7.2.1.2-005]
	Authorisation to cancel an in progress emergency associated with a group
	Y
	Y
	Y
	Y

	[R、-5.7.2.2.1-001]
	Authorised to make an Imminent Peril group call
	Y
	Y
	Y
	Y

	[R-5.7.2.2.1-009]
	Group used on initiation of an MCPTT imminent peril group call (currently selected/ dedicated/ default if no group selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.2.2-002]
	Authorised for imminent in- peril cancelation
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Recipient for an emergency private call

(Pre-configured/ user locally determined)
	Y
	Y
	Y
	Y

	[R-5.7.2.3.1-001]
	Authorised to make an emergency private call
	Y
	Y
	Y
	Y

	[R-5.7.2.3.2-001]
	Authorised to cancel emergency priority in a private emergency call by an authorized user
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-002]
	Authorised to activate emergency alert
	Y
	Y
	Y
	Y

	[R-5.7.2.4.1-004]

[R-5.7.2.4.1-008]

[R-5.7.2.4.1-012]
	Group / user recipient of an emergency alert

(Pre-defined group, currently selected group, pre-defined recipient/ user locally defined recipient/ default if no recipient selected)
	Y
	Y
	Y
	Y

	[R-5.7.2.4.2-002]
	Authorisation to cancel an MCPTT emergency alert
	Y
	Y
	Y
	Y

	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls
	
	Y
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a group-broadcast group
	
	
	Y
	Y

	[R-5.2.2-003]
	Authorisation to create a user-broadcast group
	
	
	Y
	Y

	NOTE 1:
The value of Prose layer-2 group ID is used as the Discovery group ID in ProSe discovery procedures.
NOTE 2:
Security mechanisms are specified in 3GPP TS 33.179 [13].


Table B.3-2: MCPTT user profile data (on network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-5.1.5-001]

[R-5.1.5-002]

[R-5.10-001]
	List of on-network MCPTT groups for use by an MCPTT user
	Y
	Y
	Y
	Y

	Subclause 5.2.5
	Group user implicitly affiliates to after log on (specified group(s)/ N/A)
	Y
	Y
	Y
	Y

	[R-6.4.2-006]
	Authorisation of a user to request a list of which groups a user has affiliated to
	
	Y
	Y
	Y

	[R-6.4.6.1-002]

[R-6.4.6.1-003]
	Authorisation to change affiliated groups of other specified user(s)
	
	Y
	Y
	Y

	[R-6.4.6.2-001] 

[R-6.4.6.2-002]
	Authorisation to recommend to specified user(s) to affiliate to specific group(s)
	
	Y
	Y
	Y

	[R-6.6.1-004]
	Authorisation to perform regrouping
	Y
	Y
	Y
	Y

	[R-6.7.2-001]
	Presence status is available/not available to other users
	Y
	Y
	Y
	Y

	[R-6.7.1-002] 

[R-6.7.2-002]
	Authorisation to obtain presence of user (list of users)
	Y
	Y
	Y
	Y

	[R-6.7.2-003]
	User is able/ unable to participate in private calls
	Y
	Y
	Y
	Y

	[R-6.7.1-004]
[R-6.7.2-003]
[R-6.7.2-004]
	Authorisation to query whether MCPTT User is available for private calls
	
	Y
	Y
	Y

	[R-6.7.1-010]
	Authorisation to override transmission in a private call
	Y
	Y
	Y
	Y

	[R-6.7.1-013]
	Authorisation to restrict provision of private call set-up failure cause to the caller
	
	Y
	Y
	Y

	[R-6.8.7.4.2-001]
[R-6.8.7.4.2-002]
	Authorisation of a user to cancel an emergency alert on any MCPTT UE of any user
	
	Y
	Y
	Y

	[R-6.13.4-001]
	Authorisation for a user to enable/disable a user
	
	Y
	Y
	Y

	[R-6.13.4-003]
[R-6.13.4-005]
[R-6.13.4-006]
[R-6.13.4-007]
	Authorisation for a user to (permanently /temporarily) enable/disable a UE
	
	Y
	Y
	Y

	[R-6.2.3.4-001]
	Authorisation to revoke permission to transmit
	
	Y
	Y
	Y

	[R-7.14-002]

[R-7.14-003]
	Authorization for manual switch to off-network while in on-network
	Y
	Y
	Y
	Y

	[R-5.1.5-004]
	Limitation of number of affiliations per user (N2)
	N
	Y
	Y
	Y

	[R-5.5.2-009]
	Maximum number of simultaneous transmissions received in one group call for override (N7)
	
	Y
	Y
	Y

	[R-6.4.6.1-001]

[R-6.4.6.1-004]
	Authorisation to change other user’s selected group
	Y
	Y
	Y
	Y


Table B.3-3: MCPTT user profile data (off network)
	Reference
	Parameter description
	MCPTT UE
	MCPTT Server
	Configuration management server
	MCPTT user database

	[R-7.2-003]
	List of off-network MCPTT groups for use by an MCPTT user
	Y
	N
	Y
	Y

	[R-7.3.3-008]
	Allowed listening of both overriding and overridden
	Y
	N
	Y
	Y

	[R-7.3.3-006]


	Allowed transmission for override (overriding and/or overridden)
	Y
	N
	Y
	Y

	[R-7.8.1-001]
	Authorization for participant to change an off-network group call in-progress to off-network emergency group call
	Y
	N
	Y
	Y

	[R-7.8.3.1-003]
	Authorization for participant to change an off-network group call in-progress to off-network imminent peril group call
	Y
	N
	Y
	Y

	[R-7.12-002]

[R-7.12-003]
	Authorization for off-network services
	Y
	N
	Y
	Y

	Subclause 10.7.2
	User info id (as specified in 3GPP TS 23.303 [8])
	Y
	N
	Y
	Y
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