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1. Introduction
This pCR modifies clause 8.1.1 of the draft 23.CFA TS, as part of the split across 23.CFA and 23.PTT.
2. Reason for Change
Clause 8.1.1 contains a dscription of the mission critical user identity used by a MC service user to authenticate to the Identity Management server. This section needs to consider context MC service architecture for MC ID. 
3. Conclusions

The corresponding section is modified in draft TS 23.CFA. A separate pCR captures modification of clause 8 for the draft TS 23.PTT. 
4. Proposal

It is proposed to agree to the following changes in draft 3GPP TS 23.CFA v0.1.0.
* * * First change * * * *

8.1.1
Mission Critical user identity (MC ID)

The mission critical user identity is also known as the MC ID. The MC ID is the identity that an MC service user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC ID and the MC service user IDs: MCPTT ID, MCVideo ID, and MCData ID may all be the same. The MC ID uniquely identifies the MC service user to the identity management server. The MC ID is used by the identity management server to provide the identity management client a means for mission critical service authentication. 

NOTE:
The specific security and authentication mechanisms required in order to use the MC user identity is specified in 3GPP TS 33.179 [13].
* * * End of first change * * * *

