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1
Introduction

The emergency states of users will need to be accessible to multiple MCX services. A central management server is required to provide a central repository for emergency user state information to MCX servers.
2
Discussion

This paper proposes a new functional entity to support the following 22.280 requirements:

R 5.7.2.x-002
When an MCX User initiates an MCX Service Emergency Group Communication, a subset of MCX Service applications (e.g. MCPTT, MCVideo) relevant to the MCX User and configured for the MCX Service Group, shall be used for MCX Service Emergency Group Communications.
R 5.7.2.x-002

The MCX Service shall support an MCX Service Emergency Alert, which on initiation by an MCX User shall put that MCX User into the MCX Service Emergency State and cause that MCX UE to send an MCX Service Emergency Alert containing the following information: Location, MCX Service User ID, the user's Mission Critical Organization name, the list of notification IDs (e.g. groups, other users), and the list of application service MCX Service Group IDs to be used for MCX Service Emergency Group Communication (i.e., user's selected group or dedicated MCX Service Emergency Group).

The justification for the Priority State CSC is as follows: 

The intent of the above requirements is that all MCX services to be used for emergency group communications by the user need to know about the user's emergency state. When the user initiates an alert, an alert message from an MCX client goes to the corresponding MCX server. The MCX server sends the user's emergency state along with the list of groups contained in the alert message to the Priority State CSC, along with the list of the user's emergency services. Other MCX servers to which the user is registered via different MCX clients, may have subscriptions into the Priority CSC to be notified of the user's MC emergency state change. The MCX server that initiated the alert forwards the alert to all users on that service affiliated on the group listed in the alert. When other MCX services are informed of the user's state change, they also forward an alert to all users on their MCX service that are affiliated on the group listed in the alert for the MCX service.
When an authorized user or the user that originated the alert needs to cancel the user's state, the cancel goes to some MCX service. It need not be the MCX service that was used to originate the alert. The cancelling MCX service forwards a cancel to all users on that service affiliated on the group listed in the original alert. When other MCX services are informed of the user's state change, they also forward a cancel to all users on their MCX service that are affiliated on the group listed in the original alert for the MCX service.
A central storage point for the user's information is required in case the cancelling user does not have access to emergency cancelling features via the MCX service that originated the alert. A different MCX service would be used to cancel the alert, and would therefore need to be able to retrieve information about the alert.
The intent of requirement R 5.7.2.x-001 is that only those services that are designated for emergency use get priority treatment when the group is in emergency. This implies that different MCX services may have different emergency states for the same group. Group state will be managed separately by each service, set when the user in emergency state initiates a communication and reset when the initiator or authorize user resets it. Therefore, the Priority State CSC will not track group emergency states.

Imminent peril has no requirement to be coordinated across MCX services and therefore requires no state to be tracked by the CSC.

Change 1: The functional model is enhanced with the addition of a priority state CSC. 
Change 2: The priority state server is defined. 
Change 3: The CSC-14 reference point between MCX servers and priority state server is defined. 

Change 4: The priority CSC is added to the list of common services cores in subclause 9.2.1.2.2.

3
Conclusion
The following modifications are proposed to be added to the TS.

-------------------------------------------Begin First Change-----------------------------------------------
7.3.1
On-network functional model

Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane

In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT server is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the PLMN operator are part of the same trust domain).

-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane

Figure 7.3.1-3 shows the relationships between the reference points of the application plane and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of application and signalling control planes

NOTE 1:
Application plane reference point CSC-7 makes use of SIP-2 reference point when the group management servers are connected by a single SIP core. Where they are joined by more than one SIP core, CSC-7 also makes use of the SIP-3 reference point.

NOTE 2:
For simplicity, the HTTP proxy, which provides the interconnection between HTTP-1, HTTP-2 and HTTP-3 reference points, is not shown in figure 7.3.1-3.

-------------------------------------------Begin Second Change-----------------------------------------------
7.4.2.2.x
Priority state server

The priority state server functional entity provides for central management of emergency related states. 
-------------------------------------------Begin Third Change-----------------------------------------------
7.5.2.x
Reference point CSC-14 (between the MCX server and the priority state server)

The CSC-14 reference point, which exists between MCX servers and the priority state server, is used to set, retrieve and notify of changes to priority state values. The CSC-14 reference point shall use the SIP-2 reference point for transport and routing of subscription/notification related signalling.
-------------------------------------------Begin Fourth Change-----------------------------------------------
9.2.1.2.2
Common services core

Common services core is composed of the following functional entities:

-
for common services, a configuration management server as described in subclause 7.4.2.2.2, a group management server as described in subclause 7.4.2.2.4, an identity management server as described in subclause 7.4.2.2.6, a key management server as described in subclause 7.4.2.2.8, and a priority state server as described in subclause 7.4.2.2.x; and

-
for signalling control, an HTTP proxy as described in subclause 7.4.3.3.2 and an HTTP server as described in subclause 7.4.3.3.3.
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