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1. Overall Description:

SA6 thanks SA3 for LS S6-160172 (S3-160238) and thanks CT1 for LS S6-160168 (C1-161432).

Having considered the issues raised in these LSs, SA6 can provide the following responses to the questions from CT1 sent for SA6 reply in S6-160168:
1) For group calls, SA6 believes that this security related information should be configured on a group by group basis. 

2) For private calls, SA6 believes that this security related information should be configured on a per-user basis.  SA6 agrees to add security related parameters for private call into the user profile configuration table in Annex B of TS 23.179.  These parameters are named according to their purpose ('Authorisation to protect confidentiality and integrity of media in a private call' and 'Authorisation to protect confidentiality and integrity of floor control in a private call').
3) SA6 agrees to replace the 'security level' parameter for group call with two parameters named specifically according to their purpose ('media confidentiality and integrity protection' and 'floor control confidentiality and integrity protection').  These have been made applicable to on- and off-network usage.
4) (Question was not addressed to SA6)

5) With respect to signalling protection, SA6 believes that protection should be configured on a user by user basis.  SA6 has added two parameters to the user profile for on-network and named these:
Authorisation to provide confidentiality protection of signalling
Authorisation to provide integrity protection of signalling 
6) SA6 thanks SA1 for the reminder of the Stage 1 requirements, and has considered these in CR99 and in this LS.
SA6 proposes that the default value for each of these security related parameters should be 'protection on' according to the proposal from SA3 in S6-160172.
Enclosed TS 23.179 CR99 clarifies these changes.

2. Actions:

To CT1 and SA3
ACTION: 
SA6 asks CT1 and SA3 to kindly note the responses above, and asks CT1 and SA3 to use this information in the MCPTT Stage 3 specifications.
3. Date of Next SA6 Meetings:

SA6 Meeting #11
23rd – 27th May 2016
Bangalore, India
SA6 Meeting #12
25th – 29th July 2016
Tenerife – Santa Cruz, Spain
