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Abstract: Support is added to MCPTT-1 to support retrieval of HTTP content in SIP messages over HTTP-1, HTTP-3 and HTTP-4.
With MCPTT some bodies of SIP messages will contain content that requires protection (such as the content of notify bodies the contain MCPTT IDs) or will be very large (such as the content of notify bodies for subscriptions to the conference event package for very large groups). The content indirection mechnaism defined in RFC 4483 allows the use of content indirection in SIP to retrieve the content of SIP message bodies using HTPP/HTTPS. The architecture should be enhanced to support on MCPTT-1 the  retrieval of HTTP content in SIP messages over HTTP-1, HTTP-3 and HTTP-4.

In addition the functionality on HTTP-3 is currently unspecified.
FIRST CHANGE

7.5
Reference points

7.5.1
General reference point principle

The protocols on any reference point that is exposed for MCPTT interoperability with other SIP core or other IMS entities in other systems shall be compatible with the protocols defined for the corresponding reference point defined in 3GPP TS 23.002 [3].

7.5.2
Application plane

7.5.2.1
General

The reference points for the application plane are described in the following sub-clauses.
7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT. The MCPTT-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP signalling. The MCPTT-1 reference point may use the HTTP-1 and HTTP-3 reference points.
Reference point MCPTT-1 may also provide the MCPTT server with location information with respect to multicast service availability for the MCPTT client. The TMGI is communicated between the MCPTT server and the MCPTT client using the MCPTT-1 reference point.
Information that is reported to the MCPTT server from the MCPTT client shall be configurable at the application layer. This interface may include the area where a UE is currently located, described as ECGI of the serving and neighbouring cell(s), SAIs, MBSFN Area ID. This information comes from the broadcast by the local cell, e.g. from SIB1 and SIB15 (see 3GPP TS 36.331 [13]) as decoded by the UE.

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] does not specify GC1 it does include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client. The MCPTT-1 reference point fulfils the requirements of the GC1 reference point for MCPTT.
Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

NEXT CHANGE

7.5.3.5
Reference point HTTP-1 (between the MCPTT UE HTTP client and the HTTP proxy)

The HTTP-1 reference point exists between the MCPTT UE HTTP client and the HTTP proxy for MCPTT data management of the MCPTT service. The HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements). The HTTP-1 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 
-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between UE and network; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between UE and network. 
Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether CSC-1 uses HTTP-1 reference point is FFS.

7.5.3.6
Reference point HTTP-2 (between the MCPTT server HTTP client and the HTTP proxy)

The HTTP-2 reference point exists between the HTTP client in the MCPTT server in a trusted domain and the HTTP proxy for MCPTT data management of the MCPTT service. The HTTP-2 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 
-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between network entities; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between network entities.

7.5.3.7
Reference point HTTP-3 (between the HTTP proxy and the HTTP server)

The HTTP-3 reference point exists between the HTTP proxy and the HTTP server for MCPTT data management of the MCPTT service. The HTTP-3 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 

-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between UE and network and between network entities; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between UE and network and between network entities.
7.5.3.8
Reference point HTTP-4 (between the HTTP proxy and HTTP proxy)

The HTTP-4 reference point exists between the HTTP proxy and another HTTP proxy in a different network for MCPTT data management of the MCPTT service. The HTTP-4 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); and
-
supports group management functionality i.e. supports the transport of group management information between different network.
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