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*** FIRST CHANGE ***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ARP


Allocation and Retention Priority

BM-SC


Broadcast Multicast Service Centre

DL


Downlink
DPF


Direct Provisioning Function

ECGI


E-UTRAN Cell Global Identifier
GBR


Guaranteed Bit Rate

GCS AS


Group Communication Service Application Server

ICE


Interactive Connectivity Establishment 

IMPI


IP Multimedia Private Identity

IMPU


IP Multimedia PUblic identity

MBMS


Multimedia Broadcast and Multicast Service
MC


Mission Critical
MC ID


Mission Critical user identity
MCPTT


Mission Critical Push To Talk

MCPTT AS


MCPTT Application Server

MCPTT ID


MCPTT user identity
MCPTT group ID
MCPTT group identity
OMA


Open Mobile Alliance

PCC


Policy and Charging Control
PCRF


Policy and Charging Rules Function
PCPS


Push to Communicate for Public Safety
ProSe


Proximity-based Services
PSI


Public Service Identity

PTT


Push To Talk

QCI


QoS Class Identifier
TMGI


Temporary Mobile Group Identity

UM


Unacknowledged Mode

URI


Uniform Resource Identifier
*** NEXT CHANGE ***
8
Identities
8.1
Application plane

8.1.1
Mission Critical user identity (MC ID)
The Mission Critical user identity is also known as the MC ID. The MC ID is the identity that an MCPTT user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC ID and the MCPTT ID may be the same. The MC ID uniquely identifies the MCPTT user to the identity management server. The MC ID is used by the identity management server to provide the identity management client a means for Mission Critical service authentication. 

Editor's note:
SA3 is responsible for defining the specific security and authentication mechanisms required in order to use the MC ID in the procedure between identity management server and identity management client.
8.1.2
MCPTT user identity (MCPTT ID)

The MCPTT user identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT profile for the user at the MCPTT application layer.

There are attributes associated with the MCPTT ID configured in the MCPTT service that relate to the human user of the MCPTT service. Typically this information identifies the MCPTT user, by name or role, and may also identify a user's organization or agency. Such attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user's role as an incident commander could automatically be used by the MCPTT service to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.

The MCPTT ID shall be a URI. The MCPTT ID uniquely identifies an MCPTT user in an MCPTT system. The MCPTT ID indicates the MCPTT system where the MCPTT ID is defined. 
Editor's note:
The mapping of MCPTT server to MCPTT ID is FFS.

When required by the MCPTT service provider, the MCPTT ID is hidden from the signalling control plane.

A default or temporary MCPTT ID may be used where a user is not yet associated with a device.

Editor's note:
The mechanism for mapping a temporary MCPTT ID to an MCPTT UE when an MCPTT user has not been authenticated by the identity management server is FFS. From 3GPP TS 22.179 [2] one mechanism may be: an MCPTT client may receive a temporary MCPTT ID from the MCPTT server in the case where the user of the device attempts to obtain MCPTT service without the MCPTT user being authenticated by the identity management sever.
8.1.3
MCPTT group identity (MCPTT group ID)
8.1.3.1
General
The MCPTT group identity is also known as the MCPTT group ID. The MCPTT group ID is a globally unique identifier within the MCPTT service that represents a set of MCPTT users. The set of MCPTT users may belong to the same or different MCPTT systems. The MCPTT system for each user (within the group) is identified by each user's respective MCPTT ID.
The MCPTT group ID identifies an MCPTT group in an MCPTT system. It indicates both the MCPTT system where the MCPTT group is defined, and the MCPTT server within the MCPTT system where the group is defined.
The MCPTT group ID is used as follows: 

a)
For identifying a set of identities of its group members; and

b)
By the MCPTT client to address the MCPTT group.

The MCPTT group ID shall be a URI.
When required by the MCPTT service provider, the MCPTT group ID is hidden from the signalling control plane.
8.1.3.2
MCPTT group ID management (off-network operation)
In off-network operation, an MCPTT group ID is used for identifying the MCPTT group while off-network. The MCPTT group ID should be resolved to the ProSe Group IP multicast address and ProSe Layer-2 Group ID for the group communication. The MCPTT UE is able to make communication with other member UEs whose users are of the same MCPTT group ID over ProSe direct communications based on ProSe Layer-2 Group ID and ProSe Group IP multicast address, as described in 3GPP TS 3GPP 23.303 [8].

Figure 8.1.3.2-1 illustrates how the MCPTT group ID, ProSe Group IP multicast address and the ProSe Layer-2 Group ID are mapped to each other. ProSe Group IP multicast address and ProSe Layer-2 Group ID are pre-configured in accordance with the MCPTT group ID. Thus, they are pre-defined and associated. This mapping information should be provisioned through UICC in the UE or through ProSe function as specified in 3GPP TS 23.303 [8], or be delivered from an application server.
Editor's note: It is FFS which application server provisions the mapping information.

NOTE:
To define the retrieval mechanism of the off-network information (ProSe Group  IP multicast address and ProSe Layer-2 Group ID) from ProSe function to group management server is out of scope of the present document.
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Figure 8.1.3.2-1: MCPTT group identity management in off-network operation
*** NEXT CHANGE ***
10.1.3.2
MCPTT user obtain the user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated by MCPTT UE is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server. 
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Figure 10.1.3.2-1: MCPTT user obtain the user profile (UE initiated)
1.
The configuration management client sends get MCPTT user profile request to the configuration management server. This message provides the MCPTT ID.

2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile information that is associated with the MCPTT ID. 

10.1.3.3
MCPTT user obtain the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile update that is initiated by network is illustrated in figure 10.1.3.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The MCPTT user has previously obtained the MCPTT user profile that is associated with the MCPTT ID.
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Figure 10.1.3.3-1: MCPTT user obtain the user profile update (network initiated)
1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client.

3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.
*** NEXT CHANGE ***
10.4.3.1
MCPTT group affiliation procedure

Procedure for affiliation to MCPTT group(s) is described in figure 10.4.3.1-1.

Pre-conditions:

1.
MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.

2.
MCPTT server may have retrieved the user/group policy e.g. which user(s) are authorized to affiliate to what MCPTT group(s), priority, and other configuration data.

3.
MCPTT client may have indicated to the group management server that it wishes to receive updates of group configuration data for MCPTT groups(s) for which it is authorized (as described in subclause 10.5).

4.
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.4.3.1-1: MCPTT group affiliation procedure

1.
MCPTT client of the MCPTT user requests the MCPTT server to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating MCPTT ID and the MCPTT group ID(s) being affiliated to.
2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy, the MCPTT server checks if the MCPTT client is authorised to affiliate to the requested MCPTT group(s). The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
4.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server stores the affiliation status of the user for the requested MCPTT group(s).

5.
MCPTT server confirms to the MCPTT client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (5b).

NOTE:
Steps 5a and 5b can occur in any order or in parallel.

*** END OF CHANGE ***
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