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Abstract: this contribution provides several cleanup corrections to functional entities and reference points sections. Also some corrections are proposed to clause 9, mainly for cross- references for functional entities.
Discussion
For common services core entities: it is proposed to move the identity management client subclause before the identity management server in order to have the same order as for group management and configuration management entities.

There are still occurrences of MRF which need to be replaced by media distribution function.

In current description of SIP entities in TS 23.179 v1.1.1, SIP AS is part of SIP core, which is not consistent with SIP core definition and figure 7.3.1-2. Subclause for SIP AS is then moved just after subclause for signalling user agent.
The following text in subclause 7.4.3.1.2.1

"The access to the data is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access only SIP databases when they belong to the same trust domain."

is already present in subclause 7.4.3.2.1. It is proposed to remove such text to avoid redundancy. As a consequence, the NOTE below:

"NOTE:
The SIP database can be in a different network than the registrar finder since the trust domain for the criteria for registrar selection can be different than the trust domain for the signalling plane user identities."

is also proposed to be moved to subclause 7.4.3.2.1.
References to 3GPP TS 23.228 are proposed for P-CSCF, S-CSCF and I-CSCF description.

Subclause 9.2.1.2.2 still refers to hypertext proxy and hypertext server while the correct entities names are HTTP proxy and HTTP server.
The identity management client entity needs to be added to the list of entities supported by UE2 in subclause 9.2.1.6.

Subclauses with title "Introduction" are renamed into "General".

Some editorial corrections are proposed to reference points subclauses to ensure the description uses the same format.

Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.1.1:

FIRST CHANGE
7.4
Functional entities description
7.4.1
General
Each subclause is a description of a functional entity and does not imply a physical entity. 

7.4.2
Application plane

7.4.2.1
General

Entities within the application plane provide application control, media control and distribution functions.
NEXT CHANGE
7.4.2.2
Common services core

7.4.2.2.1
Configuration management client

The configuration management client functional entity acts as the application user agent for configuration related transactions. The configuration management client interacts with the configuration management server and provides and receives configuration data.
The configuration management client functional entity is supported by the signalling user agent and HTTP client functional entities of the signalling control plane.

7.4.2.2.2
Configuration management server

The configuration management server is a functional entity used to configure the MCPTT application with non-group management MCPTT service related information and configure data on the configuration management client. The configuration management server manages MCPTT service configuration supported within the MCPTT service provider.
The configuration management server functional entity is supported by the SIP AS and HTTP server functional entities of the signalling control plane.
7.4.2.2.3
Group management client

The group management client functional entity acts as the application user agent for management of MCPTT groups. It interacts with the group management server.
The group management client functional entity is supported by the signalling user agent and HTTP client functional entities of the signalling control plane.
7.4.2.2.4
Group management server

The group management server functional entity provides for management of groups supported within the MCPTT service provider.

The group management server functional entity is supported by the SIP AS and HTTP server functional entities of the signalling control plane.

All the group management clients supporting users belonging to a single group are required to use the same group management server for that group. A group management client supporting a user involved in multiple groups can have relationships with multiple group management servers.

The group management server manages media policy information for use by the UE for media mixing.
The group management server manages group call policy information for use by the UE for both on-network and off-network group call control.
7.4.2.2.5
Identity management client

This functional entity acts as the application user agent for MC user identity transactions. It interacts with the identity management server.

7.4.2.2.6
Identity management server

The identity management server is a functional entity that is capable of authenticating the MC user identity. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user.
The identity management server functional entity may reside in the same domain as the user's MCPTT server.



7.4.2.3
MCPTT application service

7.4.2.3.1
MCPTT client

The MCPTT client functional entity acts as the user agent for all MCPTT application transactions. The client reports the information of where the client is currently located.
NEXT CHANGE
7.4.2.3.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

The MCPTT server functional entity is supported by the SIP AS, HTTP client and HTTP server functional entities of the signalling control plane.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
keeping track of MCPTT UE location with respect to multicast service availability;
-
requesting the allocation of multicast resources utilizing the media distribution function;
-
announcing the association of multicast resources to calls to MCPTT UEs;
-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport; 
-
announcing the assignment of multicast transport for specific calls to MCPTT UEs; and

-
informing the media distribution function of the media streams requiring support for a given call.

The MCPTT server shall support the controlling role and the participating role. The MCPTT server may perform the controlling role for private calls and group calls. The MCPTT server performing the controlling role for a private call or group call may also perform a participating role for the same private call or group call. For each private call and group call, there shall be only one MCPTT server assuming the controlling role, while one or more MCPTT servers in participating role may be involved. 
The MCPTT server performing the controlling role is responsible for:
-
call control (e.g. policy enforcement for participation in the MCPTT group calls) towards all the MCPTT users of the group call and private call;
-
managing floor control entity in a group call and private call; and
-
managing media handling entity in call i.e. conferencing, transcoding.
The MCPTT server performing the participating role is responsible for:
-
call control (e.g. authorization for participation in the MCPTT group calls) to its MCPTT users for group call and private call;

-
group affiliation support for MCPTT user, including enforcement of maximum N2 number of simultaneous group affiliations by a user;

-
relaying the call control and floor control messages between the MCPTT client and the MCPTT server performing the controlling role; and
-
media handling in call for its MCPTT users, i.e. transcoding, recording, lawful interception for both unicast and multicast media.
For group regrouping involving multiple groups from primary and partner MCPTT systems,
-
the group host MCPTT server of the temporary group performs the controlling role and is responsible for the centralized floor control, and for arbitration according to the temporary group or user policies (e.g., priority);
-
the group host MCPTT server of the constituent MCPTT group is responsible for providing call invitations to their group members, and for filtering between constituent group members’ floor control requests according to the constituent group or user policies (e.g., priority); and

-
the MCPTT server responsible for the constituent MCPTT group members performs the participating role.
7.4.2.3.3
Floor participant

The floor participant functional entity is responsible for floor requests. This functional entity is located in the UE for both on-network and off-network operations.
7.4.2.3.4
Floor control server

This functional entity provides support for centralised floor control for on-network and distributed floor control for off-network operation. It may provide arbitration between floor control requests between different users, grant the floor in response to successful requests, and provide queuing in cases of contention. For on-network operation, this functional entity is located with the MCPTT server. For off-network operation, this functional entity is located in the UE.
7.4.2.3.5
Media distribution function 

The media distribution function is responsible for the distribution of media to call participants. By means of information provided by the MCPTT server (e.g. IP addresses, transport layer ports, etc), it will provide the following functionality:

-
provide for the reception of uplink MCPTT UE media transmission by means of the MCPTT-7 reference point;
-
replicate the media as needed for distribution to those participants using unicast transport;
-
distribute downlink media to MCPTT UEs by IP unicast transmission to those participants utilizing unicast transport by means of the MCPTT-7 reference point;
-
distribute downlink media to MCPTT UEs using multicast downlink transport of media for the call by means of the MCPTT-8 reference point; and
-
provide a media mixing function where multiple media streams are combined into a single media stream for transmission to the MCPTT UE.
NOTE 1:
If media mixing function occurs within the media distribution function, it operates independently of the media mixer in the UE.

NOTE 2:
A media mixing function within the media distribution function is not possible where the media is end to end encrypted.

Editor's note:
It should be considered whether to define the media mixer as a separate functional entity in the MCPTT server.
7.4.2.3.6
Media mixer
This functional entity exists on the UE and provides support for combining multiple media streams into one media stream through the enforcement of media policy information.
7.4.2.3.7
MCPTT user database

This functional entity contains information of all user configuration information associated with an MCPTT user identity that is held by the MCPTT service provider at the application plane. User configuration information is determined by the MCPTT service provider.
NEXT CHANGE
7.4.3
Signalling control plane

7.4.3.1
SIP entities
7.4.3.1.1
Signalling user agent

This functional entity acts as the SIP user agent (both client and server) for all SIP transactions.

7.4.3.1.2
SIP AS

The SIP AS functional entity supports the following functions on behalf of the MCPTT service:

-
influences and impacts the SIP session; and

-
supports event subscription and notification.

NOTE:
In the IM CN subsystem, this is provided by the Application Server as defined in 3GPP TS 23.002 [3].

7.4.3.1.3
SIP core

7.4.3.1.3.1
General

The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the signalling control plane.

The SIP core shall be either:
1.
compliant with 3GPP TS 23.228 [5], i.e. the SIP core is a 3GPP IP multimedia core network subsystem; or

2.
a SIP core, which internally need not comply with the architecture of 3GPP TS 23.228 [5], but with the reference points that are defined in subclause 7.5.3 (if exposed), compliant to the reference points defined in 3GPP TS 23.002 [3].

The data related to the functions of the SIP core, e.g. for data for application service selection, the identity of the serving registrar or authentication related information may be provided by the public network operator responsible for the bearer plane. In this case, the SIP database that is the source of the data may be part of the HSS. Alternatively, this data may be provided by the MCPTT service provider. In this case, the source of the data may be the MCPTT service provider’s SIP database.



Editor's note:
Restrictions relating to access to data within different trust domains may require further definition.

Editor's note:
Security aspects may require consideration by SA3.
7.4.3.1.3.2
Local inbound / outbound proxy

The local inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP transactions. This functional entity can provide the following functions:

-
NAT traversal;
-
Resource control;
-
Route/forward requests and responses to the user agents;
-
SIP signalling security; and
-
Depending on the operator policy, discovery and address resolution, including E.164 numbers.

NOTE:
In the IM CN subsystem, this functional entity is provided by the P-CSCF as defined in 3GPP TS 23.228 [5].

7.4.3.1.3.3
Registrar finder

The registrar finder functional entity is responsible for: 

a)
Identifying the serving registrar / application service selection functional entity. The serving registrar / application service selection functional entity is identified using information provided either by the public network operator's own SIP database or the MCPTT service provider's SIP database, and optionally using the public network operator's internal information e.g. network topology, registrar availability.

1)
Registrar finder and registrar in the MCPTT service provider domain: registrar finder in the MCPTT service provider's domain uses the information from the MCPTT service provider’s SIP database to identify the serving registrar in the MCPTT service provider domain.

2)
Registrar finder and registrar in the public network operator domain: registrar finder uses information from public network operator's SIP database to identify the serving registrar in the public network operator domain.

3)
Registrar finder in public network operator domain and registrar in MCPTT service provider domain: registrar finder uses information from the MCPTT service provider’s SIP database to identify the serving registrar in the MCPTT service provider domain.

NOTE 1:
The need for the registrar finder is deployment specific e.g. a deployment that has only one registrar does not need the registrar finder and the related SIP database information.

b)
Providing discovery and address resolution, including E.164 numbers.

NOTE 2:
In the IM CN subsystem, this is provided by the I-CSCF as defined in 3GPP TS 23.228 [5].

7.4.3.1.3.4
Registrar / application service selection

The registrar / application service selection functional entity provides the following functions:

-
Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.

-
Supports authentication for identities provided within SIP signalling. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own SIP database or the MCPTT service provider's SIP database.

-
Can provide the application service selection for all SIP transactions, possibly based on application service selection information stored by either the public network's own SIP database or the MCPTT service provider's SIP database.

-
Performs SIP signalling security.

NOTE:
In the IM CN subsystem, this is provided by the S-CSCF as defined in 3GPP TS 23.228 [5].






7.4.3.2
SIP database

7.4.3.2.1
General

The SIP database contains information concerning the SIP subscriptions and corresponding identity and authentication information required by the SIP core, and such information as application service selection. 

In deployment scenarios where the public network operator provides the SIP core, this database is provided by the HSS.

In deployment scenarios where the MCPTT service provider provides the SIP core, the SIP database may be provided by the MCPTT service provider.

Access to the data residing in the SIP database is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access SIP databases only when they are part of the same trust domain for the data being provided.

NOTE:
The SIP database can be in a different network than the registrar finder since the trust domain for the criteria for registrar selection can be different than the trust domain for the signalling plane user identities.
Editor's note:
Restrictions relating to access to data within different trust domains may require further definition.
Editor's note:
Security aspects may require consideration by SA3.

The SIP database is responsible for storing the following user related information:

-
signalling plane user identities: Numbering and addressing information;

-
signalling plane security information: SIP core access control information for authentication and authorization;

-
MCPTT UE Location information at inter-system level: the SIP database supports the user registration, and stores inter-system location information, etc.; and
-
signalling plane subscription profile (including initial filter criteria).

The SIP database also generates signalling plane security information for mutual authentication, communication integrity check and ciphering.
Based on this information, the SIP database is also responsible to support the call control and session management entities of the SIP core.

The SIP database consists of the following functionalities:

-
support for control functions of the SIP core such as the Registrar and Registrar finder. This is needed to enable subscriber usage of the SIP core services. This functionality is independent of the access network used to access the SIP core; and
-
authentication functionality required by the SIP core to authenticate the MCPTT UE. 

7.4.3.2.2
SIP database logical functions

The SIP database provides the following logical functions:
a)
mobility management;
-
provides the UE mobility through the SIP core.

b)
registrar assignment support;
-
provides to the registrar finder the required capabilities for MCPTT Services based on MCPTT service provider requirements on a per-user basis, (e.g. whether a particular Registrar within the PLMN operator’s network (e.g. a Registrar reserved for MCPTT use or a Registrar in a secure location) or a Registrar within the MCPTT service provider network is assigned.

c)
call and/or session establishment support;
-
provides the call and/or session establishment procedures in the SIP core. For terminating traffic, it provides information on which Registrar currently hosts the user.

d)
user security information generation;
-
provides generation of user authentication, integrity and ciphering data for the SIP core.

e)
signalling plane security support;
-
provides authentication procedures to access MCPTT services by storing the generated data for authentication, integrity and ciphering at the signalling plane and by providing these data to the appropriate Registrar.

f)
user identification handling;
-
provides the appropriate relations among all the identifiers uniquely determining the signalling plane identities in the SIP core e.g. IMS public identities.

g)
access authorisation; and
-
provides authorisation of the user for mobile access when requested by the Registrar e.g. by checking that the user is allowed to roam to that visited network.

h)
service authorisation support.
-
provides basic authorisation for terminating call/session establishment and service invocation. The SIP database may update the Registrar with filter criteria to trigger the MCPTT Server.

7.4.3.3
HTTP entities

7.4.3.3.1
HTTP client

This functional entity acts as the client for all hypertext transactions.

7.4.3.3.2
HTTP proxy

This functional entity acts as the proxy for all hypertext transactions between the HTTP client and HTTP server. The HTTP proxy terminates the TLS session on HTTP-1 with the MCPTT UE HTTP client in order to allow the HTTP client to establish a single TLS session for hypertext transactions with multiple HTTP servers.

Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether there is an additional HTTP proxy for identity management is FFS.

The HTTP proxy shall be in the same trust domain as the HTTP clients and HTTP servers that terminate the HTTP-2 and HTTP-3 reference points.
NOTE:
The number of instances of the HTTP proxy is deployment specific.

7.4.3.3.3
HTTP server

This functional entity acts as the HTTP server for all hypertext transactions.

NEXT CHANGE
7.5
Reference points

7.5.1
General reference point principle

The protocols on any reference point that is exposed for MCPTT interoperability with other SIP core or other IMS entities in other systems shall be compatible with the protocols defined for the corresponding reference point defined in 3GPP TS 23.002 [3].

7.5.2
Application plane

7.5.2.1
General

The reference points for the application plane are described in the following sub-clauses.
7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server, is used for MCPTT application signalling for establishing a session in support of MCPTT. The MCPTT-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP signalling.

Reference point MCPTT-1 may also provide the MCPTT server with location information with respect to multicast service availability for the MCPTT client. The TMGI is communicated between the MCPTT server and the MCPTT client using the MCPTT-1 reference point.
Information that is reported to the MCPTT server from the MCPTT client shall be configurable at the application layer. This interface may include the area where a UE is currently located, described as ECGI of the serving and neighbouring cell(s), SAIs, MBSFN Area ID. This information comes from the broadcast by the local cell, e.g. from SIB1 and SIB15 (see 3GPP TS 36.331 [13]) as decoded by the UE.

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] does not specify GC1 it does include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client. The MCPTT-1 reference point fulfils the requirements of the GC1 reference point for MCPTT.
Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

7.5.2.3
Reference point MCPTT-2 (between the MCPTT server and the MCPTT user database)

The MCPTT-2 reference point, which exists between the MCPTT server and the MCPTT user database, is used by the MCPTT server to obtain information about a specific user. The MCPTT-2 reference point utilises the Sh reference point as defined in 3GPP TS 23.002 [3].
7.5.2.4
Reference point MCPTT-3 (between the MCPTT server and MCPTT server)

The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling. Floor control signalling and media are also transferred using the MCPTT-3 reference point.
7.5.2.5
Reference point MCPTT-4 (unicast between the floor control server and the floor participant)

The MCPTT-4 reference point, which exists between the floor control server in the MCPTT server and the floor participant in the MCPTT client, provides floor control signalling between the floor control server in the MCPTT server and the floor participant over a unicast bearer. The MCPTT-4 reference point uses the SGi reference point defined in 3GPP TS 23.002 [3].
7.5.2.6
Reference point MCPTT-5 (between the media distribution function and the EPS)

The MCPTT-5 reference point, which exists between the media distribution function and the EPS, is used by the media distribution function of the MCPTT server to obtain unicast bearers with appropriate QoS from the EPS. It utilises the Rx interface of the EPS.

Editor's note: Interaction between a GCS AS and an IMS SIP core when interfacing to Rx from are for further study.

7.5.2.7
Reference point MCPTT-6 (between the MCPTT server and the EPS)

The MCPTT-6 reference point, which exists between the MCPTT server and the EPS, is used to request the allocation and activation of multicast transport resources for MCPTT application usage. The MCPTT-6 reference point uses the MB2-C interface as defined in 3GPP TS 29.468 [12].

7.5.2.8
Reference point MCPTT-7 (unicast between the media distribution function and the media mixer)

The MCPTT-7 reference point, which exists between the media distribution function and the media mixer, is used to exchange unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT client. The MCPTT-7 reference point uses the SGi reference point defined in 3GPP TS 23.002 [3].
7.5.2.9
Reference point MCPTT-8 (multicast between the media distribution function and the media mixer)

The MCPTT-8 reference point, which exists between the media distribution function and the media mixer, is used by the media distribution function of the MCPTT server to send multicast media to the media mixer of the MCPTT client. The MCPTT-8 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [10].

7.5.2.10
Reference point MCPTT-9 (multicast between the floor control server and the floor participant)

The MCPTT-9 reference point, which exists between the floor control server and the floor participant, provides floor control signalling between the floor control server and the floor participant over a multicast bearer. The MCPTT-9 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [10].

7.5.2.11
Reference point CSC-1 (between the identity management client and the identity management server)

The CSC-1 reference point, which exists between the identity management client and the identity management server, provides for the mutual authentication between the user equipment and the common services core on behalf of applications within the application plane.

7.5.2.12
Reference point CSC-2 (between the group management client and the group management server)

The CSC-2 reference point, which exists between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-2 reference point shall use SIP-1 and SIP-2 reference points for transport and routing of subscription/notification related signalling.
7.5.2.13
Reference point CSC-3 (between the MCPTT server and the group management server)

The CSC-3 reference point, which exists between the MCPTT server and the group management server, provides for the MCPTT server to obtain group information. The CSC-3 reference point shall use HTTP-2 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-3 reference point shall use SIP-2 reference point for transport and routing of subscription/notification related signalling.
7.5.2.14
Reference point CSC-4 (between the configuration management client and the configuration management server)

The CSC-4 reference point, which exists between the configuration management client and the configuration management server, provides the configuration information required for MCPTT services.

The CSC-4 reference point supports: 

· configuration of the MCPTT UE by the MCPTT service; and 

· configuration of the MCPTT application MCPTT service related information that is not part of group management (e.g. policy information) by the MCPTT UE. 

The CSC-4 reference point shall use the HTTP-1 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-4 reference point shall use SIP-1 and SIP-2 reference points for transport and routing of subscription/notification related signalling.

7.5.2.15
Reference point CSC-5 (between the MCPTT server and the configuration management server)

The CSC-5 reference point, which exists between the MCPTT server and the configuration management server, provides for the MCPTT server to obtain non-group MCPTT service related information (e.g. policy information). The CSC-5 reference point shall use HTTP-2 reference point for transport and routing of non-subscription/notification related signalling. The CSC-5 reference point shall use SIP-2 reference point for transport and routing of subscription/notification related signalling.

7.5.2.16
Reference point CSC-6 (between the identity management server and the MCPTT server)

The CSC-6 reference point, which exists between the identity management server and the MCPTT server, provides a means for the MCPTT server and the identity management server to share user identity information.

Editor's note:
The security solution for CSC-6 will be the responsibility of SA3.

7.5.2.17
Reference point CSC-7 (between the group management server and the group management server)

The CSC-7 reference point, which exists between group management servers, allows group management servers to handle group management related signalling in multiple MCPTT systems environment. The CSC-7 reference point shall use the HTTP-2, HTTP-3 and HTTP-4 reference points for transport and routing of non-subscription/notification related signalling. The CSC-7 reference point shall use SIP-2 and SIP-3 reference points for transport and routing of subscription/notification related signalling.

7.5.2.18
Reference point IWF-1 (between the MCPTT server and the interworking function to legacy systems)

The IWF-1 reference point, which exists between the MCPTT server and the interworking function to legacy systems, is not specified in the present document.

NOTE:
A subset of the functionality provided by the existing MCPTT reference points could be used to interconnect with legacy systems.

7.5.3
Signalling control plane

7.5.3.1
General

The reference points for the SIP and HTTP signalling are described in the following sub-clauses.
7.5.3.2
Reference point SIP-1(between the signalling user agent and the SIP core)

The SIP-1 reference point, which exists between the signalling user agent and the SIP core for establishing a session in support of MCPTT, shall use the Gm reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements and profiled to meet the minimum requirements for support of MCPTT). The SIP-1 reference point fulfils the requirements of the GC1 reference point specified in3GPP TS 23.468 [10]. The SIP-1 reference point is used for:

-
SIP registration;

-
authentication and security to the service layer;

-
event subscription and notification;

-
communication of the TMGI for multicast operation;

-
overload control; and

-
session management and media negotiation.

7.5.3.3
Reference point SIP-2 (between the SIP core and the SIP AS)

The SIP-2 reference point, which exists between the SIP core and the SIP AS for establishing a session in support of MCPTT, shall use the ISC and Ma reference points as defined in 3GPP TS 23.002 [3]. The SIP-2 reference point is used for:

-
notification to the MCPTT server of SIP registration by the MCPTT UE;

-
authentication and security to the service layer;

-
event subscription and notification;
-
communication of the TMGI for multicast operation; and

-
session management and media negotiation.

7.5.3.4
Reference point SIP-3 (between the SIP core and SIP core)

The SIP-3 reference point, which exists between one SIP core and another SIP core for establishing a session in support of MCPTT, shall use the Mm and ICi reference points as defined in 3GPP TS 23.002 [3]. The SIP-3 reference point is used for:

-
event subscription and notification; and

-
session management and media negotiation.

7.5.3.5
Reference point HTTP-1 (between the MCPTT UE HTTP client and the HTTP proxy)

The HTTP-1 reference point, which exists between the MCPTT UE HTTP client and the HTTP proxy, is used for MCPTT data management of the MCPTT service. The HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements). The HTTP-1 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 
-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between UE and network; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between UE and network.

Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether CSC-1 uses HTTP-1 reference point is FFS.

7.5.3.6
Reference point HTTP-2 (between the MCPTT server HTTP client and the HTTP proxy)

The HTTP-2 reference point, which exists between the HTTP client in the MCPTT server in a trusted domain and the HTTP proxy, is used for MCPTT data management of the MCPTT service. The HTTP-2 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); 
-
provides non-group management MCPTT service related information e.g. supports the transport of policy information between network entities; and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between network entities.

7.5.3.7
Reference point HTTP-3 (between the HTTP proxy and the HTTP server)

The HTTP-3 reference point, which exists between the HTTP proxy and the HTTP server, is used for MCPTT data management of the MCPTT service. 

7.5.3.8
Reference point HTTP-4 (between the HTTP proxy and HTTP proxy)

The HTTP-4 reference point, which exists between the HTTP proxy and another HTTP proxy in a different network, is used for MCPTT data management of the MCPTT service. The HTTP-4 reference point:

-
is based on HTTP (which may be secured using e.g. SSL, TLS); and

-
supports group management functionality i.e. supports the transport of group management information between different network.

7.5.3.9
Reference point AAA-1 (between the SIP database and the SIP core)

The AAA-1 reference point, which exists between the SIP database and the SIP core, is used by the SIP core to retrieve signalling plane data from the SIP database. The AAA-1 reference point utilises the Cx reference point as defined in 3GPP TS 23.002 [3].
NEXT CHANGE
9.2.1.2.2
Common services core

Common services core is composed of the following functional entities:

-
for common services, a configuration management server as described in subclause 7.4.2.2.2, a group management server as described in subclause 7.4.2.2.4 and an identity management server as described in subclause 7.4.2.2.6; and

-
for signalling control, an HTTP proxy as described in subclause 7.4.3.3.2 and an HTTP server as described in subclause 7.4.3.3.3.

NEXT CHANGE
9.2.1.3
SIP core

The SIP core provides rendezvous (contact address binding and URI resolution) and service control (application service selection) functions. It is composed of the following functional entities:

-
for signalling control, a local inbound / outbound proxy as described in subclause 7.4.3.1.3.2, a registrar finder as described in subclause 7.4.3.1.3.3 and a registrar / application service selection entity as described in subclause 7.4.3.1.3.4.

In some deployment scenarios the registrar and SIP database are located in the MCPTT service provider's network while the registrar finder is in the public operator's network and the AAA‑1 reference point is an inter-network interface.

NEXT CHANGE
9.2.1.6
UE 2

UE 2 is a device using ProSe UE-to-network relay, and supporting application(s) related to MCPTT. It is composed of the following functional entities:

-
for common services, a group management client as described in subclause 7.4.2.2.3, a configuration management client as described in subclause 7.4.2.2.1 and an identity management client as described in subclause 7.4.2.2.5;

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1 and an HTTP client as described in subclause 7.4.3.3.1; and

-
for media, a floor participant as described in subclause 7.4.2.3.3.
END OF CHANGES
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