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This contribution analyses requirements for configuring the MCPTT Service and proposes clarification that this is done on CSC-4
1. Introduction

TS 23.179 currently defines the Group Management Client and Server for management of MCPTT Groups and the Configuration Management Client and Server for the provision of parameters in the UE. However analysis of the requirements of TS 22.179 indicates that parameters are needed for configuration and management of the MCPTT Service and it is not clear how that is done.
2. Reason for Change

TS 22.179 has many requirements which are unrelated to Groups and also which cannot be fulfilled by configuration of the UE. For instance there are many requirements that relate to policies regarding Private Calls and timers for floor control and also many requirements related to authorisation policies for users. See proposed Annex B table for some of these.
The lack of clear Policy Management entities triggered discussion during the recent CT1 electronic meeting regarding the scope of one of the stage 3 specifications which currently only is related to Group Management.

CT1 also needs clarity on what management functionality is required on which reference points in order to define the stage 3.
It should be noted that the MCPTT Service can be utilised by multiple Mission Critical Organizations (see TS 22.179 5.18.2, 5.18. 3, 6.3 and 6.10).

5.18.2
General requirements

[R-5.18.2-001] The MCPTT Service shall be able to support multiple Mission Critical Organizations, each with their own MCPTT Users and MCPTT Groups, on the same MCPTT system.

[R-5.18.2-002] The MCPTT Service shall provide a means by which Mission Critical Organizations designate and manage (i.e., add, delete, change authorizations, etc.) MCPTT Administrators with authority to manage users, groups, other MCPTT Administrators, security controls, and other mission affecting parameters (e.g., authorizations and priorities) of the MCPTT Service.

[R-5.18.2-003] The MCPTT Service shall protect the operational privacy of Mission Critical Organizations by providing effective separation between the administrative and security management (e.g., key) parameters of those organizations except as authorized by the Mission Critical Organizations involved.

[R-5.18.2-004] The MCPTT Service shall protect the administrative and security management parameters of Mission Critical Organizations from viewing and manipulation by individuals (including those within and outside of the mission critical organization) not explicitly authorized by the Mission Critical Organization.

[R-5.18.2-005] The MCPTT Service shall provide a means by which Mission Critical Organizations may share subsets of their administrative and security parameters with other Mission Critical Organizations.

NOTE:
The purposes of these requirements protect the operational security of organizations while still allowing for interworking of MCPTT UE and Users under the control of the Mission Critical Organizations.

5.18.3
Operational visibility for Mission Critical Organizations

[R-5.18.3-001] The MCPTT Service shall provide a means by which an MCPTT Administrator associated with a Mission Critical Organization has visibility into the operational status of the service (e.g., during a natural disaster).

6.3
General requirements

[R-6.3-001] A PLMN shall support multiple MCPTT systems.

[R-6.3-002] An MCPTT system shall be capable of providing MCPTT Services to MCPTT Users in multiple PLMNs.

[R-6.3-003] The MCPTT Service shall provide a means by which changes performed by an MCPTT Administrator take effect immediately.

[R-6.3-004] The MCPTT Service shall provide a means by which changes performed by an MCPTT Administrator take effect at a specified date/time.
6.10
User Profile management

[R-6.10-001] The MCPTT Service shall be able to dynamically modify one or more pieces of information within the MCPTT User Profile (e.g., the list of MCPTT Groups for which the user has access credentials) while in use by the MCPTT User.

[R-6.10-002] The MCPTT Service shall provide a means by which an MCPTT Administrator designates that new or updated MCPTT User Profiles are to be installed at the MCPTT UE for immediate use by the MCPTT User.

[R-6.10-003] The MCPTT Service shall provide a means by which an MCPTT Administrator designates a particular time and date when new or updated MCPTT User Profiles are to be installed at the MCPTT UE for use by the MCPTT User.

[R-6.10-004] The MCPTT User Profile shall be construed to be sensitive user information and shall be provided end-to-end confidentiality when transferred between the MCPTT Service and MCPTT UE.

The representatives of the Mission Critical Organizations are therefore also users of the system (users with certain privileges and permissions not granted to ordinary users). Therefore the policies of the Mission Critical Organization need to be provisioned using an appropriate user interface not using mechanisms commonly used for telecommunications network management.
It also should be recognised that for on network operation the UE is not generally trusted to conform to any configured policies and so therefore the network needs to verify that the UE conforms to the policies set.
These requirements necessitate that it is clarified how MCPTT policies and other MCPTT service related information are configured by the MCPTT UE>.
2. Proposed Change

It is proposed to make the following changes to TS 23.179:

7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling.

Reference point MCPTT-1 also may provide the MCPTT server with location information with respect to multicast service availability for the MCPTT Client. 

Messages supported on this interface may include the MCPTT client reporting information on the MBMS area of service to the MCPTT server, indicating the area where the UE is currently located. This information comes from the broadcast by the local cell of the SIB1 and SIB15 (see 3GPP TS 36.331 [12]) as decoded by the UE.

Editor’s note:
There may be other mechanisms for the MCPTT server to discover this information. 

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] did not specify GC1 it did include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client.

Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

7.5.2.3
Reference point MCPTT-2 (between MCPTT server and MCPTT user database)

Provides for the MCPTT server to obtain information about a specific user.

7.5.2.4
Reference point MCPTT-3 (between the MCPTT server and MCPTT server)
The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling.
7.5.2.5
Reference point MCPTT-4 (between floor control server and floor control participant)

Provides floor control signalling between MCPTT server and MCPTT client.
7.5.2.6
Reference point CSC-1 (between identity management client and identity management server)

Provides for the mutual authentication between the user equipment and the common server's plane on behalf of applications within the application plane.

7.5.2.7
Reference point CSC-2 (between the group management client and the group management server)

The CSC-2 reference point, which exists between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 reference point for transport and routing of signalling.

7.5.2.8
Reference point CSC-3 (between MCPTT server and group management server)

Provides for the MCPTT server to obtain information about groups and shall use HTTP-2 reference point for transport and routing of signalling.

Editor’s note : Subscription/Notification over CSC-3 is FFS.
7.5.2.9
Reference point CSC-4 (between the configuration management client and the configuration management server)

Provides the configuration information required for MCPTT services between the configuration management client and the configuration management server. The CSC-4 reference point supports both configuration of the MCPTT UE by the MCPTT service and configuration of the MCPTT application with non-group management MCPTT service related information (e.g. policy information) by the MCPTT UE. The CSC-4 reference point shall use the HTTP-1 reference point for transport and routing of signalling.
