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Introduction
The division of the functional model into separate planes was proposed at SA6 #2 to simplify the description of the architecture and separate logically different functional areas, and although the use of ‘planes’ terminology is questioned by an editor’s note, the separation of functionality enabled the development of the architecture to the point that has currently been reached in draft TS 23.179.
Another contribution (S6-150874) proposes combination of the media and application planes due to the overlap in the functionality of the application and media planes.  This pCR builds on changes proposed in that contribution.
The architecture described in 23.179 in fact is a layered architecture, where the EPS bearers can be considered to be the lower layer (from the point of view of the MCPTT architecture); the SIP/signalling functionality can be considered a middle layer, making use of the EPS layer and providing routing to the application, and the MCPTT application space can be considered to be the application layer making use of the underlying layers for MCPTT purposes.
The deployment scenario for on-network in Clause 9 actually uses the term layers already, and this is a more appropriate use of terminology.

If we visualise the architecture as a set of horizontal layers, planes would normally be considered to be vertical separations of the functions within the layers; and would divide the functions into planes such as ‘control plane’, ‘user plane’ and ‘management plane’, where the management plane provides communication between layers for control or information purposes.  Of the currently defined interfaces in the functional model, nearly all are control plane, with the exception of MCPTT-7 and -8 being in the user plane, and MCPTT-5 and -6 being in the management plane.  A potential future change to 23.179 could introduce these terms if it were worthwhile, for example in the context of bearer control and usage.
This pCR proposes the renaming of the terminology of ‘planes’ to ‘layers’ to reflect the actual composition of the architecture, and to make the earlier clauses consistent with clause 9.
******************************* Start of first change **************************************
5.2.1
General architectural requirements

General MCPTT architectural requirements include:

a)
To develop economies of scale, it will be useful if network operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality. These operators may want to integrate many components of the MCPTT solution with their existing network architecture.


Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
The architecture should enable an application layer and signalling layer split for the provision of the MCPTT service.

c)
To enable parts of the MCPTT solution to be reused for other applications, the architecture should enable the Group Management functions (e.g. admission control; linking of groups; etc) to be implemented on a separate node from the main PTT functions (e.g. ‘call’ setup/termination; allocation of TMGI to UE; floor control; etc).

d)
There is a need to promptly form (and release) groups of users that span multiple Public Safety Network Administrations. To enable this, the architecture should provide the relevant Public Safety Network – Public Safety Network interfaces.

******************************* End  of first change **************************************
******************************* Start of second change **************************************
7.1
Introduction

The functional model for the support of MCPTT is defined as a series of layers to allow for the breakdown of the architectural description.


Further, each layer is expected to operate in an independent manner, providing services to the connected layers as and when requested by the connected layer, and requesting services from other layers as required.

As a consequence of this each layer should manage on its own behalf:

a)
use of identities. Each layer is therefore responsible for the privacy of that layer’s own identities; and

b)
security for that layer. This does not preclude a layer requesting security services from another layer, but that is a decision made within the layer, as to whether to use offered security services or mechanisms within the layer itself.

Editor's note:
Whether this applies to every layer needs to be evaluated and described later.

Editor's note:
A figure showing a complete functional model is given here.

7.2
Description of the layers

The following layers are identified:


a)
application layer. The application layer provides all of the services (e.g. call control, floor control) required by the user together with the necessary functions to support media control and transfer. It uses the services of the signalling control layer and bearer layer to support those requirements. The application layer also provides for the conferencing of media, transcoding of media, and provision of tones and announcements;
Editor's note:
It is for further study whether resource control via Rx is possible / needed from the application layer.

b)
signalling control layer. The signalling control layer provides the necessary signalling support to establish the association of users involved in a MCPTT call or other type of call and other services. The signalling control layer also offers access to and control of services applicable to calls. The signalling control layer uses the services of the bearer layer; and

c)
bearer layer. This layer provides the bearers, via resource control as defined within 3GPP TS 23.203 [4], needed to support the application layer, and the signalling control layer. The bearer layer is defined for LTE within 3GPP TS 23.401 [9].
Editor's note:
Whether bearer resource control and bearers should be separated is for further study.

Editor's note:
Additional words may be needed to cover multicast bearers.

7.3
Functional model description

Figure 7.3-1 shows the combined functional model for the application and media layers.
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Figure 7.3-1: Functional model for application and media layers
In the model shown in Figure 7.3-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios.

-
MCPTT-7 carries unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media resource function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE: MCPTT-8 utilises the MB2-u interface of the EPS.

Editor’s note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor’s note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

Figure 7.3-2 shows the functional model for the signalling layer.
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Figure 7.3-2: Functional model for signalling layer
In the model shown in Figure 7.3-2, the following apply:

-
The signalling layer identities may be provided by an HSS in some deployment scenarios where the PLMN operator is responsible for the SIP/IMS subscriptions.

-
The signalling layer identities may be provided by the MCPTT user database using the MCPTT-9 reference point in some deployment scenarios where the MCPTT operator is responsible for the SIP subscriptions.
******************************* End  of second change **************************************
******************************* Start of third change **************************************
7.4.2
Application layer
7.4.2.1
General

Entities within the application layer provide application control and media control and distribution functions.
7.4.2.2
Common services core

7.4.2.2.1
Configuration management client

Editor's note:
FFS.

7.4.2.2.2
Configuration management server

Editor's note:
FFS.

7.4.2.2.3
Group management client

7.4.2.2.4
Group management server

The group management server functional entity provides for management of groups supported within the MCPTT service provider.

All the group management clients supporting users belonging to a single group are required to use the same group management server for that group. A group management client supporting a user involved in multiple groups can have relationships with multiple group management servers.

The group management server will manage media policy information for use by the UE for media mixing.
7.4.2.2.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user.

The identity management server functional entity may reside in the same domain as the user’s MCPTT server.

7.4.2.2.6
Identity management client

This functional entity acts as the application user agent for MCPTT user identity transactions. It interacts with the identity management server.

Editor's note:
It is FFS whether this functional entity may be combined with some other user agents such as group management client and configuration management client.

7.4.2.3
MCPTT application service

7.4.2.3.1
MCPTT client

This functional entity acts as the user agent for all MCPTT application transactions. It also supports location reporting, presence, and status reporting.

Editor's note:
In the allocation of functional entities, this functional entity is allocated to the user's device. The Signalling user agent functional entity and floor participant functional entity are collocated with this functional entity, which is for further study.

7.4.2.3.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
keeping track of MCPTT UE location with respect to multicast service availability,

-
requesting the allocation of multicast resources utilizing the MRF,

-
announcing the association of multicast resources to calls to MCPTT UEs,

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport, 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs, and

-
informing the MRF of the media streams requiring support for a given call.
7.4.2.3.3
Floor participant

The floor participant functional entity is responsible for floor requests. This functional entity is located in the UE for both on-network and off-network operations.
7.4.2.3.4
Floor control server

This functional entity provides support for centralised floor control, for both on-network and off-network operation. It may provide arbitration between floor control requests between different users, grant the floor in response to successful requests, and provide queuing in cases of contention. For on-network operation, this functional entity is located with the MCPTT server. For off-network operation, this functional entity is located in the UE.
7.4.2.3.5
Media resource function controller

The Media resource function is responsible for the distribution of media to call participants. By means of information  provided by the MCPTT server (IP addresses, transport layer ports, etc.), it will provide the following functionality:

-
provide for the reception of uplink MCPTT UE media transmission by means of the MCPTT-7 reference point

-
replicate the media as needed for distribution to those participants using unicast transport

-
distribute downlink media to MCPTT UEs by IP unicast transmission to those participants utilizing unicast transport by means of the MCPTT-7 reference point

-
distribute downlink media to MCPTT UEs using multicast downlink transport of media for the call by means of the MCPTT-8 reference point.
7.4.2.3.6
Media mixer
This functional entity exists on the UE and provides support for combining multiple media streams into one media stream through the enforcement of media policy information.

******************************* End  of third change **************************************
******************************* Start of fourth change **************************************
7.4.3
Signalling control layer
Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem MGCF in order to provide interworking with non-LTE PTT systems.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem MRB in order to provide support for allocation of MRF resources within or between MCPTT systems.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem SLF in order to provide support for allocation of database resources within networks.

Editor's note:
It is for further study whether we need functionality equivalent to the IM CN subsystem IBCF (session border controllers) or other routers at the signalling control level.

Editor's note:
Functional entities for a potential multicast signalling protocol are for further study.

******************************* End of fourth change **************************************
******************************* Start of fifth change **************************************














7.4.4
Bearer layer
7.4.5
Non-layer specific entities

7.4.5.1
Public network operator subscriber database

The subscriber database functional entity acts as the repository for certain subscriber data. For each layer, following data requirements are identified:

-
Signalling Layer: If the public network operator provides the Registrar functions of the SIP Core, it provides the repository for the data related to the functions of the SIP Core, e.g. for data for application service selection, the identity of the serving Registrar or authentication related information. The access to the data is restricted to the SIP Core entities that are specifically serving the subscriber/user whose data are stored. i.e. Registrars and Registrar Finders can access only SIP Core databases when they belong to the same public network operator.

Editor's note:
In the IM CN subsystem, this is equivalent to a subset of the HSS functionality.

7.4.5.2
MCPTT user database

This functional entity provides a database containing details of all user configuration information with the MCPTT service provider. User configuration information is determined by the MCPTT service provider. For each layer, following data requirements are identified:

-
Application Layer: 

-
Signalling Layer: If the public network operator provides the Registrar functions of the SIP Core, it provides the repository for the data related to the functions of the SIP Core, e.g. for data for application service selection, the identity of the serving Registrar or authentication related information. The access to the data is restricted to the SIP Core entities that are specifically serving the subscriber/user whose data are stored. i.e. Registrars and Registrar Finders can access only SIP Core databases when they belong to the same public network operator.

Editor's note:
When provided by the MCPTT service provider, it is for further study whether this may be independent from the functional entity containing details of the MCPTT user database within the MCPTT service provider.

Editor's note:
In the IM CN subsystem, this is equivalent to a subset of the HSS functionality.

Editor's note:
Suitable material for this subclause may be in 3GPP TR 23.779 subclause 5.2.1.1.5.1 and within 3GPP TR 23.779 subclause 5.2.3.1. 

Editor's note:
This functional entity may be split after further study.

******************************* End of fifth change **************************************
******************************* Start of sixth change **************************************
7.5.2
Application layer
7.5.2.1
General

The reference points for the application control functions of the application layer are shown in figure 7.5.2.1-1:
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Figure 7.5.2.1-1: Application layer reference points for application control functions between MCPTT client and MCPTT server
The reference points for the media control and distribution functions of the application layer are shown in figure 7.5.2.1-2:
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Figure 7.5.2.1-2: Application layer reference points for media control and distribution functions between MCPTT server, EPS and MCPTT server

7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling.

Reference point MCPTT-1 also may provide the MCPTT server with location information with respect to multicast service availability for the MCPTT Client. 

Messages supported on this interface may include the MCPTT client reporting information on the MBMS area of service to the MCPTT server, indicating the area where the UE is currently located. This information comes from the broadcast by the local cell of the SIB1 and SIB15 (see 3GPP TS 36.331 [12]) as decoded by the UE.

Editor’s note:
There may be other mechanisms for the MCPTT server to discover this information. 

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] did not specify GC1 it did include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client.

Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

7.5.2.3
Reference point MCPTT-2 (between MCPTT server and MCPTT user database)

Provides for the MCPTT server to obtain information about a specific user.

7.5.2.4
Reference point MCPTT-3 (between the MCPTT server and MCPTT server)
The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling.
7.5.2.5
Reference point MCPTT-4 (between floor control server and floor control participant)

Provides floor control signalling between MCPTT server and MCPTT client.
7.5.2.6
Reference point MCPTT-5 (between media resource function and EPS)

The MCPTT-5 reference point is used by the media resource function of the MCPTT server to obtain unicast bearers with appropriate QoS from the EPS.  It utilises the Rx interface of the EPS.

Editor’s note: Interaction between a GCS AS and an IMS SIP core when interfacing to Rx from are for further study

7.5.2.7
Reference point MCPTT-6 (between media resource function and EPS)

Reference point MCPTT-6 is used to request the allocation and activatation of multicast transport resources for MCPTT application usage. It uses the MB2-C interface as defined in 3GPP TS 29.468 [11].

7.5.2.8
Reference point MCPTT-7 (unicast between media resource function and media mixer)

The MCPTT-7 reference point is used to exchange unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT client.

7.5.2.9
Reference point MCPTT-8 (multicast between media resource function and media mixer)

The MCPTT-8 reference point is used by the media resource function of the MCPTT server to send multicast media to the media mixer of the MCPTT client.  It is sent via the MB2-u interface of the EPS.

7.5.2.10
Reference point CSC-1 (between identity management client and identity management server)

Provides for the mutual authentication between the user equipment and the common server's layer on behalf of applications within the application layer.

7.5.2.11
Reference point CSC-2 (between the group management client and the group management server)

The CSC-2 reference point, which exists between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 reference point for transport and routing of signalling.

7.5.2.12
Reference point CSC-3 (between MCPTT server and group management server)

Provides for the MCPTT server to obtain information about groups and shall use HTTP-2 reference point for transport and routing of signalling.

Editor’s note : Subscription/Notification over CSC-3 is FFS.
7.5.2.13
Reference point CSC-4 (between the configuration management client and the configuration management server)

Provides the configuration information required for MCPTT services between the configuration management client and the configuration management server.

7.5.3
Signalling control layer 

7.5.3.1
General

The reference points for the SIP and HTTP signalling are shown in figure 7.5.3.1-1:
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Figure 7.5.3.1-1: Reference points for the signalling layer
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Figure 7.5.3.1-2: Reference points for the signalling layer between multiple MCPTT servers
******************************* End of sixth change **************************************
******************************* Start of seventh change **************************************















7.5.4
Bearer layer
Editor's Note:
The contents of this section are FFS.

******************************* End of seventh change **************************************
******************************* Start of eighth change **************************************
8
Identities

Editor's note:
This subclause contains a brief description of any identities used within the functional model.
8.1
Application layer
MCPTT user identity: It uniquely identifies a MCPTT user and related user profile at MCPTT AS layer. 

There are attributes associated with the MCPTT user identity configured in the MCPTT AS that relate to the human user of the UE.  Typically this information identifies the individual user, by name or via a public MCPTT ID, and would also identify the user's organization or agency.  It may also be associated with a profile at MCPTT application layer. These and other attributes associated with an MCPTT user identity can be used by the MCPTT AS to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user’s role as an incident commander could automatically be used by the MCPTT AS to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.. 

The MCPTT user identity is relevant to the MCPTT client and the MCPTT AS, but is opaque to the signalling infrastructure.

A default or temporary MCPTT user identity may be used where a user is not yet associated with a device.

8.2
Signalling control layer
The private user identity uniquely identifies a particular instance of an MCPTT user agent to a signalling layer registrar function, and to the MCPTT application server.

NOTE:
this identity is distinct from the MCPTT user identity, and does not identify the MCPTT user.
All signalling messages between an MCPTT user agent and an MCPTT application server use the private user identity as the identifier to enable signalling messages to be routed through the system.  It may be associated with a profile at the signalling control layer layer. When the signalling user agent sends registration requests to the registrar / application service selection, this identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This identity fulfills the same functions as the private user identity defined in 3GPP TS 23.228 [5]

Editor’s note:
Definitions of public user identity and GRUU or equivalent will be required to be defined.

8.3
Relationship between identities in different layers

The following relationships exist between the MCPTT user identity and the private user Identities:

-
A User identified by an MCPTT user identity may simultaneously access MCPTT AS services from more than one MCPTT client identified by their respective private user identities.

-
A single private user identity may be used by more than one MCPTT user identity.

Where the precise mapping is not known, a default MCPTT user identity is defined to meet some specific MCPTT service requirement.

******************************* End of eighth change **************************************
******************************* Start of ninth change **************************************
10
Procedures and information flows

Editor's note:
The term ‘plane’ shall be replaced by the term ‘layer’ throughout this clause.

******************************* End of ninth change **************************************
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