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Abstract: this contribution propose the information flow for MCPTT user profile function in TS 23.179.
1. Discussion
Some requirements for user profile in TS 22.179:
The MCPTT Service supports MCPTT User Profiles. The MCPTT User Profile contains important information related to the MCPTT User receiving the MCPTT Service, including the MCPTT User identity, which is globally unique and independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator. Part of the content of the MCPTT User Profile (e.g., containing some display preferences, some UE audio settings, some address books) can be set/modified/updated by the MCPTT User, but significant portions might be set/modified/updated only by authorized persons. The MCPTT User Profile is stored permanently in database(s) associated with the infrastructure providing the MCPTT Service. Relevant parts of the profile might be downloaded to and cached temporarily or permanently on certain MCPTT UEs. When stored on an MCPTT UE, the MCPTT User Profile associated with an MCPTT User might be confidentiality and integrity protected, with the information available only to a trusted application client associated to the MCPTT User, upon authentication. The MCPTT User Profile information can be synchronized automatically or on demand between the cache on the MCPTT UE and the main copy held in the database(s) of the MCPTT Service infrastructure. The MCPTT User Profile is part of the MCPTT application service domain and forms the basis of MCPTT application layer security and identifies an MCPTT User to the MCPTT Service.

[R-5.10-001] The MCPTT Service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's: information, including permissions and privileges with respect to the MCPTT Service.

 [R-5.10-002] The MCPTT Service shall provide a means for an MCPTT Administrator to manage the MCPTT User Profile for MCPTT Users within their authority.

The SA3 work in TR33.879 also addressed that:
In order to use the MCPTT Application, the MCPTT Service needs to configure the MCPTT UEs to use the MCPTT Service. Furthermore, in order to allow an MCPTT User access to user-specific services, the MCPTT Service needs to configure the MCPTT UE with user-profile information.

MCPTT UE configuration may include application configuration, cryptographic algorithms, available services (e.g. ProSe), global policies, etc. The MCPTT User-profile may include authorisation to use specific services, MCPTT Groups, group affiliations, the default selected group. The configuration process(es) may be used to enable or to disable access to MCPTT services.

These requirements indicate that permissions and privileges for an MCPTT UE/user to access the MCPTT service can be configured in the MCPTT user profile, which is based on MCPTT layer user identity. The application client where the user profile function resides on should be trusted by MCPTT infrastructure.
Hence the user profile is considered as basic function for MCPTT service access. A generic working flow should be provided at stage 2 work. The contribution proposed an information flow involving the MCPTT user database, Identity management and Configuration management.
2. Proposal
It is proposed to add the following information flow to clause 10 in TS 23.179.
********************************Start of change**********************************
10.X
MCPTT user profile
10.X.1
Functional description

Editor’s note:
The functional description is FFS.

10.X.2
Procedures

The information flow for MCPTT user obtaining the user profile is illustrated in figure 10.X.2-1.
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Figure 10.X.2-1: MCPTT user obtain the user profile
1.
The Identity Management Client performs user authentication procedure with Identity Management Server.

2.
The Configuration Management Client sends Get User Profile Request to Configuration Management Server. The Configuration Management Client provides user ID and the authentication token acquired in step 1.

3.
The Configuration Management Server performs authentication token check with Identity Management Server.

4.
The Configuration Management Server interacts with MCPTT User Database to get the MCPTT user profile.

Note: it is assumed that the communication path between MCPTT User Database and Configuration Management Server is available.
5.
The Configuration Management Server sends Get MCPTT User Profile Response to Configuration Management Client to confirm that the MCPTT user profile request can be obtained by the MCPTT user.
*********************************End of change**********************************
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