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Abstract: In order to support dynamic mapping relationship between the IMPU and the MCPTT user ID, it is proposed to make use of the access token.
Discussion
An IMPU is usually stored in the ISIM and is used to route signaling messages. If the MCPTT user ID is tightly coupled with the IMPU, i.e. an MCPTT user is tied to a device, it will become difficult to support e.g. shared UE scenario. Therefore, the mapping relationship between them should be allowed to be dynamic.
Proposal 1: The mapping relationship between the IMPU and the MCPTT user ID can be dynamic.

We believe that the access token provided by the identity management server can be used to make this dynamic relationship between the MCPTT user ID and the IMPU work. According to the figure (Figure 10.3-1 in TS 23.179) below, the user is authenticated by the identity management server and the identity management server provides the client with an access token if MCPTT user authentication is performed in step 1.
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1. MCPTT user performs user authentication and acquiresan access token.


The usual purpose of the token is to prove to an entity what has been performed in another entity. In the light of this, we believe that the basic role of the access token described in step 1 is to prove, to the MCPTT server, that the user has been authenticated by the identity management server.
Proposal 2: The access token should be used to prove to the MCPTT server that the user has been authenticated by the identity management server.
In addition to the proof of the use authentication, the token can be exploited for the verification of the mapping relationship between the MCPTT user ID and the IMPU. The identity management server can create the token based on the MCPTT user ID and the IMPU during step 1 in the figure above. During the 3rd party registration, the MCPTT server may receive the MCPTT user ID/IMPU and the token from the SIP core. With this token, the MCPTT server can verify the relationship between the MCPTT user ID/IMPU and, if verified, the relationship can be saved in the MCPTT server.
Proposal 3: The access token should be used by the MCPTT server to verify the relationship between the MCPTT user ID and IMPU.

Text proposal
*** Start of the changes ***
7.4.2.1.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user. If the MCPTT client authentication is successfully performed with the identity management server, then the identity management server provides the identity management client with an access token. The access token is used by the MCPTT server to verify that the MCPTT user authentication is successful.
The identity management server functional entity may reside in the same domain as the user’s MCPTT server.

*** Skip unchanged text ***

8.3
Relationship between identities in different planes

The following relationships exist between the MCPTT user identity and the private user Identities:

-
A User identified by an MCPTT user identity may simultaneously access MCPTT AS services from more than one MCPTT client identified by their respective private user identities.

-
A single private user identity may be used by more than one MCPTT user identity.

Where the precise mapping is not known, a default MCPTT user identity is defined to meet some specific MCPTT service requirement.

The relationship between the MCPTT user identity and the public user identity is stored in the MCPTT server, after successful MCPTT authentication. If the verification of the relationship is required, e.g. in case the MCPTT service provider and the home network operator belong to the different organizations, the relationship is verified by an access token.
*** End of the changes ***
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3. Signalling user agent performs SIP registration to SIP core. The MCPTT client performs the service authorization with the MCPTT server.


SIP core


1. MCPTT user performs user authentication and acquires an access token.


Identity
management server


MCPTT 
server


2. Signalling user agent establishes a secure connection to the SIP Core.


Identity management client



