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Abstract: This contribution focus on SA1 requirement about UE acess control and propose to enhance SPAC mechanism to meet the requirement .
1. Introduction
There is the description about the EPS acess control according to MCPTT priority in TS 22.179 when there is  access congestion where it is mentioned about using mechanisms like Access Class Barring, Service Specific Access Control , Access Control for Circuit Switched Fallback, Extended Access Barring. Although specification of  EPS acess control is not within SA6 scope, it is still proposed to start the discussion within SA6 since both application layer and EPS configuration are part of the whole solution, and SA6 is the main  task group for MCPTT.
2. Discussion 

2.1 Requirement 
The following requirement are described in TS 22.179. 
“4.6.4
Handling of MCPTT priority information for interactions at the transport layer
At the Transport Layer, the MCPTT Service uses LTE controls to adapt the overall behaviour of the MCPTT System to the needs for resources and/or preferential treatment over other contenders, based on the priority information accompanying the request.

The following four LTE controls are available, to be used as necessary, based on the phase of the MCPTT call: 

· EPS Access Controls;

· UE Access Controls;

· EPS Admission Controls; and

· EPS Scheduling Controls.

EPS Access Controls and UE Access Controls are used to allow preferential treatment of public safety UEs in situations of access congestion. The controls use LTE priority and QoS mechanisms (e.g., using mechanisms like Access Class Barring, Service Specific Access Control, Access Control for Circuit Switched Fallback, Extended Access Barring).
6.8.2
EPS access controls

[R-6.8.2-001] The EPS shall, subject to operator policy, provide a means for the MCPTT Service to influence the modification of the LTE access parameters used by the network to admit MCPTT UEs within a defined area.”
2.2 Mechanism of the ACB and SSAC
The figure 1 shows the ACB and SSAC access control mechanism.

· For ACB access control mechanism:

ACB access control is a mechanism which is based on the access class (i.e. Classes 0-15) of the UE. When eNB determines there is a need to enable the ACB control mechanism, it will send SIB2 with AC barring information. The Access Stratum layer stores the control information and determines whether to initiate RRC Connection request based on the AC barring parameters and the UE’s access class.

· For SSAC access control mechanism:

SSAC is applied to access control for telephony services (MMTEL). When the SSAC is enabled, the eNB sends SIB2 with SSAC related information. When UE decides to initiate MMTEL service, the upper layer firstly request the SSAC control information from the AS layer, the AS layer forwards the control parameters to upper layer and the upper layer determine to initiate service request message based on the SSAC parameters.
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Figure 1 access control mechanism
2.3 How to enhance ACB and SSAC mechanism to meet the SA1 requirement

 There are two types of MCPTT priorities needs to be taking into account:1) MCPTT User priority 2) MCPTT group priority if MCPTT User is to paticipate a MCPTT call.  

The currrent SSAC and ACB access control mechanism cannot meet the requirement of finer granularity control (i.e.based on the  MCPTT priorities).
For limiting the EPS access according to MCPTT User priority or/and MCPTT group priority, Access control of User Category Access Class( UCAC) and Group Access Class(GAC) based on the control principle of ACB and SSAC are proposed as followed figure 2.
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Figure 2 access control mechanism based on MCPTT priorities
Figure 2 Access control based on MCPTT priorities  UE can determine the user’s UCAC and the group’s GAC based on the priority which are privided by MCPTT server. eNB can initiate access control based on UCAC or GAC based on the network overload status.
The precondition for this solution is that, for each MCPTT user the User priority and Group priory for EPS access should be pre-provisioned. This EPS acess priority for MCPTT user/group should match with the available priority provided by EPS.  So MCPTT AS should be able to define for each MCPTT user and MCPTT group according to the user/group attribute and the EPS capability(supporting multiple priority levels for EPS acess control).  
3. Proposal 

It is proposed SA6 accepted the following PCR to 23.179. It is also propose to indicate the related group SA2/RAN2 about the SA1 requirement and also progress in SA6.
*******************************Begin of change 1*****************************************

3.1
Definitions

User category access class (UCAC): Priority allocated to a specific MCPTT user by MCPTT system to control the priority of EPS access in the situation of access congestions. 
Group access class (GAC): Priority allocated to a specific MCPTT group by MCPTT system to control the priority of EPS access in the situation of access congestions. 
*******************************End of change 1*****************************************

*******************************Begin of change 2*****************************************

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

GAC
Group Access Class

MCPTT
Mission Critical Push To Talk

MCPTT AS
MCPTT Application Server

OMA
Open Mobile Alliance

PCPS
Push to Communicate for Public Safety
PTT
Push To Talk
UCAC
User Category Access Class
*******************************End of change 2*****************************************

*******************************Begin of change 3*****************************************
5.2.x EPS access control configuration requirements

The user configuration data should include the user category access class( UCAC)  for EPS acess control which is allocated by MCPTT AS according to user attribute and the EPS capability (supporting multiple priority levels for EPS acess control).
The group configuration data should include the Group Access Class(GAC) for EPS acess control which is allocated by MCPTT AS according to group attribute and the EPS capability (supporting multiple priority levels for EPS acess control).
*******************************End of change 3*****************************************
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