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1.
Introduction
This contribution aims to correct some editorial errors in the TS23.179.
2.
Discussion
Some minor errors in figure7.5.2.1-1, section 7.5.3.6, section 10.9.1.6 and section 10.14 of TS23.179 are exist, there is a need to correct these errors to guarantee the accurate of the figure and text. 
3.
Proposal
It is kindly to agree with the following changes.
*************************************Start of  first change************************************
7.5.2.1
General

The reference points for the application plane are shown in figure 7.5.2.1-1:
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Figure 7.5.2.1-1: Reference points for the application plane between MCPTT client and MCPTT server
*************************************Start of  second change********************************
7.5.3.6
Reference point HTTP-2 (between the MCPTT server and the HTTP server)

The HTTP-2 reference point , which exists between the MCPTT server in a trusted domain and the HTTP server for MCPTT data management of the MCPTT service. The HTTP-2 reference point is:

-
based on HTTP (which may be secured using e.g. SSL, TLS); and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between network entities.
*************************************Start of  third change********************************
10.9.1.6
Floor control messages description

Table 10.9.1.6-1 describes the semantic, the transport mode(s) and the information elements of the floor control messages supported between the MCPTT floor participant and the MCPTT floor control server.

Table 10.9.1.6-1: Floor control messages

	Messsage
	Semantic
	Transport Mode
	Parameters

	Floor participant to floor control server messages

	Floor request
	Request the floor for a media transfer
	Unicast (to floor control server)
	Requester’s identity

Source identifier

Floor priority

	Floor release
	End of media transfer
	Unicast (to floor control server)
	Source identifier

	Queue position request
	Request position in the queue
	Unicast (to floor control server)
	Source identifier

	Floor control server to floor participant messages

	Floor granted
	Grant the floor for a media transfer
	Unicast (to granted floor participant)
	Source identifier

Duration

	Floor rejected
	Refuse a floor request
	Unicast (to refused floor participant)
	Source identifier

Rejection cause

	Queue position
	Request is queued
	Unicast (to queued floor participant)
	Source identifier

Queue position info

	Floor revoke
	Indicate the floor is revoked to the previously granted party
	Unicast (to revoked floor participant) and Unicast or Broadcast (to other floor participants)
	Granted party's identity (if any)

Source identifier

	Floor taken
	Indicate the floor is granted to another party
	Unicast or Broadcast
	Granted party’s identity

Source identifier

Current Floor priority

Permission to request the floor

	Floor released
	Indicate the floor is released by the talking party
	Unicast or Broadcast
	Source identifier

	Floor idle
	Indicate the floor is not granted to any party
	Unicast or Broadcast
	Source identifier


The main parameters of floor control messages are:

-
Users identities: identities from the MCPTT application domain, for requester, talker, granted, rejected queued and revoked parties. User identities may also be aliases;

-
Source identifier: identifies the communication, e.g. by identifying the media flow within a media multiplex, present only in case of media multiplexing;

-
Floor priority: the priority of the request, relative to requests from other parties;

-
Duration: the time for which the granted party is allowed to transmit;

-
Permission to request the floor: indicates whether receiving parties are allowed to request the floor or not (e.g. broadcast call); and

-
Queue position info: position of the queued floor request in the queue.

NOTE: 
Parameters are present in the messages only if they cannot be deduced from the transport context (e.g. user’s identity is not necessary when the message is sent in unicast to that user).

Some floor control messages can also piggyback call control messages to provide efficient call setup and clearing:

-
Call setup request is optionally carried in Floor request (uplink) or Floor taken (downlink, can be broadcast); and

-
Call release request is optionally carried in Floor release (uplink) or Floor released (downlink, can be broadcast).

Editor’s Note: The exhaustive list and definitions of parameters are FFS.
*************************************Start of  Fourth change********************************
10.14
UE-to-network relay MCPTT service

The ProSe UE-to-network relay provides a purely layer 3 IP data routing service, when the remote UE loses the coverage of cellular network and the MCPTT user on the remote UE requires to access the MCPTT service via a ProSe UE-to-network relay.

The application layer signalling for the MCPTT user on a remote UE are identical to the application layer signalling for the MCPTT user on an on network UE.
**************************************End of  change************************************
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