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Abstract: <This contributions foucs on the specification supporting MCPTT user logging from Mutiple UEs.>
1. Introduction
According to SA1 requirement, an MCPTT User can simultaneously have several active MCPTT UEs. This contribution will focus on the requirement and identify the possible requirement to change the existed signalling flow to reflect that case.
2. Discussion 
For each MCPTT user, it may perform the following signalling procedure for getting MCPTT service.

· Service registration

· Affiliation 

· Group call setup( originating side or terminating side)

· Private call setup

· Group management( Being notified about the creation of new group).

These signalling flow may need to be changed to cover the case that one MCPTT user logging from mutiples MCPTT Ues. 

This contribution mainly focus on the possible impact to the Service registration procedure. The impact to service registration is that MCPTT server need to store multiple registraion information each may have different service setting.
SA1 also have the following requirement about mutiple UEs.

“ 6.11
Support for multiple devices
[R-6.11-001] The MCPTT Service shall provide a notification to the MCPTT User if the MCPTT User is already logged on to another MCPTT UE.”
Accordingly, it is proposed to change the flow as the following CR.
**************************Begin of the CR***************************
10.3
User authentication for MCPTT service 

NOTE:
Flow 10.3-1 is a high level user authentication flow. SA3 is responsible for defining the specific security and authentication mechanisms required by the MCPTT service in order to realize the MCPTT user authentication requirements as defined in 3GPP TS 22.179 [2].

The user authentication process shown in flow 10.3-1 may take place in some scenarios as a separate step independently from a SIP registration phase, for example if the SIP server is outside the domain of the MCPTT server.

A possible flow for this is illustrated in figure 10.3-1. Other alternatives are possible, such as authenticating the user within the SIP registration phase.
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Figure 10.3-1: MCPTT user authentication and registration, single domain

1.
In this optional step the identity management clientbegins the user authorization procedure. The MCPTT user supplies the user credentials (e.g. Biometrics, secureID, username/password) for verification with the identity management server.

2.
The signalling user agent establishes a secure connection to the SIP core for the purpose of SIP level authentication and registration.

3.
The signalling user agent completes the SIP level registration with the SIP core (and an optional third-party registration with the MCPTT server). The MCPTT client performs the MCPTT service authorization for the user. Step 3 may utilize the results of step one depending on the authentication mechanism for the MCPTT user.
      If for the same MCPTT user, the MCPTT server already has the registration record for this MCPTT user but from different MCPTT UE, the new registration does not override the existing record. The MCPTT server will store multiple registration records for this MCPTT user with different client settings. The MCPTT server shall also send the notification to the MCPTT clients on both UEs　

******************************End of the CR*******************************************
_1497914664.vsd
opt


[parameters]


Add a comment


￼


Collect data from a user


�

loop


[parameters]


title


[parameters]


MCPTT client


Signalling user agent


3. Signalling user agent performs SIP registration to SIP core. The MCPTT client performs the service authorization with the MCPTT server.


SIP core


1. MCPTT user performs user authentication and acquires an access token.


Identity
management server


MCPTT 
server


2. Signalling user agent establishes a secure connection to the SIP Core.


Identity management client



