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Introduction 

TS 23.179 uses the terms "administrator", "authorized MCPTT user", "authorized user", "controller", and "dispatcher", which are sometimes used interchangeably. TS 22.179 does not define (or contain) the term "controller", or "authorized user" which seems to be a general term to mean administrator, dispatcher, or person with MCPTT account details depending on the context.
The changes below consolidate these terms into "administrator" and "dispatcher" and "user". 

*** first change *** 

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT User.
Floor control: An arbitration system in an MCPTT Service that determines who has the authority to transmit (talk) at a point in time during an MCPTT call.

Group affiliation: A mechanism by which an MCPTT user’s interest in one or more MCPTT groups is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT Group(s).
Group de-affiliation: A mechanism by which an MCPTT user’s interest in one or more MCPTT groups is removed.
Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised  support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT User to perform some action to accept or reject the call setup.
MCPTT service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.
MCPTT system: The collection of applications, services, and enabling capabilities required to provide Mission Critical Push To Talk for a Mission Critical Organization.

Mission Critical Push To Talk: A group communication service with fast setup times, ability to handle large groups, strong security and priority handling.

Off-network MCPTT Service: The collection of functions and capabilities required to provide MCPTT using ProSe Discovery and the ProSe Communication path for MCPTT Users using Public Safety ProSe-enabled UEs as a direct communication between UEs using E-UTRA or possibly via a ProSe UE-to-UE Relay.

On-network MCPTT Service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

Partner MCPTT system: Allied MCPTT system that provides MCPTT services to an MCPTT user based on the MCPTT user profile that is defined in the primary MCPTT system of that MCPTT user.
Primary MCPTT system: MCPTT system where the MCPTT user profile of an MCPTT user is defined.
Private call: A call between a pair of MCPTT Users using the MCPTT Service with or without MCPTT Floor control.
UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-Network Relay using ProSe direct communication paths to provide the last hop radio bearer(s).
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

Dispatcher
MCPTT Administrator
MCPTT UE

MCPTT user

*** next change *** 
5.2.5
Group affiliation and de-affiliation
Group affiliation can be achieved through the following two methods:

a.
Explicit Affiliation: An MCPTT user provides interest in one or many MCPTT groups using the MCPTT UE. An MCPTT administrator (for group creation) or dispatcher (for regrouping) may remotely modify another MCPTT user’s affiliation to a MCPTT group.

b.
Implicit Affiliation: MCPTT user’s affiliations to MCPTT groups are determined through configurations and policies at the MCPTT UE or MCPTT service and performed implicitly by the associated MCPTT UE or MCPTT service. 

NOTE:
Group affiliation is not the same as group membership; however, an MCPTT user must be a member of a group prior to becoming an affiliated member of that group.
The following functionality shall be enabled by the MCPTT service for the MCPTT users affiliated to the MCPTT groups.

-
MCPTT users receive notifications for group call setup and invitation for their affiliated group(s). 

-
MCPTT users can select amongst their affiliated group a Selected MCPTT group for media transmission. Thus, allowing the MCPTT user to initiate a new group call or transmit in an existing group call.

-
MCPTT users receive media and events from their affiliated group(s).

Group de-affiliation indicates that the MCPTT user is no longer affiliated to that MCPTT group, and therefore is not able to perform any actions that are associated with an affiliated member e.g. receive media, notifications, etc. De-affiliation can occur either through MCPTT user’s explicit request, or implicit (e.g. changed as the result of another action, such as the user logging off).
*** next change *** 
5.2.8
MCPTT UE-to-network relay requirements

To support the requirement that a public safety ProSe UE-to-network relay shall be able to restrict the relayed group communication on a per group basis, the MCPTT service should be able to provide a means for an MCPTT administrator to configure a ProSe UE-to-network relay  with a list of allowed MCPTT groups.
*** next change *** 
10.1
MCPTT configuration

Editor's note:
This subclause is a placeholder for description of configuration for both on-network and off-network.

10.2
MCPTT group and membership configuration metadata

10.2.1
Functional description

Editor’s note:
The functional description is FFS.

10.2.2
Procedures

Editor’s note:
The procedures description is FFS.

10.2.3
Structure of metadata

The group configuration metadata includes the following information elements:

-
MCPTT group identity

-
group owner

-
group call ongoing or not

-
group policy

The group membership metadata includes the following information elements:

-
MCPTT user identity

-
user priority

-
participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator)

-
affiliation status
*** next change *** 
10.6
Group management (on-network)
10.6.1
General

Dynamic group management procedures apply to on-network MCPTT service only.

Group regrouping enables dispatchers to temporarily combine different MCPTT groups.

User regrouping enables dispatchers to instantaneously provide a dedicated MCPTT group to individual MCPTT users to enable the required communication.

10.6.2
Group regrouping

10.6.2.1
Temporary group formation - group regrouping within an MCPTT system

The information flow in figure 10.6.2.1-1 below illustrates the group regroup operations to create a temporary group within an MCPTT system. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.
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Figure 10.6.2.1-1: Group regroup for the groups within the same MCPTT system

1.
The group management client of the dispatcher/authorized MCPTT user/UE requests group regroup operation to the group management server, where the groups being combined are within the same MCPTT system. The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group1 or group2 is a temporary group. If group 1 or group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed. 

3.
The group management server creates and stores the information of the temporary group, including the temporary group identity, the identities of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

4.
The group management server notifies the MCPTT server regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id.

5.
The group management server notifies the affiliated MCPTT group members of the constituent MCPTT groups, possibly with an indication of lower security level.

6.
The group management server provides a group regroup confirmation response to the group management client of the dispatcher/authorized MCPTT user/UE.
10.6.2.2
Temporary group formation involving multiple MCPTT systems

The information flow in figure 10.6.2.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MCPTT systems. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users’ information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server – GMS1 and MCPTT server (primary). The partner MCPTT system consists of the group management server – GMS2 and MCPTT server (partner).

3.
The group management client of the dispatcher/authorized MCPTT user/UE belongs to the primary MCPTT system.
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Figure 10.6.2.2-1: Temporary group formation - group regrouping involving multiple MCPTT systems

1.
The group management client of the dispatcher/authorized MCPTT user/UE requests group regroup operation to the group management server - GMS 1 (which is the group management server of the dispatcher/authorized MCPTT user/UE). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.
2.
The GMS1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
3.
GMS1 forwards the group regroup request to the target GMS2 with the information of GMS2 MCPTT groups.

4.
The GMS2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
5.
GMS2 provides a group regroup response. Due to security aspects concerning sharing information among different MCPTT systems, GMS2 does not share the users’ information of the groups under its management to GMS1.

6.
The GMS1 creates and stores the information of the temporary group, including the temporary group identity, off-network information, and the identities of the groups being combined, the priority level of the temporary group, and the security level of the temporary group.

7.
The GMS1 notifies the primary MCPTT application server regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id.

8.
The GMS1 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS1, possibly with an indication of lower security level.

9.
GMS1 notifies GMS2 about its group regroup operation. GMS2 also stores the information about the Temporary group including the temporary group identity, the identities of the groups being combined, the priority level of the temporary groupand the security level of the temporary group.

10.
The GMS2 notifies the partner MCPTT server regarding the temporary group creation with the information of the constituent groups, i.e. temporary group id, group1 id and group2 id.

11.
The GMS2 notifies the affiliated MCPTT group members of the constituent MCPTT groups of GMS2, possibly with an indication of lower security level.

12.
The GMS1 provides a group regroup confirmation response to the group management client of the dispatcher/authorized MCPTT user/UE.

NOTE 1:
The group management server does not communicate directly, and can route through some other network entities such as interworking gateways or SIP cores, which have not been specified for clarity.

10.6.2.3
Temporary group tear down
10.6.3
Group creation

The information flow in figure 10.6.3-1 below illustrates the group creation operations by an MCPTT administrator to create a group. It considers the scenario for normal group creation by an MCPTT administrator and user regrouping operations by a dispatcher.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.

2.
The MCPTT administrator (for group creation) or dispatcher (for regrouping) is aware of the users’ identities which will be combined to form the MCPTT group.
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Figure 10.6.3-1: Group creation

1.
The group management client requests group create operation to the group management server. The identities of the users being combined should be included in this message.

2.
During the group creation, the group management server creates and stores the information of the group, including the group identity, the identities of the users being combined, the priority level of the group and the security level of the group.

3.
The group management server may conditionally notify the MCPTT server regarding the group creation with the information of the group members. During user regroup, the group management server notifies the MCPTT server regarding the group creation with the information of the temporary group members. The MCPTT users of the temporary group may be automatically affiliated, if configured on the MCPTT server.

4.
The MCPTT group members of the group are notified.

5.
The group management server provides a group creation confirmation response to the group management client.

NOTE:
The group management server does not communicate directly, and can route through some other network entities such as SIP cores, which have not been specified for clarity.

*** next change *** 
10.8
Group call
10.8.1
General

10.8.2
Group call
10.8.2.1
Group call in on-network
10.8.2.1.1
Pre-arranged group call

10.8.2.1.1.1
Group call setup

The procedure focuses on the case where an MCPTT client is initiating an MCPTT group call with unicast signalling for communicating with the affiliated MCPTT members of that group.

Procedures in figure 10.8.2.1.1.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an MCPTT group call with a pre-arranged group i.e., MCPTT users on client 1, client 2 and client 3 belong to the same group which is defined in the MCPTT group management server.

Pre-conditions:

1.
A pre-arranged group is an MCPTT group that is pre-defined with group identity and member list in the group management server. All members of the group belong to the same MCPTT system.

2.
It is assumed that MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 are already registered for receiving MCPTT service and affiliated.
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Figure 10.8.2.1.1.1-1: Pre-arranged group call setup

1.
It is assumed that MCPTT users on MCPTT client 1, client 2 and client 3 are already registered for receiving MCPTT service and affiliated.

2.
User at MCPTT client 1 would like to initiate an MCPTT group call with a selected group (identified by group identity).

NOTE 1:
MCPTT client 1 may not be aware of the affiliation status of other MCPTT clients to the group while initiating the group call.

3.
MCPTT client 1 sends an MCPTT group call request towards the MCPTT server via the SIP core, which hosts the group selected by the user and identified by group identity. The MCPTT group call request also contains the MCPTT group identity, an SDP offer containing one or more media types.
4.
MCPTT server checks whether the user of MCPTT client 1 is authorized to initiate a group call for the selected group. If authorized and the group call is ongoing for that group identity, the MCPTT server adds the requesting MCPTT client 1 to the existing MCPTT group call and notifies the MCPTT client 1 that the MCPTT group call is already in progress. Otherwise, MCPTT server resolves the group identity to determine the members of that group and their affiliation status, based on the information from the group management server.

5.
MCPTT server includes information that it communicates using MCPTT service, offers the same media types or a subset of the media types contained in the initial received request and sends the corresponding MCPTT group call request via the SIP core towards the MCPTT clients of each of those affiliated group members. MCPTT users are notified about the incoming group call.

6.
The receiving MCPTT clients accept the group call MCPTT group call request, and an acknowledgement is sent to the group host MCPTT server.

7.
MCPTT server sends the OK response including the selected media types to the MCPTT client 1 through the signalling path to inform about successful call establishment.

NOTE 2:
Step 7 may occur at any time following step 5b, and prior to step 8 depending on the conditions to proceed with the call.

8.
If the initiating MCPTT user requires the acknowledgement from affiliated MCPTT group members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time (the "acknowledged call setup timeout"), then the MCPTT server may proceed with or abandon the call and then notify the initiating MCPTT user that the acknowledgements did not include all required members. This notification may be sent to the initiating MCPTT user by the MCPTT server more than once during the call when MCPTT users join or leave the MCPTT group call.
9.
MCPTT client 1, client 2 and client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT client’s receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the group call will be receiving that media.

10.8.2.1.1.2
End group call

The procedures focuses on the case where an MCPTT server initiates the termination of an ongoing MCPTT group call for all the participants of that group call, since at least one of the termination conditions are met e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

NOTE:
The procedure for MCPTT user leaving the group call is a different scenario and not considered in this solution.

Procedures in figure 10.8.2.1.1.2-1 are the signalling control plane procedures for the MCPTT server initiating termination of an ongoing MCPTT group call.
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Figure 10.8.2.1.1.2-1: End group call

1.
It is assumed that MCPTT users on MCPTT client 1, client 2 and client 3 are already part of the ongoing group call (e.g., as a result of pre-arranged group call setup).

2.
MCPTT server would like to terminate the MCPTT group call which is ongoing e.g., due to hang time expiry, due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

3.
MCPTT server identifies the participants of the ongoing group call and generates group_call_end to terminate ongoing session.

4. 
MCPTT server sends a group_call_end via SIP core towards each participant of the ongoing group call.

5.
MCPTT users are notified about the termination of the group call.

6.
MCPTT client(s) receiving group_call_end, acknowledge towards the MCPTT server.

7. MCPTT client 1, client 2 and client 3 have successfully released the floor control and media plane resources associated with the group call that is terminated.

10.8.2.1.1.3
Group call involving groups from multiple MCPTT systems

The information flow in figure 10.8.2.1.1.3-1 illustrates the group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users’ information to the primary MCPTT system.

2.
The MCPTT user belongs to a MCPTT group hosted by the primary MCPTT server.

3.
A temporary group is formed by dispatcher by the group regroup procedure (subclause 10.6.2.2) and identified via a temporary group ID (TGI).

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The primary MCPTT server is the main/master group call controller for the group call for the temporary group.

6.
The constituent groups of the temporary group may belong to partner MCPTT servers.
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Figure 10.8.2.1.1.3-1: Group call involving groups from multiple MCPTT systems

1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A call setup message with the group id is routed to the Primary MCPTT server, which owns the group and is the main/master controller for the group call. If the group call is for a temporary group formed by the group regroup procedure, the group id will be a temporary group identity (TGI).

2.
The primary MCPTT server gets the group information (either from group management server or itself) including the constituent MCPTT groups’ identities, accessible group members list of the constituent groups, and other related data. 

3.
The primary MCPTT server initiates directly a call invitation to the accessible group members using the detailed user information and/or location information. The group members upon receipt of the invitation may accept or reject the call. Alternatively, the primary MCPTT server notifies the group members via a notification message containing the group id and/or the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

4.
The primary MCPTT server may not have access to group members’ information of the constituent group belonging to the partner MCPTT system. For such group members, the primary MCPTT server initiates a group call invitation via a call setup message to the partner MCPTT server with the target group’s group id information. 

5.
The partner MCPTT server further initiates a call invitation or call notification to the constituent group’s members as described in step 3.

6.
The partner MCPTT server provides a call setup response to the primary MCPTT server with success or failure result and/or detailed reason information in case of failure.

7.
The primary MCPTT server provides a call setup complete response via a call setup complete message to the MCPTT UE of dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT servers. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

NOTE:
The call setup complete message is triggered depending on the conditions to proceed with the call.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.

Editor’s note:
The feature interaction for the group call with another active group call is FFS.

10.8.2.1.1.4
Group call for an MCPTT group defined in the partner MCPTT system
10.8.2.1.1.4.1
Group call setup procedure – initiating side
The information flow in figure 10.8.2.1.1.4.1-1 illustrates the group call setup procedure for an MCPTT group defined in the partner MCPTT system. Pre-conditions:

1.
MCPTT group is defined on the group management server which is located in the partner MCPTT system with MCPTT users affiliated to that group.
2.
The members of the MCPTT group defined in partner MCPTT system belong to different MCPTT systems.
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Figure 10.8.2.1.1.4.1-1: Group call for an MCPTT group defined in partner MCPTT system (initiating)
1.
The affiliated MCPTT user via MCPTT client initiates a group call with a group id. A group call request message with the group id is routed to the primary MCPTT server.

2.
The primary MCPTT server determines the group home MCPTT server where the MCPTT group is defined. 
3.
The primary MCPTT server forwards the group call request to the partner MCPTT server which owns the group and is the controller for the group call.

4.
The partner MCPTT server checks whether the user of MCPTT client is authorized for initiating the group call for the selected group. If authorized, it resolves the group id to determine the members of that group and their affiliation status, based on the information from group management server.

5.
The partner MCPTT server initiates a call invitation or call notification to the group’s affiliated members.

6.
The partner MCPTT server provides a group call setup complete message to the primary MCPTT server of the MCPTT client. The group call setup message will consist of the success or failure result and/or detailed reason information in case of failure.

7. 
The primary MCPTT server forwards the group call setup complete message to the MCPTT client.

8
Upon successful call setup completion a group call is established for the group members.
10.8.2.1.1.4.2
Group call setup – terminating side

This procedure is used for group call setup when acknowledgement is required from at least some of the call recipients.
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Figure 10.8.2.1.1.4.2-1: Group call for an MCPTT group defined in partner MCPTT system (terminating)
1.
Partner MCPTT server sends the corresponding group call invite message towards to the primary MCPTT server of the MCPTT client.
2.
The primary MCPTT server determines whether to forwards group call invite message to the MCPTT client based on the user subscription. 
3.
The primary MCPTT server forwards the group call invite message to MCPTT client.

4.
MCPTT user is notified about the incoming group call.

5.
The receiving MCPTT client accepts the group call and a response message is sent to the primary MCPTT server.

6.
The primary MCPTT server forwards the response message to the partner MCPTT server (i.e. group hosting MCPTT server).
10.8.2.1.1.5
Late entry call

Procedures in Figure 10.8.2.1.1.5-1 are the signalling control plane procedures for the MCPTT server requesting a newly affiliated member or a member coming back from out of coverage to join an ongoing MCPTT Group Call.

AssumptionsPrecondition:

1.
MCPTT group is previously defined on the group management server with MCPTT users affiliated to that group. All members of the group belong to the same MCPTT system.
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Figure 10.8.2.1.1.5-1: Late entry call

1.
It is assumed that MCPTT users on MCPTT client 2 to MCPTT client n are on an ongoing call.

2. MCPTT server determines that MCPTT client 1 which is newly affiliated has to be invited to join an ongoing group call (late entry).

3. MCPTT server generates MCPTT group call request including the information such as MCPTT service identifier (possible for the SIP core to route the request to the MCPTT server), MCPTT group id of the group invited to join, offer one or more media types and sends towards the MCPTT client 1 via SIP core.

4. MCPTT user at MCPTT client 1 is notified about the incoming group call.

5. Upon MCPTT user at MCPTT client 1 accepting the incoming invite, MCPTT client 1 sends the OK response including the selected media types to the MCPTT server through the signalling path. If the incoming invite is rejected by the MCPTT client 1, the MCPTT server should not resend the MCPTT group call request 

6. MCPTT client 1 is successfully added to the ongoing group call and MCPTT users at MCPTT client 1 to MCPTT client n may be notified about the MCPTT client 1 joining the group call.

10.8.2.1.2
Chat group call

10.8.2.1.2.1
Description

The information flow in figure 10.8.2.1.2.2-1 is the basic flow for the MCPTT client initiating an MCPTT group call which uses the chat group (restricted) call model. Restricted means that only users that have been configured as members of the given group are allowed to join the group communications for the given group. 

Chat group join mechanism:

-
Each MCPTT client sends an MCPTT group join request when the MCPTT user wants to participate in the group communication for the group. (This message does not impact the MCPTT user’s membership in the group; the MCPTT server will verify that the MCPTT user is an authorized member of the group.)

-
The MCPTT group join request is not a request to transmit. It does not use the media plane. It is assumed that the MCPTT group join request will be delivered from MCPTT client to MCPTT server using SIP.

-
The MCPTT group join request is used to indicate to the MCPTT server that the MCPTT user associated with the given MCPTT client wishes to participate (begin to receive media) from the group.

-
The MCPTT group join request may cause the MCPTT server to generate an implicit affiliation for the MCPTT user to the group, if the user is not already affiliated to the group.

-
The MCPTT group join request normally contains the information needed to negotiate media parameters between MCPTT server and MCPTT client for the group call. The group join request can take the form of a SIP invite.

Subsequent participation in a group call when the group is using the chat model:

-
Once an MCPTT client successfully joins a group call which is using the chat model, the MCPTT client connects to the media plane for the call if the call is currently ongoing.

-
If the MCPTT group call is not currently ongoing (i.e.: when MCPTT clients on the group call are not sending or receiving media, and the time out between floor control exchanges has expired) then the newly joined MCPTT client will only have pre-established its media parameters for the call.

-
If the newly joined MCPTT user wishes to transmit media (start or re-start the call) to the affiliated users of the group using the chat model, then the MCPTT client using its associated floor control participant would follow a normal floor control procedure for requesting the floor.

-
Since subsequent group call media transmissions are controlled using floor control signalling, additional SIP signalling messages may not be required for subsequent call stop and start.

-
Each request to transmit from an MCPTT user could be viewed as a new instance of a group call for the given group when the floor idle timer expires and no media is present for an extended time.

-
The MCPTT server may tear down the media plane between successive group calls using the chat model, or the MCPTT server may allow the media plane to remain up between successive group calls using the chat model depending on resources.

10.8.2.1.2.2
Procedure

MCPTT client 1, client 2, and client 3 are served by the home MCPTT service provider in figure 10.8.2.1.2.2-1.

Assumptions: 

-
the MCPTT server may use the MCPTT group join request to generate an implicit affiliation (using the affiliation procedure in section 10.2.2) on behalf of the client that sends this message.
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Figure 10.8.2.1.2.2-1: MCPTT chat group call with implicit affiliation

1.
Initial condition: MCPTT user 2 and MCPTT user 3 have previously joined (affiliated) to the group. MCPTT client 1, client 2, and client 3 are registered and all users (MCPTT user 1, user 2, and user 3) have been authenticated and authorized to use the MCPTT service. No call is currently in progress for the group.

2.
MCPTT user 1 indicates to join the group communication for the group. This is not a request to transmit. 

2a.
MCPTT client 1 sends an MCPTT group join request with the group identity of the desired group. It contains the MCPTT user’s MCPTT ID and the MCPTT client media parameters.

2b.
The MCPTT server receives the group join request. MCPTT server generates an implicit affiliation (if the MCPTT user is not already affiliated to the group) and verifies that MCPTT user 1 is authorized to affiliate to the group by following the affiliation procedure (section 10.4.2).

2c.
The MCPTT server replies with an OK indicating the acceptance of the MCPTT group join and also returns the MCPTT server selected media parameters for the group call in the OK.

3.
MCPTT user 1 requests to transmit. As a result, the MCPTT server establishes the media plane (if not already established) for the call. The associated floor participant for MCPTT client 1 uses the floor control procedure to initiate the call. The floor participant for MCPTT client 1 receives the MCPTT floor grant. The corresponding floor participants for MCPTT client 2 and MCPTT client 3 receive the MCPTT floor taken.

4.
Floor control will continue to be used by the floor participants associated with MCPTT client 1, MCPTT client 2 and MCPTT client 3 for the duration of the call. Media plane signalling using floor control will be used for subsequent calls for the group as long as one or more users are affiliated.

10.8.2.2
Group call in off-network

10.8.2.2.1
Group call setup

The flow in figure 10 8.2.2.1-1 illustrates the control plane procedures for MCPTT group call establishment for off-Network. The procedure describes how a MCPTT client initiates an MCPTT group call with other MCPTT client within the off-network radio coverage and how the group call is established. It is assumed that a group multicast IP address and a receiving signalling port are pre-configured for the call setup signalling. All messages are sent through the pre-configured multicast path.
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Figure 10.8.2.2.1-1: Off-network group call setup

1.
MCPTT client 1 as the group call originator sends group call announcement message to the group. This message contains the following parameters such as group identity, group call originator identity, media type, media codec, bandwidth, multicast port number for media, port number for floor control protocol, and any encryption key for the media encryption if needed, and optionally confirm mode indication.

NOTE 1:
The group call announcement includes at least one common set of parameters and values for media transfer. Additional values per parameter will not be prohibited for the better user experience.

2.
MCPTT client 2, 3 configures the parameters for media delivery by making use of the received parameters in group call announcement. 

3.
MCPTT client 2, 3 may send the response message to the group when the group call announcement from originator includes confirm mode indication. This message contains MCPTT user identity.

4.
MCPTT client 2, 3 recognize the group call originator through the group call announcement and MCPTT Client 1 checks the participants of the group call through the received response message.

NOTE 2:
Due to the movement of the participants (in and out of the radio coverage) during the off-network group call, the group call Announcement including parameters for media delivery is periodically sent. 

NOTE 3:
The participating MCPTT Clients do not need to respond to the periodic group call announcement.

10.8.2.2.2
Passive join to group call

The flow in figure 10 8.2.2.2-1 illustrates the control plane procedures for the passive MCPTT client to join the on-going MCPTT group call. The passive MCPTT client does not initiate to establish a MCPTT group call, but receives the group call announcement to be transferred periodically. When receiving the announcement message with parameters for media transfer, the passive MCPTT client configures the parameter to receive the voice and joins the announced MCPTT group call.
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Figure 10.8.2.2.2-1: Passive join to group call

This procedure happens after the MCPTT group call is established. The group call announcement including the parameters for the media transfer has been performed periodically, in order for the MCPTT client later to join the MCPTT group call. 

The MCPTT client 4 enters the coverage of the MCPTT group call lately. 

1.
MCPTT client 2 sends the group call announcement message. This message contains the following parameters such as group identity, group call originator identity, media type, media codec, bandwidth, multicast port number for media, port number for floor control protocol, any encryption key for the media encryption if needed, and optionally confirm mode indication.

NOTE 1:
The group call announcement includes at least one common set of parameters and values for media transfer. Additional values per parameter will not be prohibited for the better user experience.

2.
MCPTT client 4 configures the parameters for media transfer by making use of the received parameters in group call announcement. 

3.
MCPTT client 4 may send the response message to the group when the periodic group call announcement includes confirm mode indication. This message contains the MCPTT user identity. 

4.
MCPTT Client 1, 2, 3 checks through the received response message that the MCPTT client 4 joins the group call.

NOTE 2:
Due to the movement of the participants (in and out of the radio coverage) during the off-network group call, the group call announcement including parameters for media delivery is periodically sent. 

NOTE 3:
The participating MCPTT Clients do not need to respond to the periodic group call announcement.

10.8.2.2.3
Group call release due to inactivity

10.8.3
Broadcast group call

10.8.3.1
General

A broadcast group call is a special group call where the initiating MCPTT user expects no response from the other MCPTT users, so that when his transmission is complete, so is the call.

Broadcast group calls are available in both on-network and off-network.

10.8.3.2
Broadcast group call in on-network

10.8.3.2.1
Temporary group – broadcast group call

Figure 10.8.3.2.1-1 illustrates the information flow for temporary group-broadcast group call procedure. The protocol used may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users’ information to the primary MCPTT system.

2.
The dispatcher belongs to the primary MCPTT server.

3.
The primary MCPTT server is the main/master group call controller for the temporary group – broadcast group call.

4.
The multiple groups for the temporary group – broadcast group may belong to Partner MCPTT servers.
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Figure 10.8.3.2.1-1: Temporary group – broadcast group call

1.
The MCPTT client initiates a group call with multiple groups from primary and partner MCPTT servers. A call setup message with the identities of the groups (group id1||group id2) is routed to the primary MCPTT server, which is the main/master controller for the group call.

2.
The primary MCPTT server forms the temporary group with the groups’ information received. It resolves the group ids and identifies the appropriate MCPTT server responsible for the groups. It further triggers a temporary group – broadcast group call via a call invite message to the affiliated group members of group id1 of the primary MCPTT server.

NOTE 1:
The temporary group information is not notified to the group members of the constituent groups.

3.
A call setup message is further initiated with the partner MCPTT server for group id2.

4.
Upon receiving the call setup message from the primary MCPTT server, the partner MCPTT server initiates a call invitation to their affiliated group members. The group members upon receipt of the invitation may accept or reject the call. Alternatively, the partner MCPTT server notifies the group members via a notification message containing the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

5.
The partner MCPTT server provides a call setup response to the primary MCPTT server with success or failure result and/or detailed reason information in case of failure.

6.
The primary MCPTT server provides a call setup complete response via a call setup complete message to the MCPTT client upon receiving response to the corresponding call setup with the partner MCPTT server. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

NOTE 2:
The call setup complete message is triggered depending on the conditions to proceed with the call.

7.
Upon successful call setup completion, a group call is established amongst the multiple group members from primary and partner MCPTT servers.

8.
At the completion of the call, the temporary group – broadcast group terminates.

Editor’s note:
The feature interaction for the group call with another active group call is FFS.

10.8.3.2.2
User broadcast group
10.8.3.3
Broadcast group call in off-network

10.8.3.3.1
Group broadcast group
10.8.3.3.2
User broadcast group

*** next change *** 
10.10.2.1.3.2
Server initiated

The procedure focuses on the case where an MCPTT server is terminating an ongoing MCPTT private call (with or without floor control) and the call established in either of the two commencement modes (manual or automatic), upon conditions to terminate call e.g., MCPTT administrator configured maximum duration for MCPTT private calls has expired or timed out due to MCPTT private call without transmission/reception.

Procedures in figure 10.10.2.1.3.2-1 are the basic signalling control plane procedures for the MCPTT server initiating termination of an ongoing MCPTT private call.
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Figure 10.10.2.1.3.2-1: End private call – server initiated

1.
It is assumed that MCPTT users on MCPTT client 1 and MCPTT client 2 are already registered for receiving MCPTT service and are involved in private call with or without floor control established either in manual or automatic commencement mode.

2.
Upon conditions to terminate call e.g., MCPTT administrator configured maximum duration for MCPTT private calls has expired or timed out due to MCPTT private call without transmission/reception, the MCPTT server decides to initiate termination of an ongoing MCPTT private call between MCPTT client 1 and MCPTT client 2.

3.
MCPTT server sends a MCPTT call end request towards the MCPTT clients 1 and 2 (via SIP core), for tearing down the private call between them.

4.
MCPTT users at client 1 and client 2 are notified about the termination of the private call.

5.
The MCPTT call end request receiving MCPTT clients 1 and 2 acknowledge the request with OK.

6.
MCPTT clients release all the media plane resources used for the private call. Further, if the private call was established with floor control, floor control resources are released and MCPTT clients cannot make further requests for floor control or send media.
*** next change *** 
10.12
Emergency and imminent peril procedures
10.12.1
MCPTT emergency group call

10.12.1.1
MCPTT emergency group call commencement

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency group call with unicast signalling for communicating with the affiliated MCPTT members of that MCPTT group.

Pre-conditions:

-
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

-
All members of the MCPTT group belong to the same MCPTT system.

-
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

-
The initiating MCPTT client 1 has not explicitly affiliated with the MCPTT group that has been designated via provisioning as the MCPTT emergency group.

NOTE 1:
Alternatively, the client may have been provisioned for emergency behaviour on the selected group.

-
The initiating MCPTT client 1 has been configured to send an MCPTT emergency alert prior to initiating an MCPTT emergency group call.
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Figure 10.12.1.1-1 MCPTT emergency group call
Procedures in figure 10.12.1.1-1  are the signalling control plane procedures for the MCPTT client initiating establishment of an MCPTT emergency group call with a pre-arranged MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 2:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

1.
The user at the MCPTT client 1 initiates an MCPTT emergency group call. MCPTT client 1 sets its emergency state. The state is retained until explicitly cancelled. 

2.
The MCPTT server implicitly affiliates the client to the emergency group if the client is not already affiliated.

3.
MCPTT client 1 sends an MCPTT group call request towards the MCPTT server. The request contains an indication of the MCPTT emergency. The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled. Once an MCPTT emergency call has been initiated, the MCPTT group is considered to be an emergency in-progress until cancelled. If configured to send an MCPTT alert when initiating an emergency call, the request also contains an indication that an MCPTT alert is to be initiated.

4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server adjusts the priority of the underlying bearer.

NOTE 3:
Successive calls during the MCPTT emergency state will all receive the adjusted bearer priority.

Editor's note: how the priority is adjusted and according to what parameters is FFS.

6.
MCPTT server sends the MCPTT emergency group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the MCPTT emergency. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.

7.
MCPTT users are notified of the incoming MCPTT group call. 

8.
The receiving MCPTT clients acknowledge the MCPTT emergency group call request to the MCPTT server.

9.
The MCPTT server informs the MCPTT client 1 about the successful MCPTT emergency call establishment.

10.
MCPTT client 1, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT client's receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the MCPTT group call will be receiving that media.
10.12.1.2
On-network group emergency upgrade

The procedure focuses on the case where an MCPTT client is upgrading an MCPTT group call with unicast signalling to an MCPTT emergency group call while the MCPTT group call is already in progress.

Pre-conditions:

-
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

-
All members of the MCPTT group belong to the same MCPTT system.

-
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

-
An MCPTT group call is already in progress.
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Figure 10.12.1.2-1 MCPTT group call upgrade

Procedures in figure 10.12.1.2-1 are the signalling procedures for the MCPTT client upgrading an MCPTT group call on a unicast, pre-arranged MCPTT group to an MCPTT emergency group call.

NOTE:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

1.
The user at MCPTT client 1 initiates an emergency. MCPTT client 1 sets its emergency state. The state is retained until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to upgrade the call to emergency status. If configured to send an MCPTT alert when initiating an MCPTT emergency upgrade, the request also contains an indication that an MCPTT alert is to be initiated.

3.
The MCPTT server confirms the upgrade request to MCPTT client 1.

4.
The MCPTT server adjusts the priority of the underlying bearer for all participants in the MCPTT group.

Editor's note: how the priority is adjusted and according to what parameters is FFS.

5.
MCPTT server sends the MCPTT group emergency request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert. 

6.
MCPTT users are notified of the emergency status of the MCPTT group call.

7.
The receiving MCPTT clients acknowledge the MCPTT group emergency request to the MCPTT server.

8.
MCPTT client 1, MCPTT client 2 and MCPTT client 3 continue with the MCPTT group call, which has been transformed into an MCPTT emergency group call.

10.12.1.3
On-network group emergency cancel

The procedure focuses on the case where an MCPTT client cancels an MCPTT group emergency with unicast signalling.

Pre-conditions:

-
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

-
All members of the MCPTT group belong to the same MCPTT system.

-
MCPTT group members have been notified about the MCPTT group emergency.

-
The MCPTT group is in the emergency in-progress state and has prioritized bearer support.

-
MCPTT Client 1 previously initiated the MCPTT Emergency Call
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Figure 10.12.1.3-1 MCPTT emergency group cancel

Procedures in figure 10.12.1.3-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT emergency group emergency.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

NOTE 2:
The end of the MCPTT emergency call does not cancel the MCPTT group's emergency status. It must be explicitly cancelled by an MCPTT administrator or dispatcher.

1.
The user at the MCPTT client 1 initiates an MCPTT emergency group cancel.

NOTE 3:
An MCPTT user authorized to cancel MCPTT group emergencies on the MCPTT group can also cancel the MCPTT emergency in addition to the initiator.

2.
MCPTT client 1 sends an MCPTT group emergency cancel to the MCPTT server. 

NOTE 4:
When MCPTT emergency alerts are in effect together with an MCPTT group emergency condition on the same MCPTT group, the MCPTT group emergency may, under some circumstances be cancelled at the same time. 

Editor's note: The circumstances and procedures for this are FFS.

3.
The MCPTT server confirms the MCPTT emergency group cancel to MCPTT client 1. MCPTT client 1 resets its local emergency status since it is the one requesting the MCPTT emergency group cancel. 

4.
The MCPTT server adjusts the priority of the underlying bearer; priority treatment is no longer required. The MCPTT server cancels/resets the emergency in-progress state of the MCPTT group.

Editor's note: how the priority is adjusted and according to what parameters is FFS.

5.
MCPTT server resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based upon the information from group management server.

6.
The MCPTT server sends an MCPTT emergency group cancel request to the MCPTT group members.

7.
MCPTT group members are notified of the MCPTT emergency cancel.

8.
The receiving MCPTT group members acknowledge the MCPTT emergency cancel to the MCPTT server.

10.12.2
Imminent peril group call
10.12.3
MCPTT emergency private call

10.12.4
MCPTT emergency alert

10.12.4.1
MCPTT emergency alert initiation

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency alert unicast signalling for communicating the alert with the affiliated MCPTT members of that MCPTT group.

Pre-conditions:

-
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

-
All members of the MCPTT group belong to the same MCPTT system.

-
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

-
The initiating MCPTT client 1 has been provisioned with an MCPTT group designated as the MCPTT emergency group.

NOTE 1:
Alternatively, the client may have been provisioned for emergency behaviour on the currently selected group.

-
The initiating MCPTT client 1 may not have carried out an explicit affiliation procedure with the MCPTT group designated as the MCPTT emergency group.
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Figure 10.12.4.1-1 MCPTT emergency alert

Procedures in figure 10.12.4.1-1 are the signalling control plane procedures for the MCPTT client initiating an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 2:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert. MCPTT client 1 sets its emergency state. The state is retained by the MCPTT client until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert to the MCPTT group designated as the MCPTT emergency group. 

3.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency alerts for the indicated MCPTT group, and if authorized, it resolves the MCPTT group id to determine the MCPTT members of that MCPTT group and their affiliation status, based on the information from the group management server.

4.
MCPTT server resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server confirms to MCPTT client 1 the MCPTT emergency alert request. The MCPTT server sets the emergency status on the MCPTT group. MCPTT group calls on this MCPTT group by the MCPTT client 1 will get emergency treatment until the emergency status on the MCPTT group and the emergency status on MCPTT client 1 is cancelled.

6.
The MCPTT server sends an MCPTT emergency alert request towards the MCPTT clients of each of those affiliated MCPTT group members. The MCPTT Emergency Alert shall contain the following information: Location, User ID and group ID (i.e., MCPTT user's selected MCPTT group or dedicated MCPTT emergency group, as per MCPTT group configuration) and the MCPTT user's mission critical organization name.

7.
MCPTT users are notified of the MCPTT emergency.

8.
The receiving MCPTT clients acknowledge the MCPTT emergency alert to the MCPTT server.

9.
The MCPTT server implicitly affiliates the client to the emergency group if the client is not already affiliated.

NOTE 3:
The MCPTT client 1 need not initiate a group call. For example, the MCPTT client may be configured to only allow alerts or the MCPTT user may choose not to make an MCPTT emergency group call.

Editor's note: how the priority is adjusted and according to what parameters is FFS.

10.12.4.2
On-network emergency alert cancel

The procedure focuses on the case where an MCPTT client has initiated an MCPTT emergency alert and wishes to cancel it.

Pre-conditions:

-
The MCPTT client 1 had previously successfully initiated an MCPTT emergency alert. 

-
The MCPTT client 1 is still in the emergency state.

-
The initiating MCPTT client 1 has affiliated with the MCPTT group designated as the MCPTT emergency group.
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Figure 10.12.4.2-1 MCPTT emergency alert

Procedures in figure 10.12.4.2-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

NOTE 2:
When MCPTT emergency alerts are in effect together with an MCPTT group emergency condition on the same MCPTT group, the MCPTT group emergency may, under some circumstances be cancelled at the same time. 

Editor's note: The circumstances and procedures for this are FFS.

1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert cancel. 

NOTE 3:
An MCPTT user authorized to cancel the MCPTT emergency alert can also cancel the MCPTT emergency alert addition to the MCPTT emergency alert initiator.

2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert cancel to the MCPTT group designated as the MCPTT emergency group. 

3.
MCPTT server resolves the MCPTT group id to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

4.
The MCPTT server confirms to MCPTT client 1 the MCPTT emergency alert cancel request. MCPTT client 1 resets its emergency state.

5.
The MCPTT server sends an MCPTT emergency alert cancel request towards the MCPTT clients of each of those affiliated MCPTT group members. 

7.
MCPTT users are notified of the MCPTT emergency cancellation by MCPTT client 1.

8.
The receiving MCPTT clients acknowledge the MCPTT emergency alert cancel to the MCPTT server.
10.13
MCPTT media plane transmissions with partner MCPTT systems

The MCPTT user is able to receive MCPTT media services (group communication, private calls, etc) from partner MCPTT systems in normal and roaming conditions. In this service delivery model, the media plane transmissions between the MCPTT UE of the user and the partner MCPTT system can be achieved directly or via the primary MCPTT system, selected by the operator’s policy. The protocol used for media plane signalling is non-SIP like RTCP.

The information flows as illustrated in figure 10.13-1 and figure 10.13-2 provide the procedures for media related signalling and the media transmission between MCPTT UE of the user and the partner MCPTT system.

Pre-conditions:

1.
The MCPTT group is defined in the partner MCPTT system, where the MCPTT client of user receives the MCPTT service.

2.
A MCPTT group call is set up and active.

3.
The partner MCPTT system is the group host MCPTT server that is hosting the MCPTT group. The corresponding floor control server manages the media corresponding to the group call.

4.
Protocol used for signalling of media plane is non-SIP, it can be protocol like RTCP.
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Figure 10.13-1: Media related signalling communication
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Figure 10.13-2: Media communication

0.
Path (direct or via primary MCPTT system) for media related signalling and media between MCPTT UE and partner MCPTT system is selected based on operator’s policy.

For media related signalling communication:

1.
A MCPTT user wants to talk.

2.
The floor participant corresponding to the MCPTT user sends a floor request message to floor control server (partner MCPTT system) to get the authorization and/or permission to talk.

3.
The floor control server (partner MCPTT system) performs the authorization and arbitrates between requests that are in contention (i.e., floor control).

4.
If the floor control server (partner MCPTT system) allows the floor participant to talk, a floor grant is provided with permission granted to talk.

For media communication:

5.
The MCPTT client can now send uplink media data to the media resource function gateway (partner MCPTT system).

6.
The media resource function gateway (partner MCPTT system) has downlink media data to transfer.

7.
The media resource function gateway (partner MCPTT system) transfers the downlink media to the MCPTT client of the MCPTT user.

10.14
UE-to-network relay MCPTT service

The ProSe UE-to-network relay provides a purely layer 3 IP data routing service, when the remote UE loses the coverage of cellular network and the MCPTT user on the remote UE requires to access the MCPTT service via a ProSE UE-to-network relay.

The application layer signalling for the MCPTT user on a remote UE are identical to the application layer signalling for the MCPTT user on an on network UE.
Annex A (informative):
Service continuity for MCPTT

A.1
Service continuity between on-network MCPTT service and UE-to-network relay MCPTT service 
This annex describes how 3GPP TS 23.237 [6] mechanisms for IMS service continuity can be used to provide service continuity between on-network MCPTT service and UE-to-network relay MCPTT service.

Only the procedure for service continuity from on-network MCPTT service to UE-to-network relay MCPTT service is described in figure A.1-1. The procedure for service continuity in the opposite direction is identical.
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Figure A.1-1: Service continuity from on-network to UE-to-network relay
As illustrated in figure A.1-1:

-
Initially UE-1 has a direct connection to the network (on-network MCPTT service). It is registered with the SIP core and is engaged in a SIP session with the MCPTT Application Server (solid lines SIP-1 and MCPTT-1 in figure A.1-1).

-
When UE-1 realises that it is losing connection to the network, or after the connection to the network has been lost, UE-1 discovers a UE-to-network relay (UE-R) and establishes a PC5 connection with UE-R. UE-1 registers with the SIP core over the target access leg and enters UE-to-network relay MCPTT service by transferring the media streams over the target leg (dashed lines SIP-1 and MCPTT-1 in figure A.1-1).

-
The SIP session is anchored at a Service Centralisation and Continuity Application Server (SCC AS) before and after the handover, as described in 3GPP TS 23.237 [6].

Depicted in figure A.1-2 is the call flow for service continuity when the UE switches from on-network MCPTT service to UE-to-network MCPTT relay service.
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Figure A.1-2 Service continuity when UE switches from on-network MCPTT service to UE-to-network relay MCPTT service

0. UE-1 has a direct connection to the network and is engaged in a SIP session with the MCPTT AS (on-network MCPTT service). The SIP session is anchored at a Service Centralisation and Continuity Application Server (SCC AS) and a Session transfer Identifier (STI) is assigned for the anchored SIP session, as described in 3GPP TS 23.237 [6].

1. UE-1 realises that it is losing connection to the network or has completely lost it.

2. UE-1 (in the role of Remote UE) performs ProSe UE-Network Relay discovery over PC5 and establishes a secure point-to-point link with the Relay (UE-R) over PC5. As part of this process the Remote UE is mutually authenticated at PC5 layer with either the Relay or with the network (depending on the SA3 decision for security). In the process UE-1 is also assigned an IP address/prefix by the Relay.

NOTE 1:
If step 2 is started after losing connection, the service interruption may be noticeable to the user.

NOTE 2:
Step 2 will be entirely described under in 3GPP TS 23.303 [8].

3: UE-1 registers with the SIP core over the UE-to-network relay leg.

4. In order to transfer the media streams of the SIP session UE-1 sends an INVITE message on the new access leg towards the SCC AS. The INVITE message includes the STI identifying the session to be transferred. The SCC AS identifies the session based on STI and updates the session over the remote access leg i.e. towards the MCPTT AS.

5. The procedure is completed when all media streams have been transferred on the access leg relayed via UE-R. At this point UE-1 may deregister the on-network leg if it still has direct network connection (not shown in the figure).

NOTE 3:
The procedure for service continuity is always completed with unicast delivery on the target side. If MCPTT content is being distributed on the target side in multicast mode, then switching from unicast to multicast delivery is performed after completion of the service continuity procedure.
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