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Introduction
1.
The MCPTT user identity identifies more than just the identity of a user: associated with his user identity are attributes which define the service that the user receives from the MCPTT system.  The user identity will not be a freeform structure: in a public safety environment the identity will also identify the agency to which that user belongs, and other attributes as necessary to allow the MCPTT AS to make informed access control decisions.  This pCR adds this detail.  It also confirms the requirement for identities to be concealed from underlying service and bearer networks.

2. The term ‘Private User Identity’ at the signalling plane does not refer to the same ‘user’ as the MCPTT user, and a note is added to clarify this.
3. A reformat of the structure of the sub-clause which describes the relationship between these identities is also proposed to aid understanding.

************************************  Begin proposed change *************************************

8
Identities
Editor's note:
This subclause contains a brief description of any identities used within the functional model.
8.1
Application plane

MCPTT user identity: It uniquely identifies a MCPTT user and related user profile at MCPTT AS layer. 
There are attributes associated with the MCPTT user identity configured in the MCPTT AS that relate to the human user of the UE.  Typically this information identifies the individual user, by name or via a public MCPTT ID, and would also identify the user's organization or agency.  It may also be associated with a profile at MCPTT application layer. These and other attributes associated with an MCPTT user identity can be used by the MCPTT AS to make authorization decisions about the MCPTT service granted to the user. For example, an attribute that identifies a user’s role as an incident commander could automatically be used by the MCPTT AS to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.. 

The MCPTT user identity is relevant to the MCPTT client and the MCPTT AS, but is opaque to the signalling infrastructure.

A default or temporary MCPTT user iidentity may be used where a user is not yet associated with a device.
8.2
Signalling control plane

The private user identity uniquely identifies a particular instance of an MCPTT user agent to a signalling plane registrar function, and to the MCPTT application server.  
NOTE:
this identity is distinct from the MCPTT user identity, and does not identify the MCPTT user.
All signalling messages between an MCPTT user agent and an MCPTT application server use the private user identity as the identifier to enable signalling messages to be routed through the system.  It may be associated with a profile at signalling control plane layer. When the signalling user agent sends registration requests to the registrar / application service selection, this identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This identity full fills the same functions as the private user identity, defined in 3GPP TS 23.228 [5]

Editor’s note:
Definitions of public user identity and GRUU or equivalent will be required to be defined.

8.3
Relationship between identities in different planes

The following relationships exist between the MCPTT user identity and the private user Identities:

-
A User identified by an MCPTT user identity may simultaneously access MCPTT AS services from more than one MCPTT client identified by their respective private user identities.

-
A single private user identity may be used by more than one MCPTT user identity.

Where the precise mapping is not known, a default MCPTT user identity is defined to meet some specific MCPTT service requirement.


8.4
MCPTT group identity

The MCPTT group identity uniquely identifies an MCPTT group in an MCPTT system. It indicates both the MCPTT system where the MCPTT group is defined, and the MCPTT server within the MCPTT system where the group is defined.
The MCPTT group identity is used as follows: 

a)
For identifying a set of identities of its group members; and

b)
By the MCPTT client to address the MCPTT group. 
The MCPTT group identity shall be a URI. When used within SIP it can be a SIP URI.
************************************  End proposed change *************************************
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