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Abstract: Evaluation of solution 5-2-1 
Introduction
This contribution analyses the approaches offered by the proposed four architectural alternatives in subclause 5.2 of TR 23.779 and the uses the criteria in Annex D of that TR to evaluate solution 5.2.1. It proposes conclusions for clause 5.2.1 and a way forward for TS 23.179.
Discussion

Solution 5-2-1 is based upon the IMS architecture defined by 3GPP and the PCPS architecture defined by OMA. It allows for flexibility to support all the different deployment scenarios in Annex B of TR 23.779 and provide scalable alternatives for MCPTT and PLMN operators.

Solution 5-2-1 uses the standard IMS service provision architecture based upon the ISC interface. The primary difference with the current TS 23.228 IMS architecture is the introduction of the optional PS-UDF which resides in the MCPTT application domain and may replace the HSS for IMS location lookups allowing the MCPTT application server to allocate the SIP registrar in the MCPTT application domain.
Solution 5-2-2 is based upon the NGCN architecture. This also allows the SIP Registrar to reside in the MCPTT application domain. 
However solution 5-2-2 does not support all the deployment scenarios in Annex B of TR 23.779. In particular B.2, B.6 and B.7 cannot be supported using solution 5-2-2.
Also solution 5-2-2 potentially requires multiple location lookups for terminating requests in order to find the SIP Registrar in the MCPTT application domain (I-CSCF makes an HSS lookup to find the entry point for the MCPTT domain and then the registrar finder in the MCPTT application domain has to make another lookup to find the SIP Registrar in the application domain). This may be a significant performance disadvantage for the terminating part of call setups (for private call and pre-arranged group call). However we see no reason that this option cannot also be supported using solution 5-2-1 architecture.  The only difference for the IMS core network is that the HSS is provisioned with the entry point of the MCPTT application domain rather than the PS-UDF being used to obtain the identity of the SIP registrar in the MCPTT application domain. So this option could also be supported allowing another alternative deployment possibility for PLMN operators and MCPTT service providers to consider.
Solution 5-2-3 supports only the use of EPC from the PLMN operator and does not support the use of the PLMN operator’s IMS core network. It therefore does not support all the deployment scenarios in Annex B of TR 23.779. In particular B.2, B.4, B.6 and B.7 cannot be supported using solution 5-2-3.
However, the solution 5-2-3 User Based Services concept has been taken up as the Common Services Core where services such as Group Management, Identity management and Presence can be shared and used by applications other than MCPTT. The final architecture should support the Common Services Core concept. The deployment option outlined by solution 5-2-3 can be supported using the architecture defined by solution 5-2-1.
Solution 5-2-4 focuses on the issue of an untrusted IMS core network being used. Again this only addresses some deployment scenarios, as it is not the case that the PLMN operator will always be untrusted (in some cases it may even be the PLMN operator offering the MCPTT service).
Solution 5-2-4 in our view violates basic layering principles and does not conform to the SIP/IMS architectural principals. Since translation of SIP/IMS identities is taking place at the SIP core layer instead of the application layer.

In our view translation of IMS identities to MCPTT User identities needs to take place at the MCPTT Server. We believe that the trust and identities issue can be supported using IMS mechanisms and solution 5-2-1. According to TS 23.218 (see subclause 7.2.2) an Application Server can activate and deactivate initial filter criteria. Thus the identity management function and the MCPTT Server can coordinate with the PS-UDF to set the filter criteria to trigger requests to reach the MCPTT Server even if ISC is used between the S-CSCF and the MCPTT AS and the IMS identities are anonymised from the MCPTT User identities. Different filter criteria can be activated whenever the identity management function instructs the MCPTT UE to register using a different IMS identity. We see no benefits provided by solution 5-2-4 over solution 5-2-1.

Evaluation based on Annex D criteria
	Selection area
	Evaluation
	Meets criterion

	Mission Critical applications
	Solution is application layer
	Yes

	Reuse from existing standards
	Solution can reuse SIP protocols from 3GPP (Gm and ISC and Mw)  and Signalling media control protocols from OMA PCPS, with extensions as required.
	Yes

	Scope and timeliness
	Can meet the requirements for MCPTT in release 13 based on minor enhancements to 3GPP IMS and extensions to OMA PCPS
	Yes 

	Ability to produce an extensible standard
	Solution is designed to be extensible
	Yes

	Scalability
	Fully scalable and flexible giving PLMN operators and MCPTT operators several deployment options based upon the size of the system required.
	Yes

	Impact on EPS standards
	No impact on EPS standards
	Yes

	Load on groups external to SA6
	Minimal work for SA2 (possibility to have an IBCF between the I-CSF and the S-CSCF and Cx being across a trust domain
Reuse of PCPS minimises work in stage 3
	Yes

	Possibility of interoperability
	Standard IMS Inter operator interfaces used

	Yes

	User requirements subject area
	
	

	User identity and logon independent of UE device
	The identity management and hiding aspects can be integrated into the solution. These should be addressed at the application layer
	Yes

	Group call authorisation and affiliation
	Provides entities which can provide group management. Affiliation is an Application function
	Yes

	Group call, including broadcast call
	Provides entities which can manage media control and media distribution which can be used in group call
	Yes 


	Late call entry
	Provides entities which can allow late entry to be provided
	Yes

	Floor control including override
	Provides entities which can allow floor control to be provided

Reuse of PCPS flows will allow floor control to be provided
	Yes

	Call queuing
	Provides entities which can allow queuing to be provided

Reuse of PCPS flows will allow floor control to be provided
	Yes 


	Prioritisation, imminent peril and emergency call
	Provides entities which can allow prioritisation to be provided

IMS core support signalling and resource priority


	Yes 

	Group management and regrouping
	Provides entities which can allow group management to be provided


	Yes

	Private call
	Provides entities which can allow private call to be provided

Reuse of PCPS flows will allow floor control to be provided
	Yes 

	Security


	Provides entities which can allow security of users and groups to be provided.
	Yes 

	Performance


	Flexible architecture allows different solutions to meet performance requirements while still enabling universal connectivity via the PLMN. PCPS Application performance solutions like pre-established session and simultaneous calls can be used to increase performance further
	Yes

	Alignment with current architectural assumptions
	Is aligned with current accepted clauses in TS 23.179.
	Yes 


Conclusion

The architecture of solution 5.2.fully satisfies the requirements for MCPTT and elements of this solution including the PS-UDF concept should be brought forward to TS 23.179.

Drafting should take place to incorporate Identity Management and other Common Services Core functions in with the Group Management /XDMS entities already included in solution 5-2-1.
Proposal
************************************ Begin proposed change *************************************

5.2.1.3
Impact on existing entities and interfaces

OMA PCPS functions will need to be enhanced to meet the additional requirements of TS 22.179.
TS 23.002 will need to be enhanced to define the PS-UDF, MCPTT Server and other MCPTT Application Entities
TS 23.228 will need to be enhanced:

-
to indicate the possibility for an IBCF to be between the I-CSF and the S-CSCF; and
-
for the use of the PS-UDF and Cx inter-domain.

5.2.1.4
Solution evaluation


This solution meets all the requirements of subclause 4.2.1, subclause 4.2.2, subclause 4.2.3 and subclause 4.2,4.

Application plane requirements for User Identity Management, Group Affiliation and Group Call can be supported.
This solution supports all of the deployment scenarios in Annex B.
The reuse of IMS, as proposed in this solution, already provides for the functionalities and capabilities listed in subclause 5.2.1.1.2.1 of the present document.
Entities and interfaces described within this solution should be considered to be brought forward into the normative clauses of TS 23.179.
************************************ End proposed change *************************************
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