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Abstract: This contribution propose an affiliation procedure for an MCPTT user to affilcate to an MCPTT Group which is defined in a Partner MCPTT system.
1. Introduction

As defined in TS22.179, an MCPTT service shall support interworking between MCPTT systems, it allows an MCPTT user to affilate to an MCPTT Group whicn is defined in a Partner MCPTT system.

 To meet this requirement, this contribution proposes an affiliation procedure to allow an MCPTT user to affilate to an MCPTT Group which is defined in a Partner MCPTT system.
2. Discussion

2.1 Assumption

This contribution is based on the following assumption:

Group host MCPTT server is the MCPTT Server which provide group service for a membership of a particular MCPTT group.

Group host MCPTT server for a specific MCPTT group should locate within the MCPTT system who defineds that  MCPTT group.
2.2 Analysis

Based on the description in section 6.18.2 of TS22.179, there are different authorizaition requirements when anMCPTT user intends to affiliate to a MCPTT Group which is defined in a Partner MCPTT system from different location. The details are defined as below:

[R-6.18.2-004] An MCPTT Service shall provide mechanisms to allow an MCPTT User on the Primary MCPTT System to affiliate to an MCPTT Group from a Partner MCPTT System, subject to authorization from the Primary MCPTT System and the Partner MCPTT System where the MCPTT Group is defined.
[R-6.18.2-005] An MCPTT Service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
[R-6.18.2-006] An MCPTT Service shall provide mechanisms to allow an MCPTT User that receives service from a Partner MCPTT System to affiliate to an MCPTT Group from another Partner MCPTT System, subject to authorization from the Partner MCPTT System where the MCPTT Group is defined.
To meet the above requirements, it is feasible to define different mechanisms for different scenarios. But for simplicity, it is recommended to define a common affiliation procedure to cover all requirements if it possible. 
From the green highlighted text above, when an MCPTT user located in Primary MCPTT system and wants to affiliate to an MCPTT Group defined in a Partner MCPTT system. The authorization from the Primary MCPTT System and the Partner MCPTT System are both required.
From the yellow highlighted text above, when an MCPTT user is in roaming scenario and wants to affiliate to an MCPTT Group defined in a Partner MCPTT system, or when an MCPTT user receives service from a Partner MCPTT System to affiliate to an MCPTT Group defined in another Partner MCPTT System, the authorization from the Partner MCPTT system is required.
In summary, it can be conclude that wherever an MCPTT user is located and receives service from and when it intends to affiliate to MCPTT Group(s) which is defined in Partner MCPTT system,  it shall subject to authorization from the Partner MCPTT system. The authorization from the Primary MCPTT system is required only when the MCPTT user is on Primary MCPTT system. 
Considering an MCPTT service should support an MCPTT user to affiliate to several MCPTT Groups using one group affiliation request, and the MCPTT Groups may be defined in different Partner MCPTT systems. A controlling anchor is needed to determine how to route the affiliation message with separate MCPTT Group information to the correct Partner MCPTT systems for authorization. Besides, the MCPTT client is unconscious of the MCPTT group belonging to which MCPTT system. Primary MCPTT system is the MCPTT system where the User Profile of an MCPTT user is defined, and it maintains the agreement with the Partner MCPTT server. It is suitable to be the controller anchor. Therefore, we propose that the MCPTT user should send the MCPTT group affiliation request to the Primary MCPTT system firstly and then forward to the target Partner MCPTT systems respectively accordingly. The details of one possible alternative of group affiliation procedure are as followed:
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Figure 1 Affiliation procedure for group in Partner MCPTT system
1. The MCPTT client requests the Primary MCPTT server to affiliate to a group or a set of groups.

2. Primary MCPTT server shall check if the MCPTT client is authorized to affiliate to the requested group(s) based on the client subscription only when the MCPTT user is on it. 

NOTE: This step is not required when the MCPTT client is not on the Primary MCPTT server.
3. Based on the group information included in the request, the Primary MCPTT determines to send group affiliation request to the correct Partner MCPTT server separately. The request may be transferred through some intermediate nodes
4a. Partner MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.
4b. Partner MCPTT server receives the group policy from the group management server.
5. Based on the group policy, the Partner MCPTT server checks if the MCPTT client is authorised to affiliate to the requested group(s).
6. If the user of the MCPTT client is authorised to affiliate to the requested group(s) then the MCPTT server stores the affiliation status of the user for the requested group(s).
7. Partner MCPTT server confirms to the MCPTT client the affiliation (7a) and updates the group management server with the affiliation status of the user for the requested group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.
8. Primary MCPTT server stores the affiliation status of the user for the requested group(s).

9. Primary MCPTT server sends the group affiliation conformation message to the MCPTT client.
3. Proposal
The fllowing information flow for affliation for an MCPTT group defined in partner MCPTT system is proposed to be included in section 10 of TS 23.179.

****************************************Begin of the Change*******************************
10.X Affiliation to an MCPTT group defined in partner MCPTT system
10.x.1 Functional description

When an MCPTT client wants to affiliate to an MCPTT group which is defined in partner MCPTT system, it shall subject to authorization from the partner MCPTT system where the MCPTT group is defined, and whether it subjects to authorization from the primary MCPTT system is conditional.
10.x.2 Procedure
Procedure for affiliation to MCPTT group which is defined in partner MCPTT group is described in figure 10.x.2.1.
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Figure 10.x.2.1 Affiliation for an MCPTT group defined in partner MCPTT system

1. The MCPTT client requests the primary MCPTT server to affiliate to a group or a set of groups.

2. Primary MCPTT server shall check if the MCPTT client is authorized to affiliate to the requested group(s) based on the client subscription only when the MCPTT user is on it. 

NOTE: This step is not required when the MCPTT client is not on the primary MCPTT server.
3. Based on the group information included in the request, the primary MCPTT determines to send group affiliation request to the correct partner MCPTT server separately. The request may be transferred through some intermediate nodes
4a. Partner MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.
4b. Partner MCPTT server receives the group policy from the group management server.
5. Based on the group policy, the partner MCPTT server checks if the MCPTT client is authorised to affiliate to the requested group(s).
6. If the user of the MCPTT client is authorised to affiliate to the requested group(s) then the MCPTT server stores the affiliation status of the user for the requested group(s).
7. Partner MCPTT server confirms to the MCPTT client the affiliation (7a) and updates the group management server with the affiliation status of the user for the requested group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8. Primary MCPTT server stores the affiliation status of the user for the requested group(s).

9. Primary MCPTT server sends the group affiliation conformation message to the MCPTT client.
****************************************End of the Change*******************************
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