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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Floor control: An arbitration system in an MCPTT Service that determines who has the authority to transmit (talk) at a point in time during an MCPTT call.

Group Affiliation: A mechanism by which an MCPTT user’s interest in one or many MCPTT groups is determined. The affiliation procedure is performed by the MCPTT user (explicitly), MCPTT UE (implicitly) or MCPTT service (implicitly. e.g. emergency, re-grouping, etc.).
Group Call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are members of MCPTT Group(s).

MCPTT Service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.

MCPTT system: The collection of applications, services, and enabling capabilities required to provide Mission Critical Push To Talk for a Mission Critical Organization.

Mission Critical Push To Talk: A group communication service with fast setup times, ability to handle large groups, strong security and priority handling.

Off-Network MCPTT Service: The collection of functions and capabilities required to provide MCPTT using ProSe Discovery and the ProSe Communication path for MCPTT Users using Public Safety ProSe-enabled UEs as a direct communication between UEs using E-UTRA or possibly via a ProSe UE-to-UE Relay.

On-Network MCPTT Service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

Partner MCPTT system: Allied MCPTT system that provides MCPTT services to an MCPTT user based on the MCPTT user profile that is defined in the primary MCPTT system of that MCPTT user.

Primary MCPTT system: MCPTT system where the MCPTT user profile of an MCPTT user is defined.

Private Call: A call between a pair of MCPTT Users using the MCPTT Service with or without MCPTT Floor control.

UE-to-Network Relay MCPTT Service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-Network Relay using ProSe direct communication paths to provide the last hop radio bearer(s).
XDMC: An XDM functional entity as described in [9]. 
XDMS:  An XDM functional entity as described in [9]. 
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

MCPTT
Mission Critical Push To Talk

MCPTT AS
MCPTT Application Server

OMA
Open Mobile Alliance

PCPS
Push to Communicate for Public Safety

PTT
Push To Talk
XDM
XML Document Management
XDMC
XML Document Management Client
XDMS
XML Document Management Server

7.4.2.1
Common services core

7.4.2.1.1
Configuration management client

Editor's note:
FFS.

7.4.2.1.2
Configuration management server

Editor's note:
FFS.

7.4.2.1.3
Group management client
The group management client functional entity acts as an XDM Client or XDM Agent, as described [9]. 
7.4.2.1.4
Group management server

The group management server functional entity provides for management of groups supported within the MCPTT service provider. 
All the group management clients supporting users belonging to a single group are required to use the same group management server for that group. A group management client supporting a user involved in multiple groups can have relationships with multiple group management servers.
The entity is also called the “Group XDMS”. 
The group management server is described in [8]. 
7.4.2.1.5
Identity management server

The identity management server is a functional entity that is capable of authenticating the MCPTT user.

The identity management server functional entity may reside in the same domain as the user’s MCPTT server.

7.4.2.1.6
Identity management client

This functional entity acts as the application user agent for MCPTT user identity transactions. 

Editor's note:
It is FFS whether this functional entity may be combined with some other user agents such as group management client and configuration management client.
7.4.2.1.7
XDM aggregation proxy

The Aggregation Proxy functional entity acts as the single contact point for the XDMC and XDM Agent. The Aggregation Proxy performs authentication of the XDMC, and routes individual XCAP requests to the correct XDMS.  The Aggregation Proxy MAY optionally support charging and compression of XML documents over the radio interface.
This entity is specified in [8].
7.4.2.1.8
Search proxy

The Search Proxy functional entity provides a server entity that forwards an XDM Client and XDM Agent search request to other entities requested to perform a search. The Search Proxy receives responses from the other entities and sends the combined results to the XDM Client or XDM Agent, respectively.
 This entity is specified in [8].
7.4.2.1.9
Subscription proxy

The Subscription Proxy functional entity provides a contact point for the XDMC and XDM Agent to subscribe for notification of changes in XDM documents.
This entity is specified in [9].
7.4.2.1.10
Cross-network proxy

The Cross-network proxy functional entity provides a single contact point for XDM entities located in different networks to communicate over a trusted connection. 
This entity is specified in [9].
7.4.2.1.6
XDM agent

The XDM agent functional entity provides an XDM entity that acts on behalf of application server users as an XDM Client within the trusted networks. The XDM agent uses XDM interfaces that do not require authentication. An XDM agent implementation may provide access to XDMS functions.
This entity is specified in [9].
7.4.2.1.11
List document management server
The list document management server is a functional entity that supports URI list and group list documents. A URI list document may be used to convey a list of MCPTT groups to which a user seeks to affiliate.  This entity is also called the “List XDMS”.
The entity is described in [8]. 
7.4.2.1.12
Policy document management server
The Policy document management server is a functional entity provides for management of user access policy documents. This entity is also called the “Policy XDMS”. 
This entity is described in [8].
7.4.2.1.13
Resource list server
The resource list server is a functional entity that accepts and manages subscriptions to list and request-contained lists. This entity is also called an “RLS”. 
This entity is described in [10].
7.4.2.1.14
Content management server
The content management server is the functional entity that is capable of managing MIME objects, allowing any SIP or SIP/SIMPLE based (application) entity to store MIME objects for retrieval using content indirection.  

This entity is described in [10].
