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1
Decision/action requested

This proposal is to discuss the clarification for eNB Plug&Play security aspects.
2
References

[1]
S5-130871 Pre-SA5#89 stand of MUPPET Super-CR to 32501.
3
Rationale
In the current Multi Vendor Plug and Connect eNB to network use case, it’s mentioned that “
4.3.3.2
Number of CA servers

There could be one or more RA/CA server, e. g. one per vendor. In the latter case the vendor identification would be needed in the FQDN of the RA server.”
There are three options mentioned in the usecase for the retrival of RA/CA IP address “The eNB acquires the IP address of the CA/RA server. The FQDN of the CA/RA server may be pre-configured in the eNB or the FQDN or IP address of the CA/RA server may be provided by the IP Autoconfiguration Service. FQDNs are resolved through the DNS if necessary.”, the description in Section 4.3.3.2 only addresses the scenario which includes FQDN. The description for the scenario without FQDN should also be addressed.

In the case of more than one security gateway, the situation should be similar. Corresponding descriptions are to be added.
4
Detailed proposal

	1st Modified Section


4.3.3.2
Number of CA servers

There could be one or more RA/CA server, e. g. one per vendor. In the latter case the vendor identification would be needed either in the FQDN of the RA server or in the exchange message of the IP AutoConfiguration Service carrying the information about RA/CA server. 
4.3.3.3
Number of OAM SeGWs
There could be one or more OAM SeGW, e. g. one per vendor. In the latter case the vendor identification would be needed either in the FQDN of the OAM SeGW or in the exchange message of the IP AutoConfiguration Service carrying the information about OAM SeGW. 
	End of Modification


