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Change in section 5.1: General trace requirements

…

5.1
General trace requirements

The general high-level requirements for Trace, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:

-
for the Maximum Level: Trace data encompassing all signalling messages on the different interfaces dedicated to the events of the traced subscriber or MS with their entire content (all IEs) shall be retrieved. The operator can then use an external system (e.g. an Operations System (OS) in TMN terminology) and decode specific information in line with operator requirements.

-
for the Minimum Level: a selected subset of IEs shall be retrieved from the signalling interface messages. The Minimum Level provides support for the most common use cases (described in annex A).

· for the Medium Level: a selected Minimum Level subset of IEs from the signalling interface messages and a selected set of radio measurement IEs shall be retrieved.

NOTE: In the context of end-to-end service level tracing for IMS the Maximum level details of trace only applies.
In the context of end-to-end service level tracing for IMS the requirements as contained in OMA Service Provider Requirements (OMA-RD-OSPE-V1_0-20050614-C [9]) apply.
End of change in section 5.1: General trace requirements

Change in section 5.2: Requirements for Trace data

5.2
Requirements for Trace data

The high level requirements for Trace data, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows:

-
The Trace records have to contain Information Elements or signalling messages from control signalling and/or the characteristics of the user data. The following list contains the Network Elements and the Traceable interfaces in the NEs where tracing is needed:

-
MSC Server: A, Iu-CS, Mc and MAP (G, B, E, F, D, C) interfaces; CAP

-
MGW: Mc, Nb-UP, Iu-UP;

-
HSS: MAP (C, D, Gc, Gr) and Cx interfaces and location and subscription information;

-
SGSN: Gb, Iu-PS, Gn, MAP (Gr, Gd, Gf), CAP (Ge) and Gs interfaces;

-
GGSN: Gn, Gi and Gmb interfaces;

-
S-CSCF: Mw, Mg, Mr and Mi interfaces;

-
P-CSCF: Gm and Go interfaces;

-
RNC: Iu-CS, Iu-PS, Iur, Iub and Uu interfaces;

-
BM-SC: Gmb interface.

-
A unique ID within a Trace Session shall be generated for each Trace Recording Session. This is called the Trace Recording Session Reference. In the context of end-to-end service tracing for IMS a unique ID within a Trace Session shall be common across all NEs forming the Service Chain.
Changes to existing NEs and interfaces above may be required. These changes would be dependent upon various 3GPP working groups and possibly other non-3GPP industry groups for completion of Trace Session activation/deactivation.

For a detailed description of network elements and interfaces above see 3GPP TS 23.002 [4].

End of change in section 5.2: Requirements for Trace data

Change in section 5.3: Requirements for Trace activation

5.3
Requirements for Trace activation

5.3.1
Requirements for Trace Session activation

The high level requirements for Trace Session activation, common to both Management activation and Signalling based activation), are as follows:

-
In case of subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/CS/PS) shall be known in the NEs where subscriber Trace is needed.

-
In case of MS Trace, the Trace Session will be activated for a certain MS whose identification (IMEI or IMEISV) shall be known in the NEs where MS Trace is needed.

-
Trace Session activation shall be possible for both home subscribers and visiting subscribers.

· -
There are two methods for Trace Session activation: Management activation and Signalling activation.

-
For an established call/session within a Network Element, it is optional for the Network Element to start a Trace Recording Session for the associated Subscriber or MS upon receipt of the Trace activation request from the EM.

-
A globally unique ID shall be generated for each Trace Session to identify the Trace Session. This is called the Trace Reference.

-
Trace Session may be activated from the EM simultaneously to multiple NEs with the same Trace Reference (i.e. same Trace Session).

-
The Trace Scope and Depth shall be specified within the control and configuration parameters during Trace Session activation.

-
There can be cases in a NE when it receives multiple Trace Session activations for the same connection (e.g. simultaneous CS/PS connections). In these cases the starting time of the Trace Session Activation and the starting time of the first Trace Recording Session is the same using signalling based activation. For these cases there are two different cases for the Trace Session activation in a Network Element when it receives another Trace Session activation to the same subscriber or MS:

-
If the Trace Reference is equal to an existing one, a new Trace Session shall not be started;

-
If the Trace Reference is not equal to an existing one, a new Trace Session may be started.

-
The EM shall always provide the trace control and configuration parameters to the appropriate NEs at the time of Trace Session activation.

The high-level requirements for Trace Session activation, specific to Management activation, are as follows:

-
In case of subscriber Trace, the Trace Session will be activated for a certain subscriber whose identification (IMSI in UTRAN/CS/PS or Private ID in IMS) shall be known in the NEs where subscriber Trace is needed.

5.3.2
Requirements for starting a Trace Recording Session

The high level requirements for starting a Trace Recording Session, common to both Management activation and Signalling based activation), are as follows:

-
It is optional for the NE to start a Trace Recording Session if there are insufficient resources available within the NE.

-
The Trace Recording Session Reference shall be unique within a Trace Session.

-
The Trace Recording Session should be started after appropriate start trigger events are detected.

The high level requirements for starting a Trace Recording Session, specific to Management activation, are as follows:

-
Each NE shall generate its own Trace Recording Session Reference (i.e., independent Trace Recording Sessions).

-
Each NE shall start the Trace Recording Session based upon the Trace control and configuration parameters received by the NE in the Trace Session activation.

-
The correlation of Trace data will be done with a Trace Reference and IMSI / IMEI / IMEISV / Private ID.

· The Trace Recording Session can start only when the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or Private ID (in case of IMS) is made available in the NE. In order to trace the early phases of the call the IMSI (in case of subscriber trace), the IMEI / IMEISV (in case of MS trace) or Private ID (in case of IMS) shall be made available to the NE as soon as practically possible. E.g. the IMSI and IMEI / IMEISV shall be made available to both Serving RNC and Drift RNC.
5.3.3 Requirements for Trace activation for end-to-end service level tracing for IMS

The high level requirements for Trace activation common to both Management activation and Signalling based activation are as follows:

· A device/component supporting Service Level Tracing (SLT) MUST support marking (Refer to OMA Requirement [SLT-HL-2] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· When a service is initiated from marked component/device and when that service matches the service indicated in the marking request, the component/device MUST indicate in the related outgoing messages (E.g. SIP Invite) that SLT is required. (Refer to OMA Requirement [SLT-HL-3] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism for an authorised actor (e.g. a Service Provider) to activate or de-activate tracing on a component whilst ensuring that the propagation of the trace indication is not prohibited. (Refer to OMA Requirement [SLT-AC-1] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism to allow a Service Provider or other authorized actor to initiate a marking request. (Refer to OMA Requirement [SLT-AC-2] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to request a permission from an end-user to mark a device. (Refer to OMA Requirement [SLT-AC-4] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to mark a device with or without the end-user’s permission. (Refer to OMA Requirement [SLT-AC-5] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· In the case where it is not possible to mark the end-user’s device, OSPE MUST provide a mechanism that allows any authorised actor to initiate SLT at any specific component within a service chain. (Refer to OMA Requirement [SLT-AC-6] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism that allows the Service Provider or any other authorised actor to specify the criteria that causes the marking request to take affect, i.e. the service to be traced and the time at which an indication for requiring SLT is included in a signalling message. (Refer to OMA Requirement [SLT-AC-7] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))
· A component MUST propagate the indication for SLT onwards to other components within the Service chain (even if the outbound protocols are different from the incoming protocols). (Refer to OMA Requirement [SLT-COM-3] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))
NOTE: In the context of end-to-end service level tracing for IMS the terms device and component shall be interpreted as MS and NE, respectively.
End of change in section 5.3: Requirements for Trace activation

Change in section 5.4: Requirements for Trace deactivation

5.4
Requirements for Trace deactivation

5.4.1
Requirements for Trace Session deactivation

The high level requirements for Trace Session deactivation, common to both Management deactivation and Signalling based deactivation, are as follows:

-
The Trace Session shall be deactivated using the Trace Reference specified for the Trace Session activation.

-
The Trace Session shall be deactivated in all those NEs where it was activated.

-
The deactivation of a Trace Session during a Trace Recording Session within a Network Element may take place anytime after the Network Element receives the deactivation request until the end of the current Trace Recording Session related to the traced Subscriber or MS.

-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. E.g. figure 5.4.1 shows NE 3 having two signalling connections (one of them or both of them are traced with the same Trace Reference) and a Trace deactivation message is received. The Trace Session shall be closed.
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Figure 5.4.1: Trace Session closure

5.4.2
Requirements for stopping a Trace Recording Session

The high level requirements for stopping a Trace Recording Session, common to both Management deactivation and Signalling based deactivation, are as follows:

-
The Trace Recording Session should be stopped after appropriate stop trigger events are detected.

-
Trace Session deactivation in a NE could occur when two simultaneous signalling connections for a subscriber or MS exist. E.g. figure 5.4.2 shows NE3 having two signalling connections, but only one connection is traced. If the non-traced connection is released, the Trace Recording Session shall be kept in NE3. If the traced connection is released the Trace Recording Session shall be closed.
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Figure 5.4.2: Trace Recording Session closure

The high level requirements for stopping a Trace Recording Session, specific to Signalling based deactivation, are as follows:

-
The Trace Recording Session should be stopped after an NE receives the appropriate signalling deactivation message.
5.4.3 Requirements for Trace deactivation for service level tracing for IMS

The high level requirements for Trace activation common to both Management activation and Signalling based activation are as follows:

· OSPE MUST provide a mechanism for an authorised actor (e.g. a Service Provider) to activate or de-activate tracing on a component whilst ensuring that the propagation of the trace indication is not prohibited. (Refer to OMA Requirement [SLT-AC-1] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· OSPE MUST provide a mechanism for a Service Provider or any other authorised actor to unmark a marked device/component. (Refer to OMA Requirement [SLT-AC-3] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))
NOTE: In the context of end-to-end service level tracing for IMS the term “authorised actor” shall be interpreted as an NE or EM.

End of change in section 5.4: Requirements for Trace deactivation

Change in section 5.5: Requirements for Trace Data reporting

5.5
Requirements for Trace Data reporting

The high level requirements for Trace Data reporting, common to both Management activation/deactivation and Signalling based activation/deactivation, are as follows (Trace record contents, file formats and file transfer mechanisms are defined in 3GPP TS 32.423 [3]):

-
Trace records should be generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started.

-
Format of the Trace records sent over Itf-N shall be XML based on the Schema in TS 32.423 [3].

-
Trace records should be transferred on the Itf-N to the Network Manager using one of two approaches: direct transfer from NE to NM or transfer from NE to NM via EM.

For transfer of Trace records via Itf-N, FTP shall be used.
In the context of end-to-end service level tracing for IMS the following OMA requirement also applies:
· The Service Provider or other authorised actor MUST be able to correlate the service to be traced, as indicated in the marking request, with trace information retrieved from across components of a service chain. (Refer to OMA Requirement [SLT-HL-7] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))

· Each component MUST expose a standardised interface that allows for the retrieval of all captured SLT trace information or the retrieval of captured trace information pertaining to a specific instance of SLT (e.g. captured trace information on a component may have resulted from several test cases but only captured information associated with one specific instance of SLT is required to be retrieved). (Refer to OMA Requirement [SLT-NI-1] (OMA Service Provider Requirements, OMA-RD-OSPE-V1_0-20050614-C [9]))
NOTE 1: In the context of end-to-end service level tracing for IMS the term “authorised actor”shall be interpreted as an NE or EM.
Change in section 5.5: Requirements for Trace Data reporting

End of document
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