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Agenda Item:


The WT50 session was held on Aug 30 the 3rd quarter, Aug 31 the 4th quarter and Sept 1 the 1st quarter .

Please refer to Clause 5 for the list of participants. 

1 Output Documents

1.1 Documents for approval

The RG requests <SWG-yy> to forward the following documents to SA5 for approval: 

	Type
	Tdoc#
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1.2 Documents for Information to SA

None.
1.3 Documents to be withdrawn

None.

1.4 Any other action requested by the SWG or SA5

None.

2 Progress status

Percentage of completion (Rel-7 WT50): 10% (previously 5%)

Summary of progress: all the input contributions are reviewed.
Outstanding issues:

3 Minutes

	Tdoc
	Title/Discussion/Conclusion
	Source 

	S5-056540
	Security solution for CORBA SS
It is reviewed.

Notification sender need not be authenticated due to 32.371.
	Ericsson

	S5-056541
	Security Management solution
Discussed, and to be updated and resubmitted.

Lucent: The authorization granularity can only be IRP level? As stated in Lucent’s contribution for last meeting, read/write operation should be differentiated.

Ericsson: the IRP IOR returned by the security IRP should be dynamic, but it is not easy for it to expire once issued. EPIRP is supposed to be mandatory in the document, but it is not in 3GPP.

Huawei: when IRPManager accesses IRPAgent using the returned IOR, how IRPAgent authenticates the IRPManager?

Nortel: Performance and cost of security SS should be considered. This SS is light and cheap. There can be more than 1 SS.

Siemens: wandering if the connection between central IOR library and Security IRP  is secured.

Ericsson: this is security service for EPIRP, implying that each other IRP needs their respective security service.
	Nortel 

	S5-056542
	Huawei IRP Security Management SS Draft v1.4
Discussed, and to be updated and resubmitted.

Ericsson: the title should be Solution, instead of Solution Set.
Moto: 32.371 should be listed in the reference section.

Nortel: multiple words need to be re-considered. Huawei will work with Nortel offline on this issue.

Nortel: Service Context should be capitalized first letter. SAS should be listed in abbreviation. Interceptor concept should be referred to original CORBA spec.

Nortel: Interceptor mechanism is not understood, it should be described more clearly. Huawei: corresponding reference will be added in the section.

Ericsson: in section 6.1.1 and 6.1.2, both successful and failure cases of authentication and authorization should be explicitly described. Will provide a matrix describing authentication procedure and Mgr-Agt, Clt-Svr interceptor, one way and req-response operation.
Nortel: security events that can be logged by CORBA security service should be listed. Huawei: Try to refer it to the CORBA security service.


	Huawei

	S5-056543
	Huawei Industrial Authentication services available for IRP Security Service
Discussed, and to be updated and resubmitted.
	Huawei

	S5-056544
	Huawei Proposal on Acess control Policy for IRP Security Service
Discussed, and to be updated and resubmitted.
	Huawei

	
	
	

	
	
	

	
	
	


4 Action items

	Item
	Description
	Release
	Owner
	Status 
	Target 

	43.1
	Nortel will work with Huawei on the wording problems of S5-056542
	7
	Nortel, Huawei
	Open
	#44
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