Meeting Report OSA, 14th – 15h September, Sophia Antipolis, France

Meeting Report of SA1 adhoc on Open Service Access #2

Introduction

The second meeting on Open Service Access was held from the 14th to 15th of September, 2000 in Sophia Antipolis, France, hosted by ETSI. It was chaired by Manfred Leitgeb from Siemens AG. This report has been prepared by Manfred Leitgeb.

Executive Summary

The meeting was intended to progress the work on 22.127, the stage 1 specification to describe requirements for “Open Service Access”.

The meeting agreed to seek a closer relation to other Working bodies, such as ETSI SPAN and the PARLAY Forum. A first step could be to present the current work during the next ETSI SPAN 3 meeting, mid of October.

Due to the confusion on the abbreviation for this Work Item (OSA or OISP or NISP etc.) the meeting finally agreed to stay with OSA. OSA reads OPEN SERVICE ACCESS.

A good progress was done and the result is given in an improved version of the stage 1 description.

Summary of decisions reached.

· Version 0.4.0 was created and will go to S1 for information

· The name for this work item is finally proposed as Open Service Access.

· The term Service Capability Feature was replaced by OSA function.

· Work Item Description was improved

· It was agreed to inform 3GPP TSG SA5 on the current S1 OSA activities.

· A joint session (18th October 2000) with CN5 is planned to harmonise the work

· Next OSA Ad Hoc 18th to 19th October 2000.

List of documents handled:

Document Number
Title
Source
Result
New doc

S1O00013
22.127 version 0.3.0 (OSA stage 1)

Noted, changes were based on this version


S1O00014
Agenda
Chair
agreed


S1O00015
LS (N5-000182) on Connectivity Management
CN5
Answered in S1O00028
S1O00028

S1O00016
LS (N5-000183) on concept for enterprise operator
CN5
Answered in S1O00028
S1O00028

S1O00017
Requirements on Security related to modification of a user‘s profile
Siemens
Agreed with minor changes
S1O00027

S1O00018
Requirements on Home- and visited Network Capabilities service capability features
Siemens
Agreed with minor changes
S1O00027

S1O00019
changes for OSA stage 1 relating to Framework description
Lucent
Agreed with minor changes
S1O00027

S1O00020
Additional charging requirements
Lucent
Agreed with minor changes
S1O00027

S1O00021
Proposal for the enhancements to user profile management SCF
Lucent
Agreed with minor changes
S1O00027

S1O00022
Introduction of Policy Management
Lucent
Not agreed


S1O00023
Improved WID
OSA rapporteur
modified
S1O00025

S1O00024
Improvements to stage 1
Siemens
agreed
S1O00027

S1O00025
Improved WID
adhoc
Agreed, will go to next S1 plenary for approval


S1O00026
Interim version of stage 1
adhoc
noted
S1O00027

S1O00027
Stage 1 with all agreed changes
adhoc
Will go to next S1 plenary for information


S1O00028
Liaison Statement on connectivity management and virtual operator concept, answer to N5-000182 and N5-000183
adhoc
Agreed, will be send to CN5. Copies will go to S1 VHE group, S2 VHE group and SA5


S1O00029
Report
chair
Will go to S1 plenary


Detailed Meeting Report

S1O00013 stage 1, version 0.3.0.

22.127, OSA stage 1, version 0.3.0 was seen and noted by S1 plenary at their last meeting. Any further change will be based on this version.

S1O00014, agenda was approved without modifications.

S1O00015 LS from CN5 on connectivity management

The content of the LS on Connectivity Management was seen as being too exhaustive and too detailed to be handled in depth.
However, it was the feeling of S1 OSA adhoc that issues on network control and management are beyond the mandate and scope of the current work.  Furthermore, the need for network control and management were in doubt. The question was raised as to what extent 3GPP TSG SA5 should be involved when it comes to Network Management.

The LS was answered in S1O00028. S1 OSA adhoc further propose to handle the content at the next joint meeting with CN5, most likely on the 18th of October, 2000.

S1O00016 LS from CN5 on the concept of enterprise operator

On the question of providing sufficient capabilities for enterprises to make use of public network resources for provision of services to their subscribers, it was unclear to S1 OSA adhoc what the requirements are. This issue is raised in the LS back to CN5, S1O00028.

S1 OSA adhoc further propose to handle this issue (together with the above one) at the next joint meeting with CN5.

S1O00017 on Security issues in case of user profile modification
Well defined security requirements are needed when a user is enabled to modify parts of her user profile data from outside the trusted domain. In this contribution requirements for the related section in 22.127 are suggested.

At present an application is authenticated by the network (represented by the Framework of the OSA) and accordingly authorised to use certain service capability features. Once an application has been authorised to use e.g. network location SCF it can retrieve location information of any subscriber, i.e. there is an authentication/authorisation on application level.

S1 OSA group believes that there is a demand for a user to be able to restrict certain information to be retrieved by an application.

For that reason a user shall be able to maintain sensitive parts of her profile; privacy settings are introduced.

The contribution was slightly modified and agreed, new requirement can be found in chapter 9.1 of 22.127.

S1O00018 on Home- and visited Network Capabilities service capability features

It was criticised by S2 VHE group that the requirement is too weak. It was clarified that functions for retrieval of Network Capabilities shall enable the application to discover the network capabilities of the serving network of a subscriber. There was seen not need to differentiate between visited and home network.

The contribution was slightly modified and agreed, new requirement can be found in chapter 10.3.6 of 22.127.

S1O00019 on Framework requirements

The framework provides the essential capabilities that allow OSA applications to make use of the service capabilities in the network.  There are three distinct features that comprise the framework: Trust and Security Management, Service Discovery Management and Integrity Management. The current text was restructured and clarified in this sense.

The contribution was slightly modified and agreed, new text can be found in chapter 10.1 of 22.127.

S1O00020 on additional charging requirements
The contribution introduce the ability for applications to query a subscriber’s credit balance as a capability for OSA. This capability should be introduced with the necessary authorisation over and above currently provided by the OSA Framework. It was clearly figured out that additional security methods are needed. Further it was agreed that networks shall not be forced to offer the readability of the account balance. The contribution was modified in this sense and agreed, new text can be found in chapter 10.2.5 of 22.127.

S1O00021 on enhancements to user profile management 
This contribution proposes an extension to the User Profile Management function in order to allow an application to read or modify on aspects of the user profile that are not standardised in the user data profile. This would provide network operators the ability to allow third party service providers to access and/or modify user data and/or user service data that needs to be shared by different applications. 

The contribution was modified (execution of methods was not accepted) and agreed, new text can be found in chapter 10.1 of 22.127.

S1O00022 on Introduction of Policy Management
This contribution proposes the introduction of Policy Management concepts, similar to those being introduced by Parlay. The principles of the idea was very much appreciated. However, the contribution was going to far in the area of network management and connectivity aspects. The contribution was not agreed at this stage. The source of the contribution , Lucent, is willing to rephrase the contribution and to focus on service level policy aspects only. If resubmitted by the author, it will be handled at the next meeting.

S1O00023 on WID improvements 
The contribution was modified and the new version is given in S1O00025.

S1O00024 on editorial enhancements to 22.127 by the editor

On the editorial improvements the change of Service Capability Feature to OSA function is the most worthwhile to be mentioned. This change was primarily done to avoid misinterpretation with the understanding of Service Capability Feature as used in stage 2 and 3. The change was agreed and has an impact to the whole document.

S1O00025 on WID improvements 
The content was improved, two more companies indicated their support for the Work Item (Lucent and Nokia) and the time table was adapted. The new version will be presented to next S1 plenary for approval.

S1O00026, interim version of 22.127
This was just used as an working document during the meeting.

S1O00027 is the actual 22.127, version 0.4.0
This is the agreed version including all the results from the S1 OSA adhoc meeting. This version is attached to the LS (S1O00028) and will be sent to S1 for information.

S1O00028, Liaison Statement on connectivity management and virtual operator concept, answer to N5-000182 and N5-000183

The LS was agreed by email and will be submitted to CN5 and copied to S1 VHE group, S2 VHE group and SA5.

Summary of Output documents

Documents agreed in principle by the Ad Hoc and to be presented to SA1 for their information or approval

S1O00025
For approval
Work Item Description Sheet OSA

S1O00027
For information
22.127, version 0.4.0 

S1O00028
For approval
LS, Answer to CN5, cc to S1 VHE, S2 VHE and SA5

S1O00029
For approval
Meeting Report

next meeting

18th –19th October 2000, Vienna, drafting session
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