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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
Draft TR 23.799 Study on Architecture for Next Generation System v0.7.0
[2]
Draft TR 28.801 Study on management and orchestration of network slicing for next generation network v0.1.0
3
Rationale

Network slicing provides customized treatment for different services with diverse QoS requirements given a common physical set of network resources. A crucial problem in network slicing is how to allocate the resources to network slices such that services supported by a slice are not negatively affected by services supported by other network slices. In order to avoid negative effect of one slice on the other slices, resource isolation among network slices may be enforced. Isolation among network slices can be achieved through proper resource allocation among network slices by configuration management. The management support for network slice resource isolation can provide independent, scalable, modularized operation of different network slices; and can reduce operational complexity.
The purpose of this contribution is to clarify terminologies regarding network slice resources and identify different types of resource isolation.
Definition of network slice resource

================= Extracted from 3GPP TR 23.799 [1] start ==================
Network Slice Instance: a set of network functions, and resources to run these network functions, forming a complete instantiated logical network to meet certain network characteristics required by the Service Instance(s):

-
A network slice instance may be fully or partly, logically and/or physically, isolated from another network slice instance.

-
The resources comprises of physical and logical resources.

-
A Network Slice Instance may be composed of Sub-network Instances, which as a special case may be shared by multiple network slice instances. The Network Slice Instance is defined by a Network Slice Blueprint.

-
Instance-specific policies and configurations are required when creating a Network Slice Instance.

-
Network characteristics examples are ultra-low-latency, ultra-reliability etc.

…

Physical resource: A physical asset for computation, storage or transport including radio access:

-
Network Functions are not regarded as Resources.

Logical Resource: Partition of a physical resource, or grouping of multiple physical resources dedicated to a Network Function or shared between a set of Network Functions.

================= Extracted from 3GPP TR 23.799 [1] end ===================
According to the above definitions, the network slice resources comprise of physical and logical resources. Accordingly, the isolation among network slices can be at the level of physical resource or logical resource.
Different types of resource isolation

There are different types of network slice resource isolation.
Computation/storage type isolation means isolation on computation/storage resources level which may include but not limited to CPU, memory, hard disk, etc.
In addition to computation/storage type isolation, resource isolation can be enforced at the transport level. Transport resources may include but not limited to virtual network identifiers, IP address assignment, forwarding labels, ingress traffic filters, traffic policing and shaping parameters, etc.

Physical vs. Logical Isolation

If strict isolation is required for a slice, e. g., for reasons such as security for services supported by the slice, the network resources that are allocated for the slice cannot be used by other slices. Such level of isolation can be achieved through "physical isolation" of network resources among slices. For example, the computation/storage resources for different network slices may be deployed (allocated) at different network nodes.
A less strict level of resource isolation is "logical isolation", where the can be shared by different slices; however, the amount of provisioned network resources at the node is sufficiently large such that the performances of network slices can still be deemed as independent.
4
Detailed proposal

It is proposed to make the following changes to TR 28.801 [2].
	Start


3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

TBD
Computation/storage resource isolation: Computation/storage resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between the one slice and the other slices. Computation/storage resources may include but not limited to CPU, memory, disk, I/O devices, etc.

Logical resource: See definition in TR 23.799 [2].

Logical resource isolation: Logical resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between the one slice and the other slices.
Physical resource: See definition in TR 23.799 [2].

Physical resource isolation: Physical resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between the one slice and the other slices.
Transport resource isolation: Transport resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between the one slice and the other slices. Transport resources may include but not limited to virtual network identifiers, IP address assignment, forwarding labels, ingress traffic filters, traffic policing and shaping parameters, etc.
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