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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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TS 28.500 “Telecommunication management; Management concept, architecture and requireemnts for mobile networks that include virtualized network functions”. 

3
Rationale

The relationship between an NSD and NS is 1:N, i.e., there can be multiple NS instances created from a single NSD. The associated NSD to the NS instance is used for the NS instance management.

It is also possible to update an NSD, which according to ETSI NFV IFA 013 [REF-B], it results on on-boarding a new version of a previous on-boarded NS descriptor. The previous versions of the NS descriptors are not modified. For more information, kindly refer to clause 7.2.5.1 of ETSI ISG NFV IFA 013 [REF-B].

According to [REF-B], it is also possible to associate a new NSD version to an existing NS instance as part of the update Network Service operation (refer to clause 7.3.5.1 of [REF-B]). As part of the new association, the OSS can be required to perform additional actions (refer to clause 8.3.4.15 of [REF-B]).
In addition, a business-level use cases has been agreed for TS 28.500 related to updating the NS instance to refer to a different NSD version. See clause 5.4.4.2 in 28.500 [REF-C].
It it therefore important to highlight such interworking in between the NM, part of the 3GPP management system, and the NFVO, part of NFV-MANO, in order to make sure that there is the capability enabled for the network operator through the 3GPP management system to update an NS instance corresponding to a different NSD version as initially instantiated.
The contribution proposes an end-to-end use case (see clause 6.4.x of the contribution), and two shorter use cases, all related to the features to update an NSD (see clause 6.4.y), associated a different NSD version to an NS instance (see clause 6.4.z), and update consequently the NS instance (see clause 6.4.x). The contribution also derives additional requirements.

4
Detailed proposal

It is proposed to make the following changes to TS 28.525.
	1st modified section


6.4.x
Updating an NS instance to correspond to a different NSD version
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	The network operator through 3GPP management system can decide when and has the capacity to update the NS instance to correspond to a different NSD version when such update synchronization has not automatically been performed by the NFVO.
	

	Actors and Roles
	NM requests update of an NSD and the NS instance. 
	

	Telecom resources
	NFVO
	

	Assumptions
	The NS instance update is not supported by the current associated NSD instance.
	

	Pre-conditions
	The NS to update is instantiated.

The new NSD version is available to the NM.

	Clause 6.4.16: Use case of NS instantiation

	Begins when 
	NM determines to update the existing NS instance, e.g., due to changes in its VNF instances.
	

	Step 1 (M)
	The NSD instance is updated with the new NSD version (see clause 7.2.5 in ETSI GS NFV-IFA 013 [6]).
	Clause 6.4.y: Use case for updating NSD instance

	Step 2 (M)
	The NS instance is associated to the newly on-boarded NSD version.

Note: The automatic update synchronization by NFVO is set to false (see clause 8.3.4.19 in ETSI GS NFV-IFA 013 [6]).
	Clause 6.4.z: Use case for associating a new NSD version to an NS instance as part of NS update 

	Step 3 (M)
	NM sends a request to NFVO to update the NS instance with the necessary update information, e.g., addition, removal or modification of existing VNF instances part of the NS instance (see clause 7.3.5 in ETSI GS NFV-IFA 013 [6]).
	

	Step 4 (M)
	NFVO acknowledges the NS instance update request providing information to identify the lifecycle operation occurrence (see clause 7.3.5 in ETSI GS NFV-IFA 013 [6]).
	

	Step 5 (M)
	NFVO sends to NM a notification indicating the start of the NS update lifecycle changes. The notification identifies the NS instance affected for the lifecycle change, the lifecycle operation occurrence and the type of lifecycle operation (see clause 8.3.2.2 in ETSI GS NFV-IFA 013 [6]).
	

	Step 6 (M)
	NFVO sends to NM a notification indicating the end result of the NS update lifecycle changes. The notification identifies the NS instance affected for the lifecycle change, the lifecycle operation occurrence, the type of lifecycle operation and information about the entities part of the NS instance affected by the lifecycle change (see clause 8.3.2.2 in ETSI GS NFV-IFA 013 [6]).
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NS instance has been updated to correspond to the different NSD version.
	

	Traceability
	REQ-NFV_LCM_Os-Ma-nfvo-FUN-9, REQ-NFV_LCM_Os-Ma-nfvo-FUN-17, REQ-NFV_LCM_Os-Ma-nfvo-FUN-20
	


6.4.y
Use case for updating NSD instance
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	The network operator through 3GPP management system has the capacity to update an on-boarded NSD instance on the NFVO. An NSD update creates a new NSD version and the previous on-boarded versions of the NSD are not modified (see clause 7.2.5.1 in ETSI GS NFV-IFA 013 [6]).
	

	Actors and Roles
	NM requests the update of the NSD.
	

	Telecom resources
	NFVO
	

	Assumptions
	N/A
	

	Pre-conditions
	The NSD to update has been on-boarded.

	Clause 6.4.11: Use case for NS Descriptor (NSD) On-boarding

	Begins when 
	NM determines to update the existing on-boarded NSD.
	

	Step 1 (M)
	NM sends a request to the NFVO to update the NSD by providing the identifier of the existing on-boarded version of the NSD to update, the new NSD version, and optionally additional user defined data (see clause 7.2.5 in ETSI GS NFV-IFA 013 [6]).
	

	Step 2 (M)
	NFVO acknowledges to the NM the successful NSD update providing the identifier of the newly on-boarded NSD version (see clause 7.2.5 in ETSI GS NFV-IFA 013 [6]).
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
The NSD to update is in deletion pending state.
The new NSD version does not correspond to be a different version of the existing on-boarded NSD to update.
	

	Post-conditions
	The newly NSD version is on-boarded.
	

	Traceability
	REQ- NFV_LCM_Os-Ma-nfvo-FUN-y
	


6.4.z
Use case for associating a different NSD version to an NS instance as part of NS update
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	The network operator through 3GPP management system has the capacity to associate an existing NS instance to a different NSD version as part of NS update, so that the NS instance lifecycle management and NS instance updates can be performed according to the different NSD version.
	

	Actors and Roles
	NM requests associating a different NSD version to the NS instance.
	

	Telecom resources
	NFVO
	

	Assumptions
	N/A
	

	Pre-conditions
	The different NSD version to associate the NS instance to is already on-boarded.


	Clause 6.4.y: Use case for updating NSD instance.

	Begins when 
	NM determines to associate the different NSD version to the existing NS instance.
	

	Step 1 (M)
	NM sends a request to the NFVO as part of NS update to associate the different NSD version to the NS instance by providing the identifier of the on-boarded different version and indication of whether the NS instance will be automatically synchronized to the new NSD by the NFVO (see clause 8.3.4.15 in ETSI GS NFV-IFA 013 [6]).
	

	Step 2 (M)
	NFVO acknowledges to the NM the successful NS update operation (see clause 7.3.5 in ETSI GS NFV-IFA 013 [6]).
	

	Ends when
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NS instance is associated to the different NSD version.
	

	Traceability
	REQ- NFV_LCM_Os-Ma-nfvo-FUN-z
	


	2nd modified section


6.1.2
Requirements for Os-Ma-nfvo

REQ-NFV_LCM_Os-Ma-nfvo-FUN-1
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS instantiation request based on on-boarded NSD and parameterization specific for an NS (see requirement Os-Ma-nfvo.NsLcm.001 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-2
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS instantiation request using existing VNF instances (see requirement Os-Ma-nfvo.NsLcm.008 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-3
The Os-Ma-nfvo reference point shall have the capability allowing NM to send VNF Package on-boarding request (see requirement Os-Ma-nfvo.VnfPkgm.001 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-4
The Os-Ma-nfvo reference point shall have the capability allowing NM to receive notification on the VNF Package on-boarding (see requirement Os-Ma-nfvo.VnfPkgm.006 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-5
The Os-Ma-nfvo reference point shall have the capability allowing NFVO to send information about VNF instances that constitute a NS (see requirements Os-Ma-nfvo.NsLcm.003 and Os-Ma-nfvo.NsLcm.015 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-6
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS termination request (see requirement Os-Ma-nfvo.NsLcm.002 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-7
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS query request (see requirement Os-Ma-nfvo.NsLcm.003 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-8
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS scaling request (see requirement Os-Ma-nfvo.NsLcm.004 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-9
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS updating request (see requirement Os-Ma-nfvo.NsLcm.005 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-10
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS healing request (see requirement Os-Ma-nfvo.NsLcm.010 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-11
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS scaling request with scaling of VNF instances as part of NS scaling (see requirement Os-Ma-nfvo.NsLcm.014 in [6]).
REQ-NFV_LCM_Os-Ma-nfvo-FUN-12
The Os-Ma-nfvo reference point shall have the capability allowing NM to enable VNF Package (see requirement Os-Ma-nfvo.VnfPkgm.003 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-13
The Os-Ma-nfvo reference point shall have the capability allowing NM to disable VNF Package (see requirement Os-Ma-nfvo.VnfPkgm.002 in [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-14
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NSD on-boarding request.

REQ-NFV_LCM_Os-Ma-nfvo-FUN-15
The Os-Ma-nfvo reference point shall have the capability allowing NM to receive acknowledgement on the NSD on-boarding.

REQ-NFV_LCM_Os-Ma-nfvo-FUN-16
The Os-Ma-nfvo reference point shall have the capability allowing NM to send a request with instantiating a VNF instance as part of the update of a NS (see Os-Ma-nfvo.NsLcm.012 [6]). 
REQ-NFV_LCM_Os-Ma-nfvo-FUN-17
The Os-Ma-nfv reference point shall have the capability allowing NFVO to notify the addition,  deletion, or modification of the VNF instance, as result of the NS lifecycle change (see Os-Ma-nfvo.NsLcn.002 [6]).
REQ-NFV_LCM_Os-Ma-nfvo-FUN-18
The Os-Ma-nfvo reference point shall have the capability allowing NM to remove an existing VNF instance from a NS instance as part of the update of a NS (see Os-Ma-nfvo.NsLcm.013 [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-19
The Os-Ma-nfvo reference point shall have the capability allowing NM to subscribe/un-subscribe to NS instance lifecycle change notifications (see Os-Ma-nfvo.NsLcn.001 [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-20
The Os-Ma-nfvo reference point shall have the capability allowing NM to receive notifications regarding NS instance lifecycle changes (see requirement Os-Ma-nfvo.003 and Os-Ma-nfvo.NsLcn.001 [6]).

REQ-NFV_LCM_Os-Ma-nfvo-FUN-y
The Os-Ma-nfvo reference point shall have the capability allowing NM to update an NSD (see Os-Ma-nfvo.Nsd.004 [6]).
REQ-NFV_LCM_Os-Ma-nfvo-FUN-z
The Os-Ma-nfvo reference point shall have the capability allowing NM to associate a different NSD version to an NS instance as part of NS update.
	End of modified sections


