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Decision/action requested

Discuss the performance threshold monitor in virutalized network
2
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Rationale
To be able to monitor the overall health of the network, authorized users will have to set the thresholds and crossing or reaching of thresholds shall result in the emission of a performance alarm notification. Performance alarms may be defined against any managed object supporting measurement definitions. [1]

The threshold definition shall allow the user to assign up to four different severity levels (critical, major, minor, warning) based on different threshold values. The threshold direction should also be defined as increasing or decreasing, according to which direction raises the Performance Alarm.
If the monitored measurementType is of Gauge type, this thresholdValue shall be of the same type. If the monitored measurementType is of counter type, then this value should be expressed as a rate, i.e., the number of units of type of the monitored measurementType over unit of time. [2]
Let’s take the Cumulative Counter type as an example, and suppose there are only two severity levels (minor and critical) to make it simpler. The threshold value of minor alarms is R1 and for critical alarms the threshold is R2 (R2 > R1). Now considering the network is virtualized and the monitored CC measurement is collected from a VNF. During the VNF lifecycle, the virtualized resource capacity of the VNF will be changed if the VNF is scaled. That means the maximum processing capability of the VNF will be increased or decreased, because as we all know, the maximum processing capability depends on the resource capacity of the NE and for VNF, it will depends on the capacity of the virutalized resources the VNF can use.
Suppose the VNF is scaled out and the performance threshold monitor is still valid and the thresholds are unchanged, please see Figure 1 describes examples of threshold crossings for a CC measurement type after VNF is scaled out and it is in the context the changed alarm is supported:
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Figure 1 Examples of threshold crossings for a CC measurement type
· At T1, a new alarm notification A1 (Minor) is generated when  Threshold1 is crossed 
· At T2, a changed alarm notification A1 (Critical) is generated when Threshold2 is crossed

· At T3, a cleared alarm notification A1 is generated when Level 2 and 1 are crossed
Actually, after VNF is scaled out, the maximum processing capability is increased correspondingly. Please see Figure 2, against the new maximum processing capability of the monitored measurements, it is inappropriate to keep R1 and R2 as thresholds for generating minor alarms because the measurement value corssing R1 desn’t mean the processing capability is begin to be not enough which may cause the performance degradations and even the measurement value corssing R2, it is not critical in practical.
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Figure 2 Old thresholds against the new maximum processing capability
For example, if the theresholds are changed to R2 (Minor alarm threshold) and R3 (Critical alarm threshold) according to the new maximum prcessing capability, please see Figure 3 for the detail performance alarm notifications.
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Figure 3 Examples of threshold crossings for a CC measurement type after the thresholds are updated

· At T2, a new alarm notification A2 (Minor) is generated when Threshold1 is crossed 
· At T3, a cleared alarm notification A2 is generated when Threshold1 is crossed
By comparing Figure 1 and 3, it can be seen that the amount of the performance alarm notifications and the severity level of the performance alarms are both different, and if the thresholds are not updated after the VNF is scaled out, the performance alarms generated on the basis of the old thresholds can’t indicate the real performance correctly. 
The figures above only show the case of CC measurements type after the VNF is scaling out, but it can be forseen that for the other measurements types and other scaling types (scaling up/down/in), there will be a similar situation.
4
Detailed proposal
It is the Operator’s responsibility to ensure that threshold values are defined appropriately in order to detect performance degradations before they become service affecting [1]. 
In case for the every VNF having the Threshold Monitor, every time it is scaled and NM needs to obtain the current maximum precossing capability of the VNF and determine the new threshold values, and then delete all the Threshold Monitors of the VNF and lastly re-creates them with new thresholds. To simplier the update of the threshold values for the operator, it is proposed that,
1) NM can send the threshold polices of the monitored performance measurements to EM. The policy includes the relationships between the thresholds and the maximum precossing capability of the monitored performance measurements, for example, it may be the ratio of the threshold and the maximum precossing capability. 
2) EM can obtain the current flavor of the VNF from the VNFM after the VNF is scaled and determin the maximum processing capability of the monitored performance measurements according to the vitrualized resources capacity in the flavour or EM can obtain the maximum processiong capability from VNFM directly and premise is that the maximum processing capability has already been contained in the VNFD. 

3) EM can set the new threshold values on the basis of the threshold polices and maximum processing capability and notify NM.

Please see S5-155148 for the detail use case.
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