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Decision/action requested

Discussion and approval 
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Rationale

Apply the MCC template document style consistently. Update UCs 5.1.2 and 5.1.4 to include handling of VNFC (in addition to VNF) failure.
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Proposal
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5
Management use cases
5.1
Use cases for Fault management
5.1.1
Introduction

When a failure occurs in virtualized networks or mixed networks, several alarms associated with the failure might be generated and reported to one or more management functions (e.g. EM, VNFM or NFVO), which are defined in [2], to allow fault corrective action to be taken. This subclause includes use cases to show fault management flows including alarm reporting flows as follows:
1.
An alarm generated by NE (excluding NFVI)

2.
An alarm generated by NFVI

3.
An alarm generated by EM

4.
An alarm generated by VNFC

5.
TBD

5.1.2
Failure management when VNF (or VNFC) detects VNF (or VNFC) failure
5.1.2.1
Introduction

This use case is to describe the management of VNF (or VNFC) application layer failure detected by VNF (or VNFC).

5.1.2.2
Actor

3GPP EM.

5.1.2.3
Pre-condition

1.
EM is active.
2.
VNF (or VNFC) has a fault.

5.1.2.4
Description

1. 
VNF (or VNFC) detects the fault and sends the alarms to EM. 
2. 
EM may perform fault correlation. Based on the correlation analysis, the corrective action may trigger the execution of the VNF instance lifecycle management flows (e.g. VNF scaling) (Annex C in [2]). In case the corrective action needs to be performed by VNFM, EM sends a corrective action request toward VNFM. 
3. The EM may further forward the alarms to NM.

4. 
NM may perform fault correlation anytime. Based on the fault correlation analysis, NM triggers a corrective action to repair the application layer failure. The corrective action may trigger the execution of the VNF instance lifecycle management flows (e.g. VNF scaling) or the Network Service instance lifecycle management flows. In case the corrective action needs to be performed by NFVO, NM sends a corrective action request toward NFVO.
5. 
Event representing VNF recovery is sent to NM because operator wants to know the change which is dynamically performed.

5.1.2.5
Post-condition
The network operation works normally. The operator knows the recovery from the VNF failure.
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5.1.4
Failure management when the EM detects VNF (or VNFC) failure
5.1.4.1
Introduction

This use case is to describe the management of VNF (or VNFC) application layer failure detected by EM.

5.1.4.2
Actor

3GPP NM and ETSI MANO NFVO.
5.1.4.3
Pre-condition

1. 
EM is active.
2. 
The VNF (or VNFC) has a fault.
5.1.4.4
Description

1. 
EM detected the VNF (or VNFC) fault. 
2. 
Same steps as stated in 2 to 5 in clause 5.1.2.4.
5.1.4.5
Post-condition

The network operation works normally. The operator knows the recovery from the VNF failure.
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