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1
Decision/action requested

Approval of charging information for monitoring events recording.
2
References

[1]
3GPP TS 23.682 Architecture enhancements to facilitate communications with packet data networks and applications

3
Rationale

This PCR specifies the charging data available for CDRs for monitoring event requests and reports. Two CDRs are proposed: ME-CO-CDR for configuration requests and ME-RE-CDR for reports. Each CDR is defined to be related to a specific event with no session based CDRs required in order to simplify the processing of these events in the network nodes. In order to accommodate a burst of a number of event reports in a short time interval, the reports CDR is defined to support accounting information for multiple reports.

Based on operator deployment, these CDRs may be generated by the MME/SGSN or by the IWK-SCEF. 

Since the "Change of IMSI-IMEI(SV) Association" and "Roaming Status" monitoring event types are performed locally by the HSS, there is no accounting in the 3GPP network elements defined for this event.

Note 1 of TS 23.682, clause 4.5.6.4, implies that monitoring events handled via the PCRF do not generate accounting information for monitoring.

Even though the HSS-MME communication is using Insert Subscriber Data instead of specific Monitoring Request message, it is assumed that accounting applies as per Note 1.

It is expected that the proposal here for CDR description will be aligned with charging principles in clause 5 through contributions to the next meeting. It is also expected that the proposal here will be aligned with work in CT4 when that work is completed.
4
Detailed proposal

Incorporate the following changes into TS 32.278 for Monitoring Events Charging:

First change
6.1.3
CDR description on the Bx interface

6.1.3.1
General

The following standard CDR content and formats are considered:

-
ME-CO-CDR generated for a single monitoring event configuration request.

-
ME-RE-CDR generated for a set of monitoring event reports.

For each of the CDR types, a parameter table, which gives a short description of the parameters, is provided. The category in the tables are used according to the charging data configuration defined in clause 5.4 of TS 32.240 [1].
6.1.3.2
Monitoring Event Configuration Request charging data (ME-CO-CDR)

If enabled, a Monitoring Event Configuration Request record shall be produced for each monitoring configuration request received. Renewal requests are captured in a separate record from the original request. The fields in the record are specified in table 6.1.3.2.1.
Table 6.1.3.2.1: Monitoring Event Configuration Request charging data (ME-CO-CDR)
	Field
	Category
	Description

	Record Type 
	M
	Monitoring Event Configuration Request

	Retransmission
	Oc
	This parameter, when present, indicates that information from retransmitted Accounting Requests has been used in this CDR.

	Node Id
	OM
	Name of the recording entity.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	Record Time Stamp
	OM
	This parameter indicates the date and time when the CDR was produced.

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information for the monitoring event configuration request.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Type
	M
	This parameter identifies the specific Monitoring Event being requested.

	Maximum Number of Reports
	Oc
	This parameter, when present, indicates the maximum number of event reports to be generated until the associated monitoring event is considered to expire. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request. This parameter is not applicable to the "Availability after DDN Failure" monitoring event type.

	Monitoring Duration
	Oc
	This parameter, when present, indicates the absolute time at which the related monitoring event request is considered to expire.

	SCEF Reference ID for Deletion
	Oc
	This parameter, when present, identifies the monitoring event configuration that shall be deleted before applying the requested monitoring event configuration.

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Monitored User
	Oc
	This parameter identifies the user that is monitored and is applicable to the "Loss of connectivity", "UE reachability", "Location Reporting", "Communication Failure" and "Availability after DDN Failure" monitoring event types.

	Maximum Detection Time
	Oc
	This parameter, when present, indicates the maximum period of time without any communication with the UE after which the SCEF is to be informed that the UE is considered to be unreachable and is applicable to the "Loss of connectivity" monitoring event type. The value is on the order of 1 minute to multiple hours.

	Reachability Type
	Oc
	This parameter indicates whether the request is for "Reachability for SMS", or "Reachability for Data", or both and is applicable to the "UE reachability" monitoring event type.

	Maximum Latency
	Oc
	This parameter indicates the maximum delay acceptable for downlink data transfers and is applicable to the "UE reachability" monitoring event type. The Maximum Latency is on the order of 1 minute to multiple hours.

	Maximum Response Time
	Oc
	This parameter indicates the time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data and is applicable to the "UE reachability" monitoring event type.

	Suggested Number of Downlink Packets
	Oc
	This parameter indicates the number of packets that the Serving Gateway shall buffer in case the UE is not reachable and is applicable to the "UE reachability" monitoring event type.

	Location Type
	Oc
	This parameter indicates whether the request is for Current Location or Last Known Location and is applicable to the "Location Reporting" and "Number of UEs present in a geographic area" monitoring event type.

	Accuracy
	Oc
	This parameter indicates desired level of accuracy of the requested location information and is applicable to the "Location Reporting" monitoring event type. Accuracy could be at cell level (CGI/ECGI), eNB, LA/TA/RA level, Presence Reporting Area level.

	Presence Reporting Area Identifier
	Oc
	This parameter contains the identifier of the specific Presence Reporting Area to be used when Accuracy indicates Present Area reporting level and is applicable to the "Location Reporting" monitoring event type.

	List of Locations
	Oc
	This parameter identifies the list of cells, eNBs and/or RAI(s)/TAI(s) for determination of the number of UEs in the area and is applicable to the "Number of UEs present in a geographic area" monitoring event type.

	Cause
	M
	This parameter identifies whether the request was successful or not. When the request is not success, a specific value is chosen to indicate the reason for failure.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.


Editor's note: The Present Reporting Area Identifier is not specified in TS 23.682 but is required for operation of the Presence Reporting Area location reporting supported by the 3GPP network in Release 12. Coordination with SA2 is required for resolution of this.
6.1.3.3
Monitoring Event Report charging data (ME-RE-CDR)

If enabled, a Monitoring Event Report record shall be produced for a set of monitoring event reports sent. In the normal case, only one monitoring event report will be included in the CDR. During times when a burst of monitoring event reports are sent, multiple event reports can be captured in the CDR. The fields in the record are specified in table 6.1.3.3.1.
Table 6.1.3.3.1: Monitoring Event Report charging data (ME-RE-CDR)
	Field
	Category
	Description

	Record Type 
	M
	Monitoring Event Configuration Report

	Retransmission
	Oc
	This parameter, when present, indicates that information from retransmitted Accounting Requests has been used in this CDR.

	Node Id
	OM
	Name of the recording entity.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	Record Time Stamp
	OM
	This parameter indicates the date and time when the CDR was produced.

	List of Monitoring Event Reports
	OM
	This parameter contains the charging information associated with a set of monitoring event reports. The fields for each report are specified in table 6.1.3.3.2.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.


Table 6.1.3.3.2: Individual Monitoring Event Report charging data within List of Monitoring Event Reports 
	Field
	Category
	Description

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information for the monitoring event configuration request.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Event Report Number
	M
	This parameter indicates the number of the report being sent for the specific request. The number is monotonically increasing for each report starting at 1 for each unique request.

	Final Monitoring Event Report Indication
	Oc
	This parameter indicates if the monitoring event report is the final one to be reported and indicates that the corresponding monitoring event request was deleted.

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Monitored User
	Oc
	This parameter identifies the user that is monitored and is applicable to the "Loss of connectivity", "UE reachability", "Location Reporting", "Communication Failure" and "Availability after DDN Failure" monitoring event types.

	Monitoring Type
	Oc
	This parameter identifies the specific Monitoring Event being reporting.

	Reported Location
	Oc
	This parameter indicates the reported 3GPP system specific location information and is applicable to the "Location Reporting" monitoring event type.

	RAN/NAS Cause Code
	Oc
	This parameter indicates the reported RAN or NAS cause code and is applicable to the "Communication Failure" monitoring event type.

	Presence Reporting Area Identifier
	Oc
	This parameter contains the identifier of the specific Presence Reporting Area that was used when Accuracy indicated Presence Reporting Area level and is applicable to the "Location Reporting" monitoring event type.

	Presence Reporting Area Status
	OC
	This parameter contains the reported status of the UE presence in Presence Reporting Area when Accuracy indicated Presence Reporting Area level and is applicable to the "Location Reporting" monitoring event type.

	Cause
	OC
	This parameter identifies whether the report indicates an error occurred.


Editor's note: The event-specific parameters in the above table (Reporting Location, RAN/NAS Cause Code, Presence Reporting Area Identifier, Presence Reporting Area Status) and the Cause parameter need to be aligned with stage 3 protocol definition for monitoring event reports.
End of changes
