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Intellectual Property Rights

This clause is always the first unnumbered clause.

If you have received any information concerning an essential IPR related to this document please indicate the details here.
Foreword

This clause is always the second unnumbered clause.

To be drafted by the ETSI secretariat. You can provide additional elements.
Introduction

This clause is optional. If it exists, it is always the third unnumbered clause.

1
Scope

Should start:

This document containes terms and definitions used throughout the UMTS - TMN document series.

One of the following paragraphs should start with:

The Scope shall not contain requirements.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

[1]
Gen.00  (V0.0.3): UMTS Management Framework Architecture. Overview, Processes and Principles.

[2]
ITU-T M.60 (03/1993): Maintenance Terminology and Definitions.

[3]
ITU-T M.3010 (05/1996): Principles for a Telecommunications management network.

[4]
ITU-T X.200 (07/1994): Information Technology – Open Systems Interconnection – Basic Reference Model: The Basic Model.

[5]
ITU-T X.210 (11/1993): Information Technology – Open Systems Interconnection – Basic Reference Model: Conventions for the Definition of OSI Services.

[6]
ITU-T X.721 (02/1992): Information Technology – Open Systems Interconnection – Structure of  Management Information: Definition of Management Information.

[7]
ITU-T X.735 (09/1992): Information Technology – Open Systems Interconnection – Systems Management: Log Control Function.

[8]
NMF GB910 (V0.2): Telecom Operations Map.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

3.1
Definitions

Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

For the purposes of the present document, the following definitions apply:

<defined term>: <definition>.

example: the text serving as an example.

3.2
Symbols

Clause numbering depends on applicability. Symbols should be ordered alphabetically.

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

3.3
Abbreviations

Clause numbering depends on applicability. Abbreviations should be ordered alphabetically.

For the purposes of the present document, the following abbreviations apply:

NDM
Network Data Management

NM
Network Management

NML
Network Management Layer

NMR
Network Maintenance & Restoration

QoS
Quality of Service

SLA
Service Level Agreement

SM
Service Management 

4
UMTS Management Glossary

4.1
Generic definitions

Abstract Syntax: The specification of Application-protocol-data-units by using notation rules which are independent of the encoding technique used to represent them
. [X.200 section 7.1]

Concrete Syntax:XE "concrete syntax:
7.2.1.1"  Those aspects of the rules used in the formal specification of data which embody a specific representation of that data. [X.700 section 7.2]
Confirmation: A deliver primitive received by a requestor. [X.210]

Network Data Management: This process is responsible for the collection of usage data and events primarily for the purpose of network performance and traffic analysis. This data may also be an input to Billing (Rating and Discounting) processes at the Service Management Layer.  [NM GB910]
Network Element Management: This process manages each network element on an individual or group basis and supports an abstraction of the functions provided by the network element layer. [M.3010]
Network Maintenance & Restoration System: A Network Maintenance & Restoration System is an implementation of the Network Maintenance & Restoration process.

Network Maintenance & Restoration Process: This process is responsible for maintaining the operational quality of the network, in accordance with required network performance goals. Network maintenance activities can be preventative (such as scheduled routine maintenance) or corrective. Corrective maintenance can be in response to faults or to indications that problems may be developing (proactive). This process initiates tests, does analysis to determine the cause and impact of problems, and notifies Service Management of possible effects on quality. The process can issue requests for corrective actions. [NMF GB910]
Notification: Information emitted by a managed object relating to an event that has occurred within the managed object. [X.701]

Primitive: An abstract, atomic, implementation-independent representation of an interaction between an OSI-service-user and its OSI-service-provider. [X.210]

Request: A submit primitive issued by a requestor. [X.210]

Transfer syntax: The abstract and concrete syntax used in the transfer of data between open systems. [X.200 section 7.2]
4.2
Fault management definitions

Event: An event is an abstract concept modeling the occurence of an incident.

Within the context of this specification the notification carrying the information about an event is generated by the event generation mechanism when one or more pre-defined trigger parameters are matching a pre-defined condition.

Event generation mechanism: An event generation mechanism is the collection of all possible/available pre-defined conditions, which can be matched by one or more trigger parameters.

Examples for event generation mechansims are: 

· boolean operations (and, or, xor, ...);

· counter-threshold [see X.721 ch. 9.3.1]; 

· gauge-threshold [see X.721 ch. 9.3.2]; and

· tide-mark [see X.721 ch. 9.3.4].

Event report: An event report consists of all the information derived from the notification generated by the event generation mechanism and information derived from local processing by the subscription.

Event type: An event type is a reference to a event type definition.

Event type definition: An event type definition contains a formal description of the conditions to be matched in order to raise one specific event, thus containing:

· a specification of all the inputs and outputs of every event generation mechanism used to raise this specific event; and

· a list of all values (e.g. thresholds) used by every event generation mechanism to raise this specific event.

Log: A management support object class that models resources used as a repository for log records. [X.735]

Log record: A management support object class that models units of information stored in a log. [X.735]

Severity: This parameter provides an indication of how it is perceived that a capability of an managed entity has been affected.

4.3
Configuration management definitions

Configuration: Configuration 
. 

4.4
Accounting management definitions

Usage data: Is data collected by the Network Data Management about the utilization of network resources for the purpose of performance management, traffic management and as a logical part of the Billing process.

4.5
Performance management definitions

Collectable data type: Is a system-wide or world-wide identifier for the data which should be processed by the data collection.

Collection trigger: Is an event, on which occurence the associated collectable data will be passed to the data collection.

Data collection: Is an abstract concept for an universal counting entity.

Data collection definition: Is a formal description of a data collection containing the following information:

· collection type (e.g. counter, gauge, ...);

· collection trigger (e.g. SS7 messages);

· collectable data type;

· measurement period;

· trasnfer mechanism (e.g. immediatly, scheduled, on request, ...);

· transfer syntax.
Measurement period: Is a period of time during which a data collection processes collectable data to produce one measurement (usage data).
Protection (data collection): Is a property of a data collection controling the execution of requests changing the respective data collection. If a data collection is protected than all requests will be queued until the next transfer trigger event has occured. If a data collection is not protected than all requests will be executed immediatly.
Subscription: A subscription is a set of information per Network Maintenance & Restoration System containing:

· the authentication profile; and

· all event types subscribed by this Network Maintenance & Restoration System.

Transfer mechanism: Is a property of data collections and specifies when usage data should be transfered to the Network Data Management. Possible transfer mechanisms are:

· immediatly (e.g. when collecting CDRs); 

· scheduled (e.g. usual performance measurements); 

· on request.

Note: These examples are rather descriptive than prescriptive.

Transfer trigger: Is that event that causes the transfer of usage data by the according transfer mechanism. Examples are:

· collectable data ready;

· request for usage data received;

· on scheduled time.

Trigger parameter: A trigger parameter is every parameter available in the Network Data Management System which is specified in an event type definition in order to raise events.

Usage data: Is data collected by the Network Data Management about the utilization of network resources for the purpose of performance management, traffic management and as a logical part of the Billing process.

Example: Figure 1 below illustrates the relationship between triggers (collection trigger, transfer trigger, notification trigger) and data associated with these triggers (collectable data, collected data, processed data, content of notification, content of event report).




Figure 1: Triggers and data

4.6
Security management definitions

Authentication profile: A set of security information defining which information (e.g. objects, events, ...) may be accessed (read/write/execute) by an external system.

Authentication check: Is an activity where an incoming request is parsed for validity by comparing the request:

· with the authentication profile of the requestor (if the requestor does have an authentication profile); 

· with the general security policy (if the requestor does not have an authentication profile).

Security policy: A security policy is a collection of business rules applied to derive the authentication profiles of a subscribing Network Maintenance & Restoration System.
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