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8.6 (MBS/TRAPI)
In 26.852 we have a number of variants of the URL form. I believe that we can now do a synthesis of the ideas, providing a solution which meets all the requirements. This contribution represents such a draft.

The text is drawn from 26.852 for the most part; changes are shown by tracking changes.

The most notable improvement is by using DNS URI records rather than RR records. This enables the DNS to supply any part of the URI that needs to be defaulted; in particular, it answers the question "what is the base URI when the presented URI lacks a &label suffix part?"

Example: the original URI is "mbms://soapopera.example.com/".  DNS resolution on that for a URI record yields "mbms://soapopera.example.com:8011/episodes.usd&label=http://soapopera.example.com/episode1.mpd".  That is used to complete the presented URI, and the result is returned from the handler as a redirect and also used as a base URI for further URIs.

Now a relative URI of "segment1.mp4" or "episode2.mpd" would correctly be formed against the label part of this URI.

There is a concern with using non-A record entries in DNS: on the open internet, many small routers, caches, DHCP servers and so on do not handle anything other than A records. This would be an issue if we were considering this for general internet use. We are not; we can expect any deployment of this URI form to be in 3GPP environments where DNS handling is managed.

If acceptable, the following text should be added to section 8 of 26.247. Section 8 currently includes only subsection 8.1 which is included here, verbatim, for reference. The remaining sections are new.
8 MBMS URL handling
8.1 General
The position of the MBMS URL Handler, and its interfaces are illustrated by the logical model shown in Figure 25, In that figure URL usage is shown as an alternative to an application written to use MBMS services using the MBMS API (left side of the diagram, described elsewhere in the present document).

The MBMS URL handler is positioned within the logical model of a system that has library support for fetching resources (files) referred to by URLs. In the model an (unchanged) existing, or new, application supports URLs that address 'file' resources. That application uses a generic URL resolution library ('Generic URL Resolution' in the diagram) to return the identified resource when the application needs the resource identified by a URL. 

The logical model is that the generic handler supports returning the resource given a URL of any type. That generic handler is supported by a set of protocol-specific handlers; by inspecting the scheme part of the URL (e.g. "http:") the generic handler in turn requests the resource of the appropriate protocol-specific handler. The request and response interfaces to the generic handler, and the protocol-specific modules are defined by the library (e.g. they may be object-oriented, function-based, or message-based). The present document defines the behaviour of the MBMS URL handler; however its request interface is defined by the library and environment which it fits into. The MBMS protocol-specific handler decomposes the URL form, and, possibly using the existing MBMS APIs, initiates the acquisition of the MBMS service that permits access to the identified resource, and acquisition of the indicated resource from that session, and returns that resource. The behaviour of the MBMS protocol handler is specified in this section.

Note that this logical model may be optimized and collapsed as desired in real deployments (e.g. many web browsers do not use a general URL library but instead support key protocols with built-in code, and the MBMS function may also act as an MBMS URL handler).

The "file" resource may be an entry point to a service (e.g. an MPD for DASH, or the root HTML for a web service), and it may be the case that there is a default resource defined for a service (just as done today when an HTTP server will, for example, return "index.html" when no file name is specified in the URL). 
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Figure 25: MBMS URL Handler

8.2 URL structure and definition

8.2.1 Structure

The URL is composed of a prefix, mid-part, and suffix.
8.2.2 Prefix

The prefix consists of the string mbms:// followed by a hostname, or an explicit IP4 or IPv6 address, followed by a “:” and a portnumber. The use of explicit IP addresses enables a DNS step to be avoided. 

However, the use of DNS enables the same URL to serve on many networks, resolving on each to the correct TMGI, so the explicit address form is less flexible. In addition, the use of a DNS URI record enables defaults to be supplied.

The default port number could be <<TBD>> (previously we had thought this was a job for the protocol; however, the URL form can define a default even if the protocol does not). The port number, like other parameters, may be supplied by the URI from the DNS.
Explicit IP addresses may be used only if it can be assured that the URLs will only be served to terminals that can use them, and if no DNS URI default is needed. Both the IPv4 forms (e.g. mbms://225.34.12.9.77:56852/) and the IPv6 form using “[“ and “]” may be used (e.g. mbms:://[2001:db8::7]:65432/).
8.2.3 Mid-part 

The mid-part has four elements, all optional, and which may occur in any order:
1) The start-time of the viability of the URL, indicated by the string “&start=” and a decimal value.

2) The end-time of the viability of the URL, indicated by the string “&end=” and a decimal value.

3) Zero or more indicators of the networks on which the resource is available, indicated by the string “&plmn=” followed by one or more PLMN-Ids of a network each expressed as 6 hexadecimal characters and separated by "+".
4) The ServiceID of the USD, indicated by the string "&ServiceID=" followed by the ServiceID.
The start and end times are each optional and if present are expressed exactly as in SDP (see the “t=” value in [[ref needed: SDP: Session Description Protocol, RFC 4566]]), i.e. as the decimal representation of Network Time Protocol (NTP) time values in seconds since 1900. The default start time is the indefinite past; the default end time is the indefinite future.
The ServiceID is a URN, which cannot be allowed to contain an "&", e.g. &ServiceID=urn:uuid:6e8bc430-9c3a-11d9-9669-0800200c9a66.
(Note that the use of “&” here is not part of a query or fragment, as there is no preceding “?” or “#”.  “&” is in the main body of URLs where it is a legal character.)

8.2.4 Suffix

The suffix consists of the string “&label=” followed by the content-label of a resource, expressed as its URI, without any escaping.

If the suffix is absent, then the default label has to be provided from the URI returned by the DNS. Whenever any part of the DNS URI is used to supply defaults (including, but especially, the label), the handler returns a Redirect response from the original call to the completed URI, which is then used as a base URI for future relative URI computation. (See below).
The suffix is terminated by a fragment or query identifier (preceded by “#” or “?” respectively), if present, or by the end of the URL if they are absent.

8.2.5 Query and fragment parts

A query may be present, after the suffix, identified by its initial "?". However, there is no processing defined for queries.

Similarly, a fragment may be present, identified by its initial "#". Fragments are processed according to the definitions for the provided resource.

8.2.6 Relative URIs

Note that the “//” means that the MBMS scheme is hierarchical and that relative URLs are permitted, and that they are effectively composed against the label part. This means that, for example, an explicit or implied base URL in an MPD may be an MBMS URL, and that relative URLs in the MPD can be composed against that base.

8.3 URL Processing

8.3.1 Relative URL resolution

A relative URL is, of course, composed against its base, and if the final result is an MBMS URL as defined here, then that URL is presented to the API. Relative URL composition is not in the scope of this definition.
8.3.2 Default Resolution

8.3.3 If the prefix contains a host-name, then DNS needs to be queried for the URI DNS Record (see RFC 7553). If any of the following are missing from the supplied URI but present in the URI returned by DNS, a new URI is composed by inserting those elements into the supplied URI, and then the API terminates by returning a Redirect to the composed URI.

a) the port number;

b) any mid-part element;

c) the label suffix element.
8.3.4 Preparation for MBMS Reception

When the terminal initializes, or at some time preceding the first request to the MBMS URL Handler, the terminal's MBMS function may open the SACH signalling channel and receive, and cache, the USDs that are sent on that channel. In those USDs it finds the unique serviceID attribute value, defined to be a URN by TS 26.346, and indexes the received USDs by this serviceID URN value.

8.3.5 Pre-flighting

The MBMS URL handler, on receipt of a request for a resource identified by a URL, performs the following pre-flight checks: 
a) if the URL has a start mid-part value, and the value is in the future, it returns an error (503, service unavailable)

b) if the URL has an end mid-part value, and the value is in the past, it returns with error (503, service unavailable)

c) if the URL has a plmn mid-part value, and the terminal is operating on a network that is not in the list of PLMN-Ids, it returns an error (400, bad request)
If there is no suffix part (the label element), the handler returns an error. The label needs to be supplied either in the initially presented URI or by defaulting from the URI DNS record.
8.3.6 Initializing the service

8.3.6.1 Introduction

Initialization of the service involves locating and processing the USD. This may be done in one of two ways. If the service has already been initialized (see below under Caching and Keep-alive) then this step is skipped.

The service filename is indicated by the prefix part of the URL, without any port-number.

The USD may be available on either or both (a) the signalling channel or (b) in-band in the channel it describes. The USD would preferably always be made available in-band. It is matched on the signalling channel by ServiceID, and in-band using the prefix part as the URI label.
8.3.6.2 Signalling Channel Initialization

If the terminal has been configured to use the SACH (signalling channel), then the USD is first sought by matching the ServiceID element of the URL (if any) with the ServiceIDs of the USDs received on the signalling channel. If a match is found, that USD is retrieved and the session initialized from it.

If no matching USD is found, the handler may wait for it to arrive, or may proceed to use in-band initialization.

8.3.6.3 In-band initialization
If the terminal does not use signaling channel initialization, or the USD is not found there or not found in time, then in-band initialization would preferably be attempted.

If an explicit address is not used (IPv4 or IPv6), then the hostname is resolved to a multicast IP address using standards DNS lookup. The domain name server used to resolve the name to an address has to be ‘sensitive’ to the network on which the terminal resides, i.e. return a result that is valid for that network. If the MBMS session is not available on the network, the DNS query has to either fail or return all zeroes in the lower part of the returned IP address.
In the case of IPv4, the address is of the form 0xE1xxxxxx where xxxxxx is the 24 bits MBMS Service ID. Since the name resolution detected and used the information as to what network the terminal is on, this is an MBMS Service ID valid for the PLMN-ID (MNC/MCC) of that network; the TMGI is therefore the terminal’s known PLMN-ID and this MBMS Service ID.

Similarly, in the case of IPv6 the MBMS Service ID is embedded in the lowest 24 bits of the IPv6 multicast address; the entire address, including the other 104 bits need to be a valid IPv6 multicast address.

The channel identified by the composed TMGI is opened and FLUTE reception initiated. The FDT is scanned for a resource whose filename is identified by the URL prefix (just as for the signaling channel). If no such file is found, the handler returns a suitable error (404, not found). Otherwise, the USD that has a filename equal to the prefix part of the URL is retrieved and the session initialized.

If no FDT can be found on either the signaling channel or in-band, within a timeout period, then an error is returned (408, timeout).
8.3.7 Retrieving and returning the resource

The label part of the URL identifies the desired resource.


If the label does not match any content-location entry in the FDT, the resource is not available on that session and the handler returns an error (404, not found).

Otherwise, the handler waits until the MBMS handler has received the file with the given content-location (it may be already cached, whereupon no wait is required), and returns it with the content-type, content-encoding, etc. as indicated in the FDT.

If the API request for the MBMS URL indicated a time-out, and the requested resource has not arrived in the time-out period, then an error is returned (408, timeout).

8.3.8 Caching and keep-alive

The MBMS URL handler maintains the session open for a keep-alive time after each request determined by the implementation, expecting further requests for other files from the same session.

The files identified in the FDT are cached. Each such file is described by a content-location, which is a URI. If that content-location URI form uses the scheme-name of another protocol (e.g. “http:”) then the resource is ideally cached in a cache shared between the MBMS URL handler and that other protocol. In this way, after the session is initiated, it is possible that, for example, a request to the HTTP URL handler for a resource can be satisfied by a file that has arrived and been cached by the MBMS URL handler.

When operating in an environment that permits arrival notifications (e.g. web push or other events), as each file arrives a notification may be sent.

8.4 Example

Example:  
mbms://soapopera.example.com:8054/episode1.usd&start=X&label=http://example.com/tv/episode3.mpd
DNS on soapopera.example.com yields 
1) a multicast address 0xE1xxxxxx where xxxxxx is the TMGI, and is combined by the terminal with the currently PLMN-ID (MCC/MNC) to form the MBMS Service ID. The port number is supplied explicitly here (8054).
2) A URI, for example: 
mbms://soapopera.example.com/&ServiceID=urn:uuid:6e8bc430-9c3a-11d9-9669-0800200c9a66
The label of the USD is mbms://soapopera.example.com: 8054/episode1.usd.  Its ServiceID is the URN given by DNS.
The label of the desired resource is http://example.com/tv/episode3.mpd
9 Evaluation against criteria
9.1 
	
	
	

	Requirement
	Section
	

	Form is specific to the interface behavior
	2.1
	√

	Locates a resource of an identifiable type
	2.2
	√

	Acts purely as a locator, not protocol engine
	2.3
	√

	Conforms to the relevant W3C and IETF specs
	2.4
	√

	Allows for fragment locators on the resource
	2.4
	√

	Uses HTTP parsing, special characters, and composition rules
	2.4
	√

	Supports relative URLs and composition against a base URL
	2.5
	√

	Emulates client-side behavior of protocols of its type
	2.6
	√

	Readable and self-describing
	2.7
	√

	Enough information to enable bootstrapping
	2.8
	√

	Little or no dependency on other preparatory steps
	2.8
	(optional)

	Enables cache sharing, does not dictate URL form of the resource
	2.9
	√

	Uses existing technologies, is simple
	2.10
	√

	Few restrictions on the service
	2.11
	√

	Rapid failure is possible (out of time interval, off network)
	2.12
	√

	Maps to MBMS APIs
	2.13
	?

	(Future) Can be made to work when last hop is not 3GPP
	3.1
	–
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